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1
Introduction

During the RNA3 Ad Hoc meeting in June 2010 a two phase RN configuration approach was presented and taken into consideration as baseline for further discussions and agreements.  The current stage 2 baseline text is captured in [1].
Nevertheless, the text captured was left with many FFS issues.  This paper addressed te unresolved issues and proposes a way forward. 
2 Summary of previous discussions

In [2] a full solution for RN configuration via OAM was presented.  The solution consists of the following two main phases:

Phase 1 (excerpt from [1]): 

“The relay node attaches to the E-UTRAN/EPC as UE at power-up and retrieves initial configuration parameters from RN OAM. After this operation is complete, the relay node detaches from the network as a UE.”

During this phase the solution in [2] proposes to configure the RN with a range of parameters, some of which are listed below:
· List of DeNBs CGIs to which the RN can connect

· List of GUMMEIs to be used by RN for selection of appropriate MME

· APN for the P-GW to be used

Phase 2 (excerpt from [1]):

“The relay node connects to a DeNB to start relay operations. […]  The MME indicates to the DeNB that the RN is authorized to attach as a relay. After the DeNB initiates setup of bearer for S1/X2, the RN initiates the setup of S1 and X2 associations with the DeNB (see section 4.7.4), and begins relay operations.”

In this phase, if the RN was initially attached to an eNB not included in the list of allowed DeNBs, the RN will detach from the initial eNB and reattach to one of the allowed DeNBs.

It is worth noting that if the RN was initially attached to a DeNB included in the list of allowed DeNBs, a detachment and re-attachment would not be necessary, as the RN can remain attached to the same DeNB and undergo the second phase configuration.

During this second phase the solution in [2] proposes to configure the RN with a range of cell configuration parameters. An example of what some these parameters could be is given below:

· Maximum Pilot Channel Power

· Supported Frequency Bands

· Mobility thresholds
· TAI to be used by the RN

The overall attachment procedure specified in [2] and reported in the agreed baseline text [1] is shown below.
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Figure1: Baseline proposal for RN Startup procedure 
3 Problem Description 

The main issue concerning the solution described in section2 highlighted during the RAN3 ad hoc meeting in June 2010 is that the OAM system of the RN and the OAM system of the DeNB might not be able to communicate with each other.  
Such lack of communication would make it difficult for the RN OAM system and DeNB OAM system to exchange parameters used for the RN configuration such as RN ECGI, RN PCI, APN to be used by the RN (for a specific DeNB), list of GUMMEIs.

Nevertheless, the scenario above is already present and has already been addressed in current 3G systems. In fact, in such systems RAN nodes might be provided by multiple vendors.  For each vendor a distinct RAN OAM system is in place. Still, whenever a new RAN node is added to the existing deployment, the configuration of such node is carried out based on the radio configuration of the whole range of multi-vendor RAN node in its neighbourhood.  The latter happens via exchange of radio configuration parameters between multi-vendor OAM systems, which happens via the Network Management System connected to each Domain Manager by the open interface Itf-N. A representation of the architecture for such OAM infrastructure is shown below.
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Figure 2: OAM architecture as in TS 32.xxx
A typical scenario in which communication between two different DMs occurs is when a new cell is introduced in an existing or new base station and a PSC/PCI needs to be assigned to it. For this PCI/PSC to be unique in the cell neighbourhood, the OAM system configuring the cell needs to have information regarding PCIs/PSCs used in other vendors BSs.  This information resides in other vendors OAM systems and it is retrieved and passed to the DM managing the BS in which the new cell is activated.

Therefore, a similar way of allowing information exchange between DMs serving RNs and DeNBs would be by using the Network Management System.  Figure 3 shows how the OAM architecture enabling such information exchange could be laid out.
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Figure 3: OAM architecture for RN deployments

Despite the feasibility of communication between multi-vendor DMs a number of companies believe that the configuration of the RN with a list of GUMMEIs corresponding to RN-supporting MMEs might be difficult to achieve. The claim is that such exchange of information implies communication between the RN and the CN OAM system and that these two systems are usually not interconnected to each other.

The latter concern could also be addressed by the architecture shown in Figure 3, where the CN OAM system could simply be interfaced to the RN OAM via the NMS.  However, to obviate this problem a compromise solution is proposed in the next section, where the original proposal in [2] is modified to enable automatic configuration of GUMMEIs at the DeNB.

4  Proposed Solution

It was explained in previous sections how the solution described in [2] and adopted as baseline for future discussions in [1] is technically feasible.  Therefore, this solution can constitute one possible choice for solving the problem of RN configuration.

Proposal 1: It is proposed that the solution described in section 2 and used as baseline for future discussions in [1] is captured in stage 2 descriptions for RN configuration procedures
In order to provide an alternative solution where configuration of GUMMEIs is not performed via the RN OAM the following is proposed.
· The DeNB receives an indication of whether the MME supports RNs as part of the S1 SETUP procedure.

· During RRC connection establishment the RN sends a “RN Indication” to the serving eNB/DeNB. Such indication has criticality: ignore, hence a non-DeNB node would simply ignore it.

· During the second phase of RN connection the DeNB selects a RN-supporting MME. The MME will be able to understand from the RN HSS profile that the RN is a RN and will therefore handle the RN service requests appropriately

This solution for GUMMEI configuration via S1 signalling is described in the diagram below:
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Figure 4: RN Configuration solution with GUMMEI configuration at DeNB via S1 signalling

The solution shown above prevents the RN OAM system from acquiring the GUMMEIs of the RN-enabled MMEs serving DeNBs and to configure such list at the RN.  Upon connection of the RN to the DeNB the DeNB will automatically be able to select one of the RN-enabled MMEs.
Proposal 2: If the solution described in [2] and proposed in [1] as baseline solution is not agreeable within RAN3 it is proposed to agree to a solution where the DeNBs learns about available RN-enabled MMEs via S1 Setup signalling.  

Conclusion
This paper described the status quo of discussions concerning RN configuration procedures and explained that a solution based on RN configuration via RN OAM system is indeed feasible.
The paper described the concern of a number of companies about configuration of a list of GUMMEIs at the RN via the RN OAM system. For this reason the paper proposed an alternative solution, where the list of GUMMEIs does not need to be configured at the RN via RN OAM system, but where the DeNB is informed about the available MMEs supporting RNs and where the DeNB selects one of these MMEs upon connection of the RN.

It is suggested that one of the following two proposal is agreed:

Proposal 1: It is proposed that the solution described in section 2 and used as baseline for future discussions in [1] is captured in stage 2 descriptions for RN configuration procedures
Proposal 2: If the solution described in [2] and proposed in [1] as baseline solution is not agreeable within RAN3 it is proposed to agree to a solution where the DeNBs learns about available RN-enabled MMEs via S1 Setup signalling.
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