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1
Introduction

In the RAN3 ad hoc meeting in June 2010 the scenario of enhanced mobility via X2 interface for HeNBs was discussed.  The following mobility scenarios were agreed to be supported (see [1]):

· Mobility between an eNB and an open access cell HeNB;

· Mobility between two open access cell HeNBs;

· Mobility between two closed HeNBs only if they have the same CSG ID.
At the same time an LS was sent to SA WG3 to clarify whether there are any issues with a direct X2 interface between HeNBs.  Therefore, the scenario of direct X2 connection between HeNBs is still a pending issue, which depends on guidance from SA WG3.

For the above reasons, this paper focuses on X2 mobility scenarios based on the presence of a HeNB GW X2 proxy.  The paper provides an overview of possible issues with such scenarios and a potential way forward. 
2 Problem Description 

In Figure 1 the scenario where a eNB discovers a HeNB via ANR and where an X2 is established between HeNB and eNB is shown. In the figure, currently specified procedures are shown together with potential issues that might be encountered if nothing was changed. 
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Figure 1: Potential issues impacting legacy procedures used to setup X2 between eNB and eNB
· Issue 1: A legacy eNB will include in the eNB CONFIGURATION TRANSFER message the target eNB ID of the cell reported via ANR. How does the eNB understand the length of the eNB ID for a HeNB?

· Issue 2: Assuming issue 1 is resolved and that the eNB CONFIGURATION TRANSFER includes details about the HeNB, how can the MME route the MME CONFIGURATION TRANSFER to the HeNB GW (e.g. how can the routing occur if the target eNB ID is the eNB ID of the HeNB)?

· Issue 3: Provided that the eNB CONFIGURATION TRANSFER is correctly routed to the HeNB GW, this message will have to be forwarded to the right HeNB. This means that the target eNB ID in the eNB CONFIGURATION TRANSFER has to be maintained as the eNB ID of the HeNB. Therefore, a potential solution cannot rely on source eNB swapping target HeNB ID with HeNB GW ID

· Issue 4: The HeNB GW has to change the X2 TNL Address entered by the HeNB with its own in order to be reachable by the eNB

· Issue 5: In the X2 SETUP REQUEST there are no identifiers for the target node. How can the HeNB GW identify the right HeNB?

· Issue 6: eNB needs to associate the X2 interface established with the eNB ID of the HeNB GW (assuming that the eNB ID contained in the X2 SETUP RESPONSE is the HeNB ID). If this does not happen, eNB will need to establish as many logical X2 interfaces as the number of HeNBs behind a HeNB GW. 

As it can be seen from the above, currently specified procedures are not suitable to cope with the establishment of an X2 interface via a HeNB GW proxy. Obviously, if an open HeNB was directly connected to the EPC, there would not be any problem in establishing a X2 interface with currently standardized procedures, with the exception of Issue 1, which applies to all X2 scenarios involving X2 establishment with HeNBs.
It is worth noting that the procedures in Figure 1 assume that an X2 interface between HeNB GW and HeNB is established only after a (H)eNB discovers the neighbour HeNB. Nevertheless, a more realistic scenario would be where an X2 interface is already available between HeNB and HeNB GW, namely the X2 setup between HeNB and HeNB GW could be considered one of the first procedures carried out after HeNB power up.
Finally, it needs to be mentioned that very similar issues to those described above will be encountered for the establishment of X2 interfaces via a HeNB GW proxy between two HeNBs.
3 Proposed Solution

The first assumption needed to solve the issues reported in section 2 is that the X2 interface between HeNB and HeNB GW is established before the HeNB is discovered by any other node via the ANR function.  

Assumption 1: For X2-enabled HeNBs supported by a X2 proxy HeNB GW, the X2 interface between HeNB and HeNB GW shall be established immediately after HeNB power up. 
The second problem that needs resolving is how to allow a (H)eNB to understand whether a cell reported via ANR belongs to a HeNB or to an eNB.  Signalling the eNB ID length over the air (e.g. as part of SIBs information) could be a possible solution.  However, this solution is not future proof, as it can be envisaged that future HeNBs might support more than one cell and that HeNB ID length might need to be modified to allow for such enhancement.
It is therefore suggested that for Release 10 the assumption is that the network will be configured with a range of E-CGIs that are assigned only to HeNBs. With such assumption any (H)eNB is able to understand whether a cell (open, hybrid or closed) belongs to a HeNB just by checking its E-CGI.

Assumption 2: It is assumed that the network is configured in such a way that every cell supported by a HeNB is assigned an E-CGI within a well defined sub-range. Consequently, it is possible to deduce that a cell is served by a HeNB just by ensuring that its E-GCI is within the preconfigured sub-range.  
Given the assumptions above, Figure 2 shows a similar procedure to the one in Figure 1.  The procedure has been enhanced with a number of changes that allow the X2 setup procedure to function correctly also in case of involvement of HeNBs supported by a X2 proxy HeNB GW. 
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Figure 2: Solution for X2 setup with HeNBs via HeNB GW proxy
1. UE reports a newly found HeNB cell to the eNB via ANR

2. eNB starts an eNB CONFIGURATION TRANSFER towards the MME to retrieve details about the newly found HeNB in order to setup an X2 interface

3. Upon reception of the eNB CONFIGURATION TRANSFER the MME realises that the HeNB ID included in the message is not registered at the MME but the TAI is supported by the MME. On the basis of this and on the basis of the fact that HeNB GWs can be uniquely identified by their supported TAI, the MME is able to deduce that the MME CONFIGURATION TRANSFER needs to be forwarded towards the HeNB GW.  The MME CONFIGURATION TRANSFER will include target information associated to the HeNB.
4. The HeNB GW will reply to the MME CONFIGURATION TRANSFER with an eNB CONFIGURATION TRANSFER. This message shall include the TNL address and the source eNB ID of the HeNB GW. In order to allow the eNB to identify the peer HeNB cell reported via ANR the HeNB GW may include in the message the E-CGI of the HeNB cell.
5. After receiving the eNB CONFIGURATION TRANSFER from the HeNB GW the MME generates a MME CONFIGURATION TRANSFER towards the eNB. This message shall include the TNL address and the source eNB ID of the HeNB GW. In order to allow the eNB to identify the peer HeNB cell reported via ANR the message may include in the message the E-CGI of the HeNB cell.
6. If a X2 interface between eNB and HeNB GW does not already exist, eNB and HeNB GW carry out X2 Setup procedures. The HeNB GW will include the HeNB cell as one of its served cells. Optionally the HeNB GW may include other HeNBs suitable for X2 connection with the eNB (i.e. open HeNBs) as its neighbours. If a X2 interface is already in place between eNB and HeNB GW the eNB shall not initiate X2 SETUP procedures and the HeNB GW shall send a X2: eNB CONFIGURATION UPDATE message to the eNB including the HeNB cell as its served cell. 

7. HeNB GW sends a X2: eNB CONFIGURATION UPDATE to the HeNB to notify the presence of a new neighbour – eNB.  This is interpreted by the HeNB as an indication that an X2 interface is available with eNB

The procedures described above allow for correct establishment of X2 interfaces between (H)eNBs and HeNBs served by a HeNB GW.  Namely the procedures address the scenario where one of the X2 peers is served by a X2 proxy HeNB GW. 
The procedures above are based on the following proposals:

Proposal 1: If a MME receives a eNB CONFIGURATION TRANSFER where the target is a HeNB served by a HeNB GW and if the procedure needs to be followed by a MME CONFIGURATION TRANSFER, the MME shall forward the MME CONFIGURATION TRANSFER message to the HeNB GW serving the HeNB on the basis of the target TAI (i.e. MME performs TAI based routing)
Proposal 2: If a HeNB GW receives a MME CONFIGURATION TRANSFER targeted at one of its served HeNBs and including a SON Information Request IE set to “X2 TNL Configuration Info”, it shall reply with a eNB CONFIGURATION TRANSFER including HeNB GW eNB ID as “Source eNB ID” and HeNB GW TNL Address as “X2 TNL Configuration Info”. Optionally, the HeNB GW may include the E-CGI of the target HeNB in the eNB CONFIGURATION TRANSFER message
Proposal 3: Only one X2 interface is possible between HeNB GW and any suitable eNB/HeNB. Cells of HeNBs served by the HeNB GW are seen as HeNB GW cells by (H)eNBs connecting to those HeNBs via X2 
The proposals above ensure that messages to HeNBs “hiding behind” a HeNB GW are correctly routed to their serving HeNB GW.  This is achieved by re-using the already specified TAI based routing technique used in mobility scenarios involving HeNBs served by HeNB GWs.
The proposal also ensures that the establishment of X2s with HeNBs served by a HeNB GW is scalable.  This is because the proposals envisage the presence of one X2 interface only between HeNB GW and external nodes, independently of the number of HeNBs hiding behind the HeNB GW.
Conclusion

This paper described the scenario where an X2 interface needs to be established with a HeNB served by a X2 proxy HeNB GW node.  The scenario could easily be extended to a HeNB to HeNB X2 establishment scenario where the HeNB GW plays the role of a proxy node.
In order to allow the correct use of currently standardised procedures in the context of X2 establishment with nodes served by X2 proxy HeNB GWs it is suggested to agree to the following assumptions and proposals:

Assumption 1: For X2-enabled HeNBs supported by a X2 proxy HeNB GW, the X2 interface between HeNB and HeNB GW shall be established immediately after HeNB power up. 
Assumption 2: It is assumed that the network is configured in such a way that every cell supported by a HeNB is assigned an E-CGI within a well defined sub-range. Consequently, it is possible to deduce that a cell is served by a HeNB just by ensuring that its E-GCI is within the preconfigured sub-range. 
Proposal 1: If a MME receives a eNB CONFIGURATION TRANSFER where the target is a HeNB served by a HeNB GW and if the procedure needs to be followed by a MME CONFIGURATION TRANSFER, the MME shall forward the MME CONFIGURATION TRANSFER message to the HeNB GW serving the HeNB on the basis of the target TAI (i.e. MME performs TAI based routing)

Proposal 2: If a HeNB GW receives a MME CONFIGURATION TRANSFER targeted at one of its served HeNBs and including a SON Information Request IE set to “X2 TNL Configuration Info”, it shall reply with a eNB CONFIGURATION TRANSFER including HeNB GW eNB ID as “Source eNB ID” and HeNB GW TNL Address as “X2 TNL Configuration Info”. Optionally, the HeNB GW may include the E-CGI of the target HeNB in the eNB CONFIGURATION TRANSFER message
Proposal 3: Only one X2 interface is possible between HeNB GW and any suitable eNB/HeNB. Cells of HeNBs served by the HeNB GW are seen as HeNB GW cells by (H)eNBs connecting to those HeNBs via X2 
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