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1. Introduction
In the agreed relay architecture – Alt.2 – the DeNB has a role of X2 proxy for Relay Nodes against neighbouring eNBs.

This contribution presents consequences of having such a proxy in neighbour discovery functions and neighbours management and proposes a solution for neighbour discovery.

2. Discussion
Having the DeNB acting as a X2 proxy means that:
1)  the RN is not seen by neighbouring eNBs; RN's cells are seen by neighbours as cells managed by DeNB,

2) DeNB is seen by the RN as the only neighbour; all cells neighbouring the RN are seen by the RN as cells managed by the DeNB.
This is reflected in the architecture depicted below in Figure 1.
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Figure 1: DeNB as X2 proxy

2.1. RN pops up

When a RN starts up, it establishes an X2 relation with its DeNB. The DeNB warns all its neighbours about its new configuration through ENB Configuration Update over X2, i.e. it indicates RN cell(s) and RN TAI(s) as served cell(s) to add.
2.2. RN detects a new neighbour cell
The scenario is presented in Figure 2.
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Figure 2: RN detects a new cell

Typical message flow is as depicted in Figure 3.
- RN signals the new neighbour cell to its DeNB through ENB Configuration Update over X2. It indicates the new cell C1 in the neighbour list of its served cell CRN
The RN has not to deduce the target eNB-ID from a cell Id: the DeNB is assumed to be the neighbouring eNB in all cases 
- DeNB retrieves the target eNB from eCGI(C1). It then either sets up an X2 interface to the neighbour eNB managing C1 if no X2 relation exists, or updates its configuration to the neighbour eNB if is has already one. In both cases, DeNB indicates CRN as a served cell with C1 in its neighbour list.
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Figure 3: Message flow when RN detects a new cell

2.3. eNB detects a RN cell
This scenario is illustrated in Figure 4, and message flow depicted in Figure 5
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Figure 4: eNB detects aRN cell
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Figure 5: Message flow when eNB detects a RN cell
1.
A UE reports to eNB1 the PCI of CRN, which is unknown for it. Through ANR procedure, it requests further information and gets from a UE eCGIRN and TAIRN.
eNB1 has to get the eNB-Id and the IP address of the eNB managing the ce1ll CRN, i.e. in our case the eNB-Id and TNL address  of the DeNB.

2.
eNB1 deduces eNB-IdRN from eGCIRN through usual rules (PCI split for example)

3.
eNB1 uses eNB Confiuration Tranfer procedure over S1 to reach the target, with eNB-IDRN and TAIRN as target addresses

4-5.
 MME receives a message with a target eNB Id unknown for it. It then routes the message to DeNB thanks to the target TAI
Proposal 1: Routing of signalling messages is based on TAI. Restrictions on TAI relevant for HeNB-GWs apply for DeNBs: Cells managed by Relay Nodes shall belong to a TA which is specific to the DeNB they are attached to.

6-7. DeNB receives the message, and answers with its own eNB ID and TAIRN as source fields, its own TNL address as parameters
8-9.  MME routes transparently the message to eNB1 thanks to target eNB ID and TAI fields

At step 10, eNB1 has to 


- Match cell eCGIRN with the eNB managing the cell, i.e. the DeNB


- Setup an X2 relation with the DeNB if not already done, or update its neighbouring information to DeNB if it has already an X2 relation with it (steps 11 to 12).

Before DeNB updates its configuration to the RN through eNB Configuration Update over X2, in which it indicates cell C1 as a served cell neighbour to cell CRN (step 15).
However we have an issue at step 10. Indeed, eNB1 gets a eNB Confiuration Tranfer message indicating a source eNB which does not match the target eNB included in its initial request.  Since eNB Configuration Transfer procedures are not transaction based, eNB1 is not able to match its initial request with the received pieces of information: It is not able to match eCGIRN with the eNB-Id managing the cell.

To solve this issue, we can think of the following 2 options

Option 1
An option is that DeNB clearly indicates in the response its proxy function. Indeed, DeNB sends a eNB Configuration Transfer which includes:

- Source eNB-ID and Target TAI set to eNB-IDRN and TAIRN
- A new IE Proxy eNB-ID set to eNB-IDDeNB
- TNL address set to DeNB's TNL address
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Figure 6: Option1: Explicit proxy indication

Option 2
A transaction identifier is added in the procedure:

- Source eNB adds a transaction identifier in its initial request, for example composed of its eNB-Id and a token. 
- DeNB repeats the transaction identifier in its answer

Source eNB matches request and response even if the source eNB is not the one it was waiting for.
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Figure 7: Option2: Transaction identifier
Option 1 is preferred, as it reflects the actual architecture.

Proposal 2: eNB Configuration Transfer message may include a proxy eNB-Id IE
3. Conclusion
The introduction of a X2 proxy function in the DeNB has implications to neighbour discovery and management.

Firstlty, it implies that MME shall be able to route signalling messages based on TAI, i.e. this put restrictions on TAI allocated to RN cells.

Proposal 1: Routing of signalling messages is based on TAI. Restrictions on TAI relevant for HeNB-GWs apply for DeNBs: Cells managed by Relay Nodes shall belong to a TA which is specific to the DeNB they are attached to.

Secondly, eNB Configuration Transfer message has to be modified. Two options have been presented, one including an explicit proxy indication, the other adding a transaction identifier. It is proposed to go for option 2.

Proposal 2: eNB Configuration Transfer message may include a proxy eNB-Id IE
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