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1 Introduction
In RAN3# 66bis the handling of CSG ID validation failure is discussed and concluded as follows:
1) Rogue UE case should not be considered if you always admit the UE: there is no motivation for the UE to cheat. Focus should be on the out-of-synch case.

2) Go for the accept-based approach. At the next meeting detailed of the solutions should be finalized.

This contribution aims to discuss the details of solution for handling of CSG ID validation failure.
2 Discussion
As previously agreed, CSG id validation failure is in most cases related to the out-of-synch of mapping information between PCI/PSC and CSG id in the source side. Therefore, it is necessary to update the mapping as soon as a validation failure is detected.  ANR as a complementary mechanism could be deployed to update the mapping relationship, but it has several drawbacks,
1) If the ANR is going to be performed as soon as the failure is detected, a trigger (most probably enhanced S1 signaling) is required.
2) ANR is implemented with additional scan & report procedure, which consumes more radio signaling and introduces extra delay..
As the reasons mentioned above, it is beneficial to update the PCI/PSC and CSG id mapping in the source by transferring the CSG id from the target side to the source side when the CSG id validation failure happens.
Proposal 1: Update the PCI/PSC and CSG id mapping information in the source by transferring the CSG id from the target side to the source side when the CSG id validation is failed.
In RAN3# 66bis meeting, the discussions focus on the case that the target cell is in hybrid mode. We discuss two scenarios here. One is the target cell is in hybrid mode, the other is the target cell is in closed mode.
According to RAN3# 66bis meeting’s decision, only the accept-based approach is considered when the target cell is in hybrid mode. That means the UE will be accepted in the target side as non-member even if the CSG id validation is failed. 
To update the PCI/PSC and CSG id mapping information, target side should include the CSG id in HANDOVER REQUEST ACKNOWLEDGE message, and transfer to the source side. MME/CN is not aware of the correct CSG id which is useless information for MME. However, MME/CN should be updated with the new membership if it has determined UE as member in previous steps. 
Proposal2: If the handover to a hybrid CSG cell is accepted but with a CSG id validation failure, the CSG id should be included in container of the HANDOVER REQUEST ACKNOWLEDGE/RELOCATION REQUEST ACKNOWKEDGE message. If the accessing UE has been determined as member by MME/CN previously, the new membership should be indicated in the same message as well.
When CSG validation failure happens in handover to target closed cell, the handover should be rejected. Furthermore, the CGI and CSG mapping in the source eNB also needs to be updated. Therefore the target cell should include the correct CSG id in the HANDOVER FAILURE/RELOCATION PREPARATION FAILUR message.  
Proposal3: If the handover to a closed CSG cell is rejected due to a CSG id validation failure, the CSG id should be included in the HANDOVER FAILURE / RELOCATION PREPARATION FAILUR message.
3 Conclusion
In this contribution, we discuss the handling of CSG validation failure. The proposals are as follows,
Proposal 1: Update the PCI/PSC and CSG id mapping information in the source by transferring the CSG id from the target side to the source side when the CSG id validation is failed.

Proposal2: If the handover to a hybrid CSG cell is accepted but with a CSG id validation failure, the CSG id should be included in container of the HANDOVER REQUEST ACKNOWLEDGE/RELOCATION REQUEST ACKNOWKEDGE message. If the accessing UE has been determined as member by MME/CN previously, the new membership should be indicated in the same message as well.
Proposal3: If the handover to a closed CSG cell is rejected due to a CSG id validation failure, the CSG id should be included in the HANDOVER FAILURE / RELOCATION PREPARATION FAILUR message.
We hope RAN3 could discuss and approve the above proposals. If the proposals are approved, we will be glad to provide relevant CRs.
4   Reference






















































1
1

