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1 Introduction
In last RAN3#66 meeting, it was agreed that the target eNB will send HANDVER FAILURE message to the MME if the target eNB is closed mode and the CSG ID from source side is not valid. While the following two points are unclear:

· If the target cell is hybrid mode and the CSG ID from source side is invalid, whether the handover is success or failure and how to treat the UE membership is left open.
· If the CSG ID from source side is not correct, the method to update the table in source side is needed.
 In this contribution, solutions for the two issues are discussed. The discussion is based on HeNB. For HNB, the solution should be aligned.
2 Discussion
2.1 UE membership handling in hybrid HeNB 
There are four alternatives for way forward.

· Fail the handover procedure: The target eNB will send Handover Failure message to the MME for hybrid mode if the provided CSG ID in Handover Request is invalid. We are not sure if this is inline with SA1 requirement. According to hybrid mode HeNB definition e.g. no access restriction for non-member UE in case of resource is available. Even if the UE reported CSG ID is not valid, the handover may still be allowed. 
· Treat the UE as non-member without informing MME: If the target cell is in hybrid mode and the provided CSG ID in Handover Request is not valid, the target eNB will treat the UE as non-member without informing MME. Since MME may report the User CSG information (including CSG ID and membership) to the PDN GW, the UE membership inconsistency will bring some wrong charging. I.e. the UE is non-member. The network will permit its access and charge it as member which is unfair. 
· Treat the UE as non-member and include CSG membership status in the HANDOVER REQUEST ACKNOWLEDGE: With this method, the target eNB and the MME can have correct membership. While the MME still don’t know the correct CSG ID. The MME will send wrong CSG ID to the PDN GW.
· Feedback the target CSG ID to the MME in the HANDOVER REQUEST ACKNOWLEDGE: In case of the CSG ID in Handover Request is invalid and the target cell is hybrid mode, the target eNB will allow the UE access. The target eNB will include its CSG ID in Handover Request Acknowledge message. So the MME can have right CSG ID and UE membership information and inform these to the PDN GW. The MME may update the UE membership in target eNB with the correct CSG ID.
Alternative 1 is simple. Only the first access UE may be rejected if we consider the function to update the source side mapping table (in 2.2). Alternative 2 have wrong charging for fraudulent access UE which is not acceptable for operator network. For alternative 3, the MME and the PDN GW still can’t get the correct CSG ID. Alternative 4 can have right handling of the UE and the solution is kept in RAN3 scope. 
Proposal 1: Select one solution in alternative 1 and alternative 4 as the way forward. 
2.2 The necessity to update the source side mapping table 

According to RAN2 agreements [3], the UE will report the CSG ID to the eNB in ANR instead of MR for HO. If fraudulent UE report a wrong CSG ID, the mapping table in the source side may be not correct which is the reason leading to validation failure in the target eNB. The source eNB would begin the next handover to the target HeNB with a wrong CSG ID. So, the CSG ID of the source eNB anyhow needs to be updated.
For closed mode, we have agreed that the target eNB will reject the HO in case of CSG ID validation failure. The target eNB can include CSG ID in Handover Failure message. Similarly, source MME will include the right CSG ID in Handover Prepare Failure message. Source eNB can update its mapping table with target CSG ID as shown in Figure 1.
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Figure 1

For hybrid mode target HeNB, the above solution is also feasible to update the source side mapping table if we select alternative 1.
 If we select alternative 4, the procedure to update the source side mapping table is shown in Figure 2. To realise this in our spec., there are two methods. 
1) Include CSG ID in Handover Request Acknowledge/Forward Relocation Response/Handover Command message. After the HO, the target MME can update the UE membership in target eNB with UE Context Modification procedure.

2) Include CSG ID in Handover Request Acknowledge and target eNB to source eNB container. The first one is used for updating the UE membership in target eNB. The CSG ID in the container is used for the source eNB to update the mapping table. 

The second method don’t need the source MME decode the CSG ID in the container.
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Figure 2

Based on the above discussion, here are two proposals:
Proposal 2: Update source eNB mapping table by including CSG ID in Handover Failure message.
Proposal 3: If RAN3 select alternative 4 as the method for UE membership handling in hybrid HeNB, include CSG ID in Handover Request Acknowledge and target eNB to source eNB container.
3 Conclusion and proposal
We propose RAN3 to discuss the issues in section 2 and agree the following proposals:
Proposal 1: Select one solution in alternative 1 and alternative 4 as the way forward. 
Proposal 2: Update source eNB mapping table by including CSG ID in Handover Failure message.
Proposal 3: If RAN3 select alternative 4 as the method for UE membership handling in hybrid HeNB, include CSG ID in Handover Request Acknowledge and target eNB to source eNB container.
The corresponding CR including proposal 1 and proposal 2 is in [4][5]. If proposal 3 is agreed, the CR will be updated accordingly.
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