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1. Introduction
At RAN3#66, target HeNB behaviour serving hybrid cells on abnormal condition that CSG ID validation fails during access control procedure was discussed and the decision was postponed to next meeting. This paper reviews the online/offline discussion in the last meeting and provides additional aspects on the identified concerns. 
2. Discussion

The point to be discussed is whether CSG ID validation at target hybrid cell fails, target HeNB rejects HANDOVER REQUEST or not. If RAN3 selects the option to reject the HANDOVER REQUEST, following concerns were identified: 
[Issue 1] It is not aligned with any SA1 requirements and definition of hybrid access as follows [1]: 

When the H(e)NB is configured for hybrid access mode, it shall be possible for the H(e)NB to provide services to:
-
its associated CSG members, and
-
subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.
In the case when  the HANDOVER REQUEST message is rejected with the appropriate cause value, it is most likely that UE will get disconnected, e.g. RLF, but the UE can always re-establish the connection at any hybrid cells, provided that the UE stops the cheat reporting of invalid CSG ID on measurement report. In this case it is possible for the target to provide services to the UE as a non-CSG member and hence, SA1 requirement is satisfied. Furthermore, the abovementioned SA1 requirement should not be understood as handover/mobility continuity requirement. 
[Issue 2] If the source RAN provides an incorrect CSG ID since the stored mapping (E-CGI – CSG ID) is outdated, UE is unnecessarily victimized in this case, i.e. the reject of HANDOVER REQUEST will likely cause RLF or handover retry which both impact the user service experience. 
From operator’s perspective, this issue is more significant and difficult to solve especially in uncoordinated deployment. The only way to solve the issue is to rely on CSG ID reporting from UE on measurement report. It is FFS in RAN2 whether the CSG ID reporting is mandatory for SI reporting request, and a proposal to support this feature is addressed in [2]. 
3. Summary and proposal
This paper reviewed the discussion status and identified concerns in the last meeting and provided additional aspects. As a consequence, if RAN3 decides to reject the HANDOVER REQUEST message at target hybrid cells in all cases, the following understanding should be confirmed:
- in case of CSG ID validation failure due to wrong CSG ID reporting, it is shown that SA1 requirement is still met.
- in case of CSG ID validation failure due to the outdated E-CGI – CSG ID mapping at the source, solution is available provided if CSG ID reporting for SI reporting request is mandatory supported in RAN2. 
Therefore, we propose for RAN3 to agree the following proposal: 
- In all cases, if CSG ID validation at target HeNB serving hybrid cell fails, the target HeNB rejects HANDOVER REQUEST
- To confirm the availability of RAN2 solution for the case when CSG ID validation failure is due to outdated E-CGI – CSG ID mapping, e.g. by sending LS to RAN2.
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