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1. Issues to be clarified
Issue 1: if CSG ID validation at target hybrid cell fails, target HeNB rejects HANDOVER REQUEST or not. 
Option 1: Reject: NSN, CATT, Samsung, ALU, ZTE, Mitsubishi, Huawei, NEC, NTT DOCOMO, Qualcomm
Option 2: Accept: Ericsson, Motorola
Proposal 1: If CSG ID validation at target hybrid cell fails, target HeNB rejects HANDOVER REQUEST
Based on the abovementioned proposal, target HeNB handles CSG ID validation failure as follows: 
 I - CSG ID comes from the UE

	
	Closed target
	Hybrid target

	UE reports a wrong CSG (rogue), updated white list
	Target  eNB rejects the HO (invalid CSG Id).
	(1)
	Target eNB rejects the HO (invalid CSG Id).
	(2)

	
	Source eNB bars the UE for a given time 
	
	Source eNB bars the UE for a given time 
	

	UE reports a valid CSG, but has a stalled white list
	MME rejects the HO (target not allowed)
	(3)
	UE is accepted as non member

Source eNB doesn't care. User should be warned that it has 
	(4)

	
	Source eNB allows a new  HO within some delay 
	
	access as non-member 
	


II - CSG ID comes from the eNB (caching,…)

	
	Closed target
	Hybrid target

	Wrong CSG provided by the eNB, in UE allowed list
	Target  eNB rejects the HO (invalid CSG Id).
	(5)
	Target eNB rejects the HO (invalid CSG Id).
	(6)

	
	Source eNB marks cache entry as stalled 
	
	Source eNB marks cache entry as stalled 
	

	Wrong CSG provided by the eNB,  not in UE allowed list
	MME rejects the HO (target not allowed)
	(7)
	Target eNB rejects the HO (invalid CSG Id).
	(8)

	
	Source eNB marks cache entry as stalled 
	
	Source eNB marks cache entry as stalled 
	


From source eNB perspective:

- cases (1) and (3) are distinguished by different rejection causes in case rejection when it comes from the MME or from the target eNB

- Cases from table I can be distinguished from cases from table II as the source eNB can know if CSG-id it has provided came from a UE report or from its mapping table. It can then update its mapping table with appropriate mechanism.
2. Concerns identified in the offline discussion
Proposal 1 is not aligned with any SA1 requirements and definition of hybrid access as follows [1]: 

When the H(e)NB is configured for hybrid access mode, it shall be possible for the H(e)NB to provide services to:
-
its associated CSG members, and
-
subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.
Therefore, RAN3 needs to inform SA1 of our decision and ask their feedback on service aspects.

Proposal 2: Send LS to SA1 to inform of our decision and ask their feedback on service aspects.
The other concern is that if the source RAN provides an incorrect CSG ID since the stored mapping (ECGI - CSG ID) is outdated, UE is unnecessarily victim in this case. However there is no other means to distinguish these two cases. If it really causes serious problem in operator's network, future release should solve this somehow.
3. Summary and proposal
Proposal 1: If CSG ID validation at target hybrid cell fails, target HeNB rejects HANDOVER REQUEST
Proposal 2: Send LS to SA1 to inform of our decision and ask their feedback on service aspects.
4. Reference
[1] TS 22.220 (V9.1.1), “Service requirements for Home NodeBs and Home eNodeBs (Release 9),”
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