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1 Introduction 
According to RAN3#65bis meeting approval, final access control shall be performed by the MME (SGSN/MSC) during inbound mobility. Therefore the MME (SGSN/MSC) shall reject the handover required (relocation required) if the UE is not permitted to access the CSG associated with the target cell. It’s necessary to consider handling actions after inbound access control failure.
This contribution aims to discuss failure handling of inbound mobility.
2 Discussion
During RAN3#65bis meeting, it was decided that final access control shall be performed by the MME (SGSN/MSC) during inbound handover. The MME (SGSN/MSC) shall terminate the handover (relocation) procedure if the UE is not the member of the CSG associated with the target cell. In present specification, the MME will return HANDOVER PREPARATION FAILURE (RELOCATION PREPARATION FAILURE) message to the source E-UTRAN/UTRAN with the cause value "Handover Target not allowed"(" Relocation Target not allowed ").
But in the above procedure, the network does not inform the source E-UTRAN/UTRAN of any detailed failure reason for the subsequent actions. That means the E-UTRAN/UTRAN may try to initiate the handover of this UE to the cells belonging to the same inaccessible CSG in the subsequent procedure. All these handover attempts will fail since the UE is not the member of the CSG. 
For example in the enterprise scenario indicated in Figure1, there are several H(e)NB cells (Cell B, Cell D, Cell E, etc) belong to the same CSG C. They are adjacent in coverage, and all are in the coverage of macro cell A. If source macro RAN tries to initiate the handover (relocation) of UE from cell A to H(e)NB cell B, the CN may reject this handover(relocation) requirement because the UE is not the member of CSG C (e.g. the allowed CSG list of UE is not updated in time). If the source macro RAN receives no special reason for the handover(relocation) failure, the source RAN may try to initiate the handover(relocation) of the UE to other H(e)NB cells (Cell D, Cell E, etc) belonging to the same CSG C in the subsequent procedure. All these handover (relocation) attempts will fail since the UE is not the member of CSG C. And it will waste the resources between the E-UTRAN/UTRAN and the CN.
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Figure1. Inbound handover in enterprise scenario
Therefore it’s necessary to consider a new cause value, e.g. "UE not CSG member" in HANDOVER PREPARATION FAILURE message. After receiving this cause value, the E-UTRAN/UTRAN will store the target CSG associated with the UE identity (also a timer for the handover (relocation) rejection time). Then the E-UTRAN/UTRAN will not initiate the subsequent handover (relocation) of UE to the cells belonging to the same inaccessible CSG during the handover (relocation) rejection time. It’ll prevent the subsequently unsuccessful handovers (relocations) to the inaccessible CSG cell, and reduce the signalling between the E-UTRAN/UTRAN and the CN.
Proposal 1: Add a new cause value "UE not target CSG member" in HANDOVER PREPARATION FAILURE message.
Proposal 2: Add a new cause value "UE not target CSG member" in RELOCATION PREPARATION FAILURE message.
3 Conclusion 
In the above, we discussed one scenario of inbound handover access control failure. In order to decrease the failure times of inbound handover, it is proposed that:
Proposal 1: Add a new cause value "UE not target CSG member" in HANDOVER PREPARATION FAILURE message.

Proposal 2: Add a new cause value "UE not target CSG member" in RELOCATION PREPARATION FAILURE message.
Proposal 3: It is proposed to agree the corresponding CR. 






















































1
1

_1314623128.vsd

