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1. Introduction

In the RAN WG3 #65bis meeting, the stage-2 procedure of the macro eNB to HeNB handover was discussed and agreed in principle. The key agreement is “A Release 9 source eNB shall include in the Handover Required message the CSG-ID/Access Mode of target HeNB. The source MME shall perform the access control on the way forward.” Two methods to acquire the target CSG ID at the source eNB were discussed; the one is an implementation dependent, i.e., the O&M interaction and the other is an UE reporting based, i.e., enhanced ANR or regular reporting procedure upon source eNB request. However, the other possibilities to achieve the key agreement have not been fully studied in the last meeting. In additions, RAN WG2 showed their strong concern about UE CSG ID reporting in their reply LS R2-096247[1] so it is not clear if the UE reporting based solution will be agreed in RAN2. Thus, this contribution discusses the other possible methods for the source eNB to acquire the target CSG ID rather than UE measurement reports or O&M interaction.
2. Discussion
2.1 Progress Summary
In RAN WG3 #65 meeting (24 – 28 August 2009, Shenzhen), LS R3-092150[2] was sent to RAN2 to “verify the feasibility of providing the CSG ID, to be used for access control purposes, as part of the UE measurement report.” 
In RAN WG3 #65bis meeting (12 – 15 October 2009, Miyazaki), RAN3 agreed that “A Release 9 source eNB shall include in the Handover Required message the CSG-ID/Access Mode of target HeNB. The source MME shall perform the access control on the way forward based on the received CSG-ID and Access Mode. Then, upon receipt of the Handover Request message, the target HeNB shall verify the validity of the provided CSG-ID,” and sent LS R3-092643[3] to RAN WG2, which is asking a UE to report the target CSG ID with the enhanced ANR or regular reporting procedure upon source eNB request. However RAN WG3 was not sure about the RAN WG2 reply for the previous LS R3-092150[2] at the time of sending the second LS R3-092643[3]. And the stage-2 procedure is agreed in principle in RAN WG3 as shown in Figure 1.
In RAN WG2 #67bis (12 – 16 October 2009, Miyazaki), the RAN WG2 sent the LS R2-096247 (R3-092704) [1] as a reply to the first LS R3-092150[2]. In the reply LS, the RAN WG2 confirms that “Including the CSG ID is feasible, but RAN2 would strongly prefer minimising measurement report overhead. Measurement overhead could be minimised by reporting the membership status only.” 

In summary, when we consider the RAN WG2’s preference shown in the reply LS R2-096247[1], it is not clear if the UE reporting based solution will be agreed in RAN2. In addition, RAN WG3 might not take into account other possible solutions for the source eNB to acquire the target CSG ID rather than UE measurement reports or O&M interaction.
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Figure 1 Mobility to HeNB’s CSG and Hybrid cells[4]

2.2 Target CSG ID acquisition without UE Measurement report
In this section, two more solutions are discussed for the target CSG ID acquisition at the source eNB without UE measurement report. 
2.2.1 Reusing Configuration Transfer procedure
The purpose of the configuration transfer procedure is to transfer RAN configuration information between eNBs through the S1 interface. At present only the “X2 TNL Configuration Info” is transferred, but it may possible to extend this procedure to transfer the CSG ID information.
Let’s suppose that a source eNB receives the UE measurement report with target HeNB ECGI. When the target cell is a hybrid mode or the UE membership check is set to member in the measurement report, the source eNB investigates its ECGI-CSG ID mapping table. If it cannot find the target ECGI - CSG ID mapping, the source eNB performs the Configuration Transfer Procedure to get the target CSG ID as shown in Figure 2. After having the ECGI-CSG ID mapping as a result of Figure 2, the eNB will performs the handover procedure in Figure 1 from the next time.
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Figure 2 CSG ID Acquisition using Configuration Transfer procedure
2.2.2 Reusing handover procedure

Another possible solution for the source eNB to acquire the target CSG ID is through the S1 handover procedure. Figure 3 shows the overall procedure of reusing the handover procedure. 
Let’s suppose that a source eNB receives the UE measurement report with target HeNB ECGI. When the target cell is a hybrid mode or the UE membership check is set to member in the measurement report, the source eNB investigates its ECGI-CSG ID mapping table. If it cannot find the target ECGI - CSG ID mapping, the following procedures are performed as shown in Figure 3.

1. The source eNB performs the handover procedure as if that is a handover to the normal macro cell.

2. The MME proceeds the handover by sending HO request message to the HeNB GW.
3. The HeNB GW also proceeds the handover by relaying HO request message to the target HeNB.
4. When the target HeNB receives the Handover request in step 3, it realized that there is no CSG ID and membership status in the Handover Request message. Thus, the target HeNB can figure out that the source eNB does not have the ECGI – CSG ID mapping. Then, it sends Handover Request ACK to the HeNB GW with its CSG ID and Access mode.
5. The HeNB GW just relays the Handover Request ACK message to the MME
6. The MME performs the UE access control and membership check based on target CSG ID and Access mode in step5 and the UE subscription data.
7. When access control is passed and the membership check is valid in step 6, the MME sends Handover Command to the source eNB with target CSG ID. Then the source eNB can have the target ECGI – CSG Id mapping. 

Note: If the access control is not passed in step 6, MME will perform handover failure procedure toward the HeNB and the source eNB

Note: When it comes to the membership check for the target hybrid cell, the following implementation can be possible. Target HeNB treat the UE as a member in Step 3. When the MME finds out that the UE is not the member of the target hybrid cell, it will trigger UE Configuration Modification procedure toward the target hybrid cell to modify the UE membership status as R3-092459[5]. If the MME relocation is involved, the status flag to modify the UE membership is transferred from the source MME to the target MME, and the target MME performs the UE Configuration Modification procedure.
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Figure 3 CSG ID Acquisition using Handover procedure
After having the ECGI-CSG ID mapping as a result of Figure 3, the eNB will performs the handover procedure in Figure 1 from the next time.
3. Conclusion and Proposal
In this contribution, two methods for the target CSG ID acquisition at the source eNB are introduced and their feasibility is shown. Those two solutions showcase that RAN WG3 can realize for the source eNB to acquire the target CSG ID regardless of RAN WG2 decision. Moreover, it is worth noting that the Configuration Transfer method totally removes the impact to the other WGs.
Thus, it is proposed RAN WG3 to discuss the above solutions as an alternative of the UE reporting method. If RAN WG3 agrees one of proposed solutions, we will provide the corresponding CRs.
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