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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

CSG Cell: an E-UTRAN cell broadcasting a CSG Identifier.

Elementary Procedure: S1AP consists of Elementary Procedures (EPs). An Elementary Procedure is a unit of interaction between eNBs and the EPC. These Elementary Procedures are defined separately and are intended to be used to build up complete sequences in a flexible manner. If the independence between some EPs is restricted, it is described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked independently of each other as stand alone procedures, which can be active in parallel. The usage of several S1AP EPs together or together with EPs from other interfaces is specified in stage 2 specifications (e.g. [11] and [14]).

An EP consists of an initiating message and possibly a response message. Two kinds of EPs are used:

-
Class 1: Elementary Procedures with response (success and/or failure).

-
Class 2: Elementary Procedures without response.

For Class 1 EPs, the types of responses can be as follows:

Successful:

-
A signalling message explicitly indicates that the elementary procedure successfully completed with the receipt of the response.

Unsuccessful:

-
A signalling message explicitly indicates that the EP failed.

-
On time supervision expiry (i.e. absence of expected response).

Successful and Unsuccessful:

-
One signalling message reports both successful and unsuccessful outcome for the different included requests. The response message used is the one defined for successful outcome.

Class 2 EPs are considered always successful.

eNB UE S1AP ID: as defined in [2].
Hybrid cell: a E-UTRAN cell that operates in hybrid access mode as defined in [14].
MME UE S1AP ID: as defined in [2].

E-RAB: as defined in [2].

NOTE:
The E-RAB is either a default E-RAB or a dedicated E-RAB.

E-RAB ID: the E-RAB ID uniquely identifies an E-RAB for one UE.
NOTE:
The E-RAB ID remains unique for the UE even if the UE-associated logical S1-connection is released during periods of user inactivity.
Data Radio Bearer: the Data Radio bearer transports the packets of an E-RAB between a UE and an eNB. There is an one-to-one mapping between the E-RAB and the Data Radio Bearer.

UE-associated signalling: When S1-AP messages associated to one UE uses the UE-associated logical S1-connection for association of the message to the UE in eNB and EPC.

UE-associated logical S1-connection: The UE-associated logical S1-connection uses the identities MME UE S1AP ID and eNB UE S1AP ID according to definition in [23.401]. For a received UE associated S1-AP message the MME identifies the associated UE based on the MME UE S1AP ID IE and the eNB identifies the associated UE based on the eNB UE S1AP ID IE. The UE-associated logical S1-connection may exist before the S1 UE context is setup in eNB.
End of modification

Next modification

8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.

In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup List IE may contain:

-
the NAS-PDU IE 

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions 

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the CSG Membership Status IE, if the cell accessed by the UE is a hybrid cell.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE.

store the received Handover restriction List in the UE context. 


store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC operation possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context

-
store the received Security Key in the UE context and take it into use as defined in [15]

For the Intial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when one of the setup E-RABs has some particular ARP values [11].

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with INITIAL CONTEXT SETUP RESPONSE and then act as defined in [17].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Key IE.
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
End of modification

Next modification

8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to modify the established UE Context partly (e.g. with the Security Key or Subscriber Profile ID for RAT/Frequency priority). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.

The UE CONTEXT MODIFICATION REQUEST message may contain

-
the Security Key IE 
-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the UE Aggregate Maximum Bit Rate IE

-
the CS Fallback Indicator IE

-
the UE Security Capabilities IE.
-
the CSG Membership Status IE
Upon receipt of the UE CONTEXT MODIFICATION REQUEST the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in [15]

-
store the UE Security Capabilities IE and take them into use together with the received keys according to [15] if EIA0 algorithm is in use 

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in [14].
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 

If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall reply with UE CONTEXT MODIFICATION RESPONSE and then act as defined in [17].

The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME, the successful update of the UE context:

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

End of modification

Next modification

8.6.2.1
Initial UE Message
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Figure 8.6.2.1-1: Initial UE Message procedure

When the eNB has received from the radio interface the first UL NAS message transmitted on an RRC connection to be forwarded to an MME, the eNB shall invoke the NAS Transport procedure and send the INITIAL UE MESSAGE to the MME including the NAS message as a NAS-PDU IE. The eNB shall allocate a unique eNB UE S1AP ID to be used for the UE and the eNB shall include this identity in the INITIAL UE MESSAGE message. In case of network sharing, the selected PLMN is indicated by the PLMN ID part of the TAI IE included in the INITIAL UE MESSAGE message. When the eNB has received from the radio interface the S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message. If the eNB does not support NNSF and the eNB has received from the radio interface the GUMMEI IE, the eNB may include it in the INITIAL UE MESSAGE message.
If the establishment of the UE-associated logical S1-connection towards the CN is performed due to an RRC connection establishment originating from a CSG cell, the CSG Id IE shall be included in the INITIAL UE MESSAGE message. 

If the establishment of the UE-associated logical S1-connection towards the CN is performed due to an RRC connection establishment originating from a Hybrid cell, the CSG Id IE and the Cell Access Mode IE shall be included in the INITIAL UE MESSAGE message.  

NOTE:
the first UL NAS message is always received in the RRC CONNECTION SETUP COMPLETE message.

End of modification

Next modification

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request a setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	M
	
	
	
	YES
	reject

	> E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	 Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	
	-
	

	>> NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see [15]
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.x1
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


End of modification

Next modification

9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	Reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	Reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	Reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see [15]
	YES
	Reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	Ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	Ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	Reject

	UE Security Capabilities
	O
	
	9.2.1.40
	
	YES
	Reject

	CSG Membership Status
	O
	
	9.2.1.x1
	
	YES
	Ignore


End of modification

Next modification

9.1.7.1
INITIAL UE MESSAGE

This message is sent by the eNB to transfer the initial layer 3 message to the MME over the S1 interface.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject

	TAI
	M
	
	9.2.3.16
	Indicating the Tracking Area from which the UE has sent the NAS message.
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	Indicating the E-UTRAN CGI from which the UE has sent the NAS message.
	YES
	ignore

	S-TMSI
	O
	
	9.2.3.6
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	RRC Establishment cause
	M
	
	9.2.1.3a
	
	YES
	Ignore

	GUMMEI
	O
	
	9.2.3.9
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.x2
	
	YES
	reject


End of modification

Next modification

9.2.1.72
Concurrent Warning Message Indicator
The Concurrent Warning Message Indicator IE indicates to eNB that the received warning message is a new message to be scheduled for concurrent broadcast with any of the other ongoing broadcast of warning messages.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Concurrent Warning Message Indicator
	M
	
	ENUMERATED(true)
	


9.2.1.x1
CSG Membership Status
This element indicates the membership status of the UE to a particular CSG.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CSG Membership Status
	M
	
	ENUMERATED (member, not-member) 
	


9.2.1.x2
Cell Access Mode

This element indicates the access mode of the cell accessed by the UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cell Access Mode
	M
	
	ENUMERATED (hybrid, …) 
	


End of modification
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9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,


Cause,

CellAccessMode,

Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


EUTRANRoundTripDelayEstimationInfo,

CNDomain,


ConcurrentWarningMessageIndicator,


CriticalityDiagnostics,


CSFallbackIndicator,


CSG-Id,


CSG-IdList,

CSGMembershipStatus,

Direct-Forwarding-Path-Availability,


Global-ENB-ID,


EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,


MMEname,


MME-UE-S1AP-ID,

MSClassmark2,


MSClassmark3,


NAS-PDU,


NASSecurityParametersfromE-UTRAN,


NASSecurityParameterstoE-UTRAN,

OverloadResponse,


PagingDRX,


PLMNidentity,


RIMTransfer,


RelativeMMECapacity,


RequestType,


E-RAB-ID,


E-RABLevelQoSParameters,


E-RABList,


SecurityKey,


SecurityContext,


ServedGUMMEIs,


SONConfigurationTransfer,


Source-ToTarget-TransparentContainer,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNB-ToTargeteNB-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SubscriberProfileIDforRFP,


SRVCCOperationPossible,

SRVCCHOIndication,


SupportedTAs,


TAI,


Target-ToSource-TransparentContainer,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNB-ToSourceeNB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


E-UTRAN-Trace-ID,


TransportLayerAddress,


UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


UESecurityCapabilities,


S-TMSI,


MessageIdentifier,


SerialNumber,


WarningAreaList,


RepetitionPeriod,


NumberofBroadcastRequest,


WarningType,


WarningSecurityInfo,


DataCodingScheme,


WarningMessageContents,


BroadcastCompletedAreaList,

RRC-Establishment-Cause,


BroadcastCancelledAreaList
FROM S1AP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-SingleContainer{},


S1AP-PRIVATE-IES,


S1AP-PROTOCOL-EXTENSION,


S1AP-PROTOCOL-IES,


S1AP-PROTOCOL-IES-PAIR

FROM S1AP-Containers


id-uEaggregateMaximumBitrate,


id-Cause,


id-CellAccessMode,

id-cdma2000HORequiredIndication,


id-cdma2000HOStatus,


id-cdma2000OneXSRVCCInfo,


id-cdma2000OneXRAND,


id-cdma2000PDU,


id-cdma2000RATType,


id-cdma2000SectorID,


id-EUTRANRoundTripDelayEstimationInfo,

id-CNDomain,


id-ConcurrentWarningMessageIndicator,


id-CriticalityDiagnostics,


id-CSFallbackIndicator,


id-CSG-Id,


id-CSG-IdList,

id-CSGMembershipStatus,


id-DefaultPagingDRX,


id-Direct-Forwarding-Path-Availability,


id-Global-ENB-ID,


id-EUTRAN-CGI,


id-eNBname,


id-eNB-StatusTransfer-TransparentContainer,


id-eNB-UE-S1AP-ID, 


id-GERANtoLTEHOInformationRes,


id-GUMMEI-ID,

id-HandoverRestrictionList,


id-HandoverType,


id-InitialContextSetup,


id-Inter-SystemInformationTransferTypeEDT,


id-Inter-SystemInformationTransferTypeMDT,

id-NAS-DownlinkCount,


id-MMEname,


id-MME-UE-S1AP-ID,


id-MSClassmark2,


id-MSClassmark3,


id-NAS-PDU,


id-NASSecurityParametersfromE-UTRAN,


id-NASSecurityParameterstoE-UTRAN,


id-OverloadResponse,


id-pagingDRX,


id-RelativeMMECapacity,


id-RequestType,


id-E-RABAdmittedItem,


id-E-RABAdmittedList,


id-E-RABDataForwardingItem,


id-E-RABFailedToModifyList,


id-E-RABFailedToReleaseList,


id-E-RABFailedtoSetupItemHOReqAck,


id-E-RABFailedToSetupListBearerSURes,


id-E-RABFailedToSetupListCtxtSURes,


id-E-RABFailedToSetupListHOReqAck,


id-E-RABFailedToBeReleasedList,


id-E-RABModify,


id-E-RABModifyItemBearerModRes,


id-E-RABModifyListBearerModRes,


id-E-RABRelease,


id-E-RABReleaseItemBearerRelComp,


id-E-RABReleaseItemHOCmd,


id-E-RABReleaseListBearerRelComp,


id-E-RABReleaseIndication,


id-E-RABSetup,


id-E-RABSetupItemBearerSURes,


id-E-RABSetupItemCtxtSURes,

id-E-RABSetupListBearerSURes,

id-E-RABSetupListCtxtSURes,


id-E-RABSubjecttoDataForwardingList,


id-E-RABToBeModifiedItemBearerModReq,


id-E-RABToBeModifiedListBearerModReq,


id-E-RABToBeReleasedList,


id-E-RABReleasedList,


id-E-RABToBeSetupItemBearerSUReq,


id-E-RABToBeSetupItemCtxtSUReq,


id-E-RABToBeSetupItemHOReq,


id-E-RABToBeSetupListBearerSUReq,


id-E-RABToBeSetupListCtxtSUReq,


id-E-RABToBeSetupListHOReq,


id-E-RABToBeSwitchedDLItem,


id-E-RABToBeSwitchedDLList,


id-E-RABToBeSwitchedULList,


id-E-RABToBeSwitchedULItem,


id-E-RABtoReleaseListHOCmd,


id-SecurityKey,


id-SecurityContext,


id-ServedGUMMEIs,


id-SONConfigurationTransferECT,


id-SONConfigurationTransferMCT,


id-Source-ToTarget-TransparentContainer,


id-Source-ToTarget-TransparentContainer-Secondary,


id-SourceMME-UE-S1AP-ID,


id-SRVCCOperationPossible,

id-SRVCCHOIndication,


id-SubscriberProfileIDforRFP,


id-SupportedTAs,


id-S-TMSI,

id-TAI,


id-TAIItem,


id-TAIList,


id-Target-ToSource-TransparentContainer,

id-Target-ToSource-TransparentContainer-Secondary,

id-TargetID,


id-TimeToWait,


id-TraceActivation,


id-E-UTRAN-Trace-ID,


id-UEIdentityIndexValue,


id-UEPagingID,


id-UERadioCapability,

id-UTRANtoLTEHOInformationRes,


id-UE-associatedLogicalS1-ConnectionListResAck,

id-UE-associatedLogicalS1-ConnectionItem,


id-UESecurityCapabilities,


id-UE-S1AP-IDs,

id-ResetType,


id-MessageIdentifier,


id-SerialNumber,


id-WarningAreaList,


id-RepetitionPeriod,


id-NumberofBroadcastRequest,


id-WarningType,


id-WarningSecurityInfo,


id-DataCodingScheme,


id-WarningMessageContents,


id-BroadcastCompletedAreaList,


id-BroadcastCancelledAreaList,


id-RRC-Establishment-Cause,

id-TraceCollectionEntityIPAddress,


maxnoofTAIs,


maxNrOfErrors,


maxNrOfE-RABs,


maxNrOfIndividualS1ConnectionsToReset,


maxnoofEmergencyAreaID,


maxnoofCellID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI
FROM S1AP-Constants;

End of modification

Next modification

-- **************************************************************

--

-- Initial Context Setup Request

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate

PRESENCE mandatory
}|


{ ID id-E-RABToBeSetupListCtxtSUReq


CRITICALITY reject
TYPE E-RABToBeSetupListCtxtSUReq
 
PRESENCE mandatory
}|


{ ID id-UESecurityCapabilities

CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE mandatory
}|


{ ID id-SecurityKey

CRITICALITY reject
TYPE SecurityKey


PRESENCE mandatory
}|


{ ID id-TraceActivation



CRITICALITY ignore
TYPE TraceActivation
 


PRESENCE optional
}|


{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList

PRESENCE optional
}|


{ ID id-UERadioCapability


CRITICALITY ignore
TYPE UERadioCapability



PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP
CRITICALITY ignore
TYPE SubscriberProfileIDforRFP
PRESENCE optional
}|


{ ID id-CSFallbackIndicator


CRITICALITY reject

TYPE CSFallbackIndicator

PRESENCE optional
}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible

PRESENCE optional
}|

{ ID id-CSGMembershipStatus

CRITICALITY
 ignore

TYPE CSGMembershipStatus

PRESENCE optional
},

,


...

}

E-RABToBeSetupListCtxtSUReq ::= SEQUENCE (SIZE(1.. maxNrOfE-RABs)) OF ProtocolIE-SingleContainer { {E-RABToBeSetupItemCtxtSUReqIEs} }

E-RABToBeSetupItemCtxtSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemCtxtSUReq
 CRITICALITY reject 
TYPE E-RABToBeSetupItemCtxtSUReq 
PRESENCE mandatory },


...

}

E-RABToBeSetupItemCtxtSUReq ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


e-RABlevelQoSParameters




E-RABLevelQoSParameters,




transportLayerAddress 


TransportLayerAddress,


gTP-TEID


GTP-TEID,

nAS-PDU



NAS-PDU

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {E-RABToBeSetupItemCtxtSUReqExtIEs} } OPTIONAL,


...

}

E-RABToBeSetupItemCtxtSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

End of modification

Next modification

-- **************************************************************

--

-- UE Context Modification Request

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory
} |



{ ID id-SecurityKey




CRITICALITY reject
TYPE SecurityKey

 


PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP
CRITICALITY ignore
TYPE SubscriberProfileIDforRFP
PRESENCE optional
}|


{ ID id-uEaggregateMaximumBitrate
CRITICALITY ignore
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-CSFallbackIndicator


CRITICALITY reject

TYPE CSFallbackIndicator

PRESENCE optional
}|


{ ID id-UESecurityCapabilities

CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE optional
}|


{ ID id-CSGMembershipStatus


CRITICALITY
 ignore

TYPE CSGMembershipStatus


PRESENCE optional
},

,

...

}

End of modification

Next modification

-- **************************************************************

--

-- INITIAL UE MESSAGE

--

-- **************************************************************

InitialUEMessage ::= SEQUENCE {


protocolIEs                     ProtocolIE-Container       {{InitialUEMessage-IEs}},


...

}

InitialUEMessage-IEs S1AP-PROTOCOL-IES ::= {


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID




PRESENCE mandatory} |


{ ID id-NAS-PDU





CRITICALITY reject
TYPE NAS-PDU





PRESENCE mandatory} |


{ ID id-TAI






CRITICALITY reject
TYPE TAI






PRESENCE mandatory} |


{ ID id-EUTRAN-CGI




CRITICALITY ignore
TYPE EUTRAN-CGI





PRESENCE mandatory} |


{ ID id-RRC-Establishment-Cause

CRITICALITY ignore
TYPE RRC-Establishment-Cause

PRESENCE mandatory} |


{ ID id-S-TMSI





CRITICALITY reject
TYPE S-TMSI






PRESENCE optional} |


{ ID id-CSG-Id





CRITICALITY reject
TYPE CSG-Id






PRESENCE optional} |


{ ID id-GUMMEI-ID




CRITICALITY reject
TYPE GUMMEI






PRESENCE optional} |

{ ID id-CellAccessMode



CRITICALITY reject
TYPE CellAccessMode






PRESENCE optional},


...

}

End of modification

Next modification

-- C

CancelledCellinEAI ::= SEQUENCE (SIZE(1..maxnoofCellinEAI)) OF CancelledCellinEAI-Item

CancelledCellinEAI-Item ::= SEQUENCE {


eCGI




EUTRAN-CGI,


numberOfBroadcasts
NumberOfBroadcasts,


iE-Extensions


ProtocolExtensionContainer { {CancelledCellinEAI-Item-ExtIEs} } OPTIONAL,


...

}

CancelledCellinEAI-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CancelledCellinTAI ::= SEQUENCE (SIZE(1..maxnoofCellinTAI)) OF CancelledCellinTAI-Item

CancelledCellinTAI-Item ::= SEQUENCE{


eCGI



EUTRAN-CGI,


numberOfBroadcasts
NumberOfBroadcasts,


iE-Extensions

ProtocolExtensionContainer { {CancelledCellinTAI-Item-ExtIEs} } OPTIONAL,


...

}

CancelledCellinTAI-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Cause ::= CHOICE {


radioNetwork

CauseRadioNetwork,


transport


CauseTransport,


nas




CauseNas,


protocol


CauseProtocol,


misc



CauseMisc,


...

}

CauseMisc ::= ENUMERATED {


control-processing-overload,


not-enough-user-plane-processing-resources,


hardware-failure,


om-intervention,


unspecified,


unknown-PLMN,
...

}

CauseProtocol ::= ENUMERATED {


transfer-syntax-error,


abstract-syntax-error-reject,


abstract-syntax-error-ignore-and-notify,


message-not-compatible-with-receiver-state,


semantic-error,


abstract-syntax-error-falsely-constructed-message,


unspecified,


...

}

CauseRadioNetwork ::= ENUMERATED {


unspecified,


tx2relocoverall-expiry,


successful-handover,


release-due-to-eutran-generated-reason,


handover-cancelled,



partial-handover,



ho-failure-in-target-EPC-eNB-or-target-system,


ho-target-not-allowed,


tS1relocoverall-expiry,

tS1relocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-mme-ue-s1ap-id,


unknown-enb-ue-s1ap-id,


unknown-pair-ue-s1ap-id,


handover-desirable-for-radio-reason,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


user-inactivity,


radio-connection-with-ue-lost,


load-balancing-tau-required,


cs-fallback-triggered,


ue-not-available-for-ps-service,


radio-resources-not-available,


failure-in-radio-interface-procedure,


invalid-qos-combination,


interrat-redirection,


interaction-with-other-procedure,


unknown-E-RAB-ID,


multiple-E-RAB-ID-instances,

encryption-and-or-integrity-protection-algorithms-not-supported,

s1-intra-system-handover-triggered,


s1-inter-system-handover-triggered,


x2-handover-triggered,


...,


redirection-towards-1xRTT,


not-supported-QCI-value

}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,


unspecified,


...

}

CauseNas ::= ENUMERATED {


normal-release,


authentication-failure,


detach,


unspecified,


...

}

CellAccessMode ::= ENUMERATED {


hybrid, 


...

}
CellIdentity


::= BIT STRING (SIZE (28))

CellID-Broadcast ::= SEQUENCE (SIZE(1..maxnoofCellID)) OF CellID-Broadcast-Item

CellID-Broadcast-Item ::= SEQUENCE {


eCGI



EUTRAN-CGI,


iE-Extensions

ProtocolExtensionContainer { {CellID-Broadcast-Item-ExtIEs} } OPTIONAL,


...

}

CellID-Broadcast-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CellID-Cancelled::= SEQUENCE (SIZE(1..maxnoofCellID)) OF CellID-Cancelled-Item

CellID-Cancelled-Item ::= SEQUENCE {


eCGI



EUTRAN-CGI,


numberOfBroadcasts
NumberOfBroadcasts,


iE-Extensions

ProtocolExtensionContainer { {CellID-Cancelled-Item-ExtIEs} } OPTIONAL,


...

}

CellID-Cancelled-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Cdma2000PDU
::= OCTET STRING

Cdma2000RATType ::= ENUMERATED {


hRPD,


onexRTT,


...

}

Cdma2000SectorID ::= OCTET STRING

Cdma2000HOStatus ::= ENUMERATED {


hOSuccess,


hOFailure,


...

}

Cdma2000HORequiredIndication ::= ENUMERATED {


true,


...

}

Cdma2000OneXSRVCCInfo ::= SEQUENCE {


cdma2000OneXMEID


Cdma2000OneXMEID,


cdma2000OneXMSI



Cdma2000OneXMSI,


cdma2000OneXPilot


Cdma2000OneXPilot,


iE-Extensions



ProtocolExtensionContainer { {Cdma2000OneXSRVCCInfo-ExtIEs} } OPTIONAL,


...

}

Cdma2000OneXSRVCCInfo-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Cdma2000OneXMEID ::= OCTET STRING

Cdma2000OneXMSI ::= OCTET STRING

Cdma2000OneXPilot ::= OCTET STRING

Cdma2000OneXRAND ::= OCTET STRING

Cell-Size ::= ENUMERATED {verysmall, small, medium, large, ...}

CellType ::= SEQUENCE {


cell-Size



Cell-Size,


iE-Extensions


ProtocolExtensionContainer { { CellType-ExtIEs}}
OPTIONAL,


...

}

CellType-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CGI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


cI



CI,


rAC



RAC





OPTIONAL,


iE-Extensions
ProtocolExtensionContainer { {CGI-ExtIEs} } OPTIONAL,


...


}

CGI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CI




::= OCTET STRING (SIZE (2))

CNDomain ::= ENUMERATED {


ps, 


cs 

}

ConcurrentWarningMessageIndicator ::= ENUMERATED {


true

}

CSFallbackIndicator ::= ENUMERATED { 


cs-fallback-required,


...,


cs-fallback-high-priority 

}

CSG-Id

::= BIT STRING (SIZE (27))

CSG-IdList ::= SEQUENCE (SIZE (1..maxNrOfCSGs)) OF CSG-IdList-Item

CSG-IdList-Item ::= SEQUENCE {


cSG-Id


CSG-Id,


iE-Extensions
ProtocolExtensionContainer { {CSG-IdList-Item-ExtIEs} } OPTIONAL,


...

}

CSG-IdList-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
CSGMembershipStatus ::= ENUMERATED { 


member, 


not-member

}
COUNTvalue ::= SEQUENCE {


pDCP-SN


PDCP-SN,


hFN



HFN,


iE-Extensions
ProtocolExtensionContainer { {COUNTvalue-ExtIEs} } OPTIONAL,


...

}

COUNTvalue-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CriticalityDiagnostics ::= SEQUENCE {


procedureCode




ProcedureCode




OPTIONAL,


triggeringMessage



TriggeringMessage



OPTIONAL,


procedureCriticality


Criticality





OPTIONAL,


iEsCriticalityDiagnostics

CriticalityDiagnostics-IE-List 
OPTIONAL,


iE-Extensions




ProtocolExtensionContainer {{CriticalityDiagnostics-ExtIEs}} OPTIONAL,


...

}

CriticalityDiagnostics-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CriticalityDiagnostics-IE-List ::= SEQUENCE (SIZE (1..maxNrOfErrors)) OF CriticalityDiagnostics-IE-Item

CriticalityDiagnostics-IE-Item ::= 
SEQUENCE {


iECriticality


Criticality,


iE-ID




ProtocolIE-ID,


typeOfError 


TypeOfError,


iE-Extensions


ProtocolExtensionContainer {{CriticalityDiagnostics-IE-Item-ExtIEs}} OPTIONAL,


...

}

CriticalityDiagnostics-IE-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Next modification

-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-MME-UE-S1AP-ID






ProtocolIE-ID ::= 0

id-HandoverType







ProtocolIE-ID ::= 1

id-Cause








ProtocolIE-ID ::= 2

id-SourceID








ProtocolIE-ID ::= 3

id-TargetID








ProtocolIE-ID ::= 4

id-eNB-UE-S1AP-ID






ProtocolIE-ID ::= 8

id-E-RABSubjecttoDataForwardingList


ProtocolIE-ID ::= 12

id-E-RABtoReleaseListHOCmd




ProtocolIE-ID ::= 13

id-E-RABDataForwardingItem




ProtocolIE-ID ::= 14

id-E-RABReleaseItemBearerRelComp


ProtocolIE-ID ::= 15

id-E-RABToBeSetupListBearerSUReq


ProtocolIE-ID ::= 16

id-E-RABToBeSetupItemBearerSUReq


ProtocolIE-ID ::= 17

id-E-RABAdmittedList





ProtocolIE-ID ::= 18

id-E-RABFailedToSetupListHOReqAck


ProtocolIE-ID ::= 19

id-E-RABAdmittedItem





ProtocolIE-ID ::= 20

id-E-RABFailedtoSetupItemHOReqAck


ProtocolIE-ID ::= 21

id-E-RABToBeSwitchedDLList




ProtocolIE-ID ::= 22

id-E-RABToBeSwitchedDLItem




ProtocolIE-ID ::= 23

id-E-RABToBeSetupListCtxtSUReq



ProtocolIE-ID ::= 24

id-TraceActivation






ProtocolIE-ID ::= 25

id-NAS-PDU








ProtocolIE-ID ::= 26

id-E-RABToBeSetupItemHOReq




ProtocolIE-ID ::= 27

id-E-RABSetupListBearerSURes



ProtocolIE-ID ::= 28

id-E-RABFailedToSetupListBearerSURes

ProtocolIE-ID ::= 29

id-E-RABToBeModifiedListBearerModReq

ProtocolIE-ID ::= 30
id-E-RABModifyListBearerModRes



ProtocolIE-ID ::= 31
id-E-RABFailedToModifyList




ProtocolIE-ID ::= 32
id-E-RABToBeReleasedList




ProtocolIE-ID ::= 33
id-E-RABFailedToReleaseList




ProtocolIE-ID ::= 34

id-E-RABItem







ProtocolIE-ID ::= 35

id-E-RABToBeModifiedItemBearerModReq

ProtocolIE-ID ::= 36

id-E-RABModifyItemBearerModRes



ProtocolIE-ID ::= 37

id-E-RABReleaseItem






ProtocolIE-ID ::= 38

id-E-RABSetupItemBearerSURes



ProtocolIE-ID ::= 39

id-SecurityContext






ProtocolIE-ID ::= 40

id-HandoverRestrictionList





ProtocolIE-ID ::= 41

id-UEPagingID 








ProtocolIE-ID ::= 43

id-pagingDRX 








ProtocolIE-ID ::= 44

id-TAIList









ProtocolIE-ID ::= 46

id-TAIItem









ProtocolIE-ID ::= 47

id-E-RABFailedToSetupListCtxtSURes


ProtocolIE-ID ::= 48

id-E-RABReleaseItemHOCmd




ProtocolIE-ID ::= 49

id-E-RABSetupItemCtxtSURes




ProtocolIE-ID ::= 50

id-E-RABSetupListCtxtSURes




ProtocolIE-ID ::= 51

id-E-RABToBeSetupItemCtxtSUReq



ProtocolIE-ID ::= 52

id-E-RABToBeSetupListHOReq




ProtocolIE-ID ::= 53

id-GERANtoLTEHOInformationRes




ProtocolIE-ID ::= 55

id-UTRANtoLTEHOInformationRes




ProtocolIE-ID ::= 57

id-CriticalityDiagnostics 





ProtocolIE-ID ::= 58

id-Global-ENB-ID







ProtocolIE-ID ::= 59

id-eNBname









ProtocolIE-ID ::= 60

id-MMEname









ProtocolIE-ID ::= 61

id-ServedPLMNs








ProtocolIE-ID ::= 63
id-SupportedTAs








ProtocolIE-ID ::= 64

id-TimeToWait








ProtocolIE-ID ::= 65

id-uEaggregateMaximumBitrate




ProtocolIE-ID ::= 66

id-TAI










ProtocolIE-ID ::= 67

id-E-RABReleaseListBearerRelComp



ProtocolIE-ID ::= 69

id-cdma2000PDU








ProtocolIE-ID ::= 70

id-cdma2000RATType







ProtocolIE-ID ::= 71

id-cdma2000SectorID







ProtocolIE-ID ::= 72

id-SecurityKey








ProtocolIE-ID ::= 73

id-UERadioCapability






ProtocolIE-ID ::= 74

id-GUMMEI-ID








ProtocolIE-ID ::= 75

id-E-RABInformationListItem





ProtocolIE-ID ::= 78

id-Direct-Forwarding-Path-Availability


ProtocolIE-ID ::= 79

id-UEIdentityIndexValue






ProtocolIE-ID ::= 80
id-cdma2000HOStatus







ProtocolIE-ID ::= 83

id-cdma2000HORequiredIndication




ProtocolIE-ID ::= 84

id-E-UTRAN-Trace-ID







ProtocolIE-ID ::= 86

id-RelativeMMECapacity






ProtocolIE-ID ::= 87

id-SourceMME-UE-S1AP-ID






ProtocolIE-ID ::= 88

id-Bearers-SubjectToStatusTransfer-Item


ProtocolIE-ID ::= 89

id-eNB-StatusTransfer-TransparentContainer

ProtocolIE-ID ::= 90

id-UE-associatedLogicalS1-ConnectionItem

ProtocolIE-ID ::= 91

id-ResetType








ProtocolIE-ID ::= 92

id-UE-associatedLogicalS1-ConnectionListResAck
ProtocolIE-ID ::= 93

id-E-RABToBeSwitchedULItem





ProtocolIE-ID ::= 94

id-E-RABToBeSwitchedULList





ProtocolIE-ID ::= 95

id-S-TMSI









ProtocolIE-ID ::= 96

id-cdma2000OneXRAND







ProtocolIE-ID ::= 97

id-RequestType








ProtocolIE-ID ::= 98

id-UE-S1AP-IDs








ProtocolIE-ID ::= 99

id-EUTRAN-CGI








ProtocolIE-ID ::= 100

id-OverloadResponse







ProtocolIE-ID ::= 101

id-cdma2000OneXSRVCCInfo





ProtocolIE-ID ::= 102

id-E-RABFailedToBeReleasedList




ProtocolIE-ID ::= 103

id-Source-ToTarget-TransparentContainer


ProtocolIE-ID ::= 104

id-ServedGUMMEIs







ProtocolIE-ID ::= 105
id-SubscriberProfileIDforRFP




ProtocolIE-ID ::= 106
id-UESecurityCapabilities





ProtocolIE-ID ::= 107
id-CSFallbackIndicator






ProtocolIE-ID ::= 108

id-CNDomain









ProtocolIE-ID ::= 109

id-E-RABReleasedList






ProtocolIE-ID ::= 110

id-MessageIdentifier






ProtocolIE-ID ::= 111

id-SerialNumber








ProtocolIE-ID ::= 112

id-WarningAreaList







ProtocolIE-ID ::= 113

id-RepetitionPeriod







ProtocolIE-ID ::= 114

id-NumberofBroadcastRequest





ProtocolIE-ID ::= 115

id-WarningType








ProtocolIE-ID ::= 116

id-WarningSecurityInfo






ProtocolIE-ID ::= 117

id-DataCodingScheme







ProtocolIE-ID ::= 118

id-WarningMessageContents





ProtocolIE-ID ::= 119

id-BroadcastCompletedAreaList




ProtocolIE-ID ::= 120

id-Inter-SystemInformationTransferTypeEDT

ProtocolIE-ID ::= 121

id-Inter-SystemInformationTransferTypeMDT

ProtocolIE-ID ::= 122
id-Target-ToSource-TransparentContainer


ProtocolIE-ID ::= 123
id-SRVCCOperationPossible





ProtocolIE-ID ::= 124
id-SRVCCHOIndication






ProtocolIE-ID ::= 125

id-NAS-DownlinkCount






ProtocolIE-ID ::= 126
id-CSG-Id









ProtocolIE-ID ::= 127
id-CSG-IdList








ProtocolIE-ID ::= 128
id-SONConfigurationTransferECT




ProtocolIE-ID ::= 129
id-SONConfigurationTransferMCT




ProtocolIE-ID ::= 130
id-TraceCollectionEntityIPAddress



ProtocolIE-ID ::= 131

id-MSClassmark2








ProtocolIE-ID ::= 132

id-MSClassmark3








ProtocolIE-ID ::= 133

id-RRC-Establishment-Cause





ProtocolIE-ID ::= 134
id-NASSecurityParametersfromE-UTRAN



ProtocolIE-ID ::= 135

id-NASSecurityParameterstoE-UTRAN



ProtocolIE-ID ::= 136

id-DefaultPagingDRX







ProtocolIE-ID ::= 137
id-Source-ToTarget-TransparentContainer-Secondary
ProtocolIE-ID ::= 138

id-Target-ToSource-TransparentContainer-Secondary
ProtocolIE-ID ::= 139

id-EUTRANRoundTripDelayEstimationInfo


ProtocolIE-ID ::= 140
id-BroadcastCancelledAreaList




ProtocolIE-ID ::= 141

id-ConcurrentWarningMessageIndicator


ProtocolIE-ID ::= 142
id-CellAccessMode







ProtocolIE-ID ::= xxx
id-CSGMembershipStatus 






ProtocolIE-ID ::= yyy 
END

End of modification
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