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1. 
Introduction

Based on the RAN plenary prioritization in [1], this contribution extends the analysis in [5] defining CSG membership check for handover to a CSG cells to support the following cases:

-
Intra-RAT inbound mobility to a HeNB (hybrid cell)

-
Intra-RAT inbound mobility to a HNB (CSG cell or hybrid cell)

-
Inter-RAT inbound mobility to a HNB (CSG cell or hybrid cell) from LTE

 The CSG membership check for handover occurs in two steps which we consider separately:

-
Initial CSG membership check at the UE

-
Final CSG membership check in the network

1.1
Initial CSG membership check at the UE

During handover, the following steps are agreed for the initial membership check at the UE if the target cell is a CSG cell:

1.
The UE reads the CSG ID, access mode and CGI of the target cell.

2.
The UE compares the CSG ID of the target cell to the CSG IDs in the Allowed CSG list to determine if the UE is a member of the CSG advertised by the target cell.

3.
The UE reports the CGI in the measurement report and an indication of whether the UE is a member of the CSG associated with the target cell. 

4.
If the UE indicates it is member of the target cell, then the source eNB/RNC initiates the handover.
NOTE:
The same initial membership check can apply to a target cell that is a hybrid cell in order to inform the target cell whether the UE is a member of the CSG for QoS support [2][3]. 
1.2
Final CSG membership check in the network

The following are the existing agreements from SA2 and RAN3:

-
For the inbound handover to a HeNB (CSG cell), the MME shall perform final membership check [7]. 

-
In the case of MME relocation, the source MME is performing the membership check [6].
The MME performing the final membership check naturally re-uses the CSG access control function present in Rel-8 in the Core Network for CSG aware UEs. The same principle can be applied to the UMTS case, in which case the SGSN/MSC performs the CSG access control function for CSG aware UEs.

NOTE:
A UE has to be CSG aware to perform the initial CSG membership check defined in clause 1.1 above.

In addition, the reason that the source MME is performing the membership check is that the target MME does not have the CSG subscription information for the UE at the time of handover preparation as currently defined in TS 23.401.

NOTE:
The source MME does not include the CSG subscription information along with the handover request to the target MME so the target MME will only receive this information from the HSS when the UE connects at the target cell.

The same restriction applies to UMTS, in that in the case of SGSN/MSC relocation the target SGSN/MSC does not have the CSG subscription information for the UE at the time of handover preparation. See TS 23.060 for details. Therefore in the case of SGSN/MSC relocation, the source SGSN/MSC performs the membership check. 
We therefore propose the following principles for the final CSG membership check of Rel-9 UE during handover to the H(e)NB:
Principle 1: The Core Network (MME/SGSN/MSC) shall perform the final membership check for inbound handover to a H(e)NB (CSG cell and a hybrid cell).

Principle 2: In the case of MME/SGSN/MSC relocation, the source MME/SGSN/MSC is performing the final membership check.

Adopting these principles extends the agreements in Rel-8 and ensures a common framework for intra-RAT and inter-RAT in bound mobility toa target cell that is a CSG cell or a hybrid cell.

2. 
How to perform the final CSG membership check in the network for handover

The CN, i.e., the MME/SGSN/MSC needs to know the CSG ID and access mode associated with the CGI of the target cell in order to perform the final CSG membership check. The CN may not have knowledge of the CSG ID and access mode associated with the target RAN node, so this information needs to be provided either by the UE, or the target RAN node during the handover procedure. 
NOTE:
The source RAN node may also be used to inform the CN of the CSG ID and access mode but this option will not be further discussed here. 

Figure 1 shows the call flow for inbound mobility using the messages currently defined in RANAP/S1-AP. The sections below discuss the impact of the call flow depending on whether the CSG ID information is provided by the UE or the target RAN node. In each case the call flow does not change, what changes is the set of information elements sent in each message and when the decision point occurs for the access control.

NOTE:
Changes among procedures are highlighted in Red. 
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Figure 1 Access control options in the Core Network for in-bound mobility

2.1
UE informs the CN of the CSG ID and access mode of the target

When the UE informs the CN of the CSG ID and access mode of the target, then the access control works as follows:

NOTE:
It is also possible that the source RAN node determines the access mode of the target cell based on the reported PSC/PCI in the measurement report, using information about PSC/PCI ranges assigned to closed access mode RAN nodes [4].
1.
The UE reports the CGI, CSG ID and access mode in the measurement report and an indication of whether the UE is a member of the CSG associated with the target cell. 
2.
For a target cell that is a CSG cell, if the UE indicates it is member of the CSG, then the source RAN initiates the handover and sends a Relocation/Handover Required message to the CN including the reported CSG ID and access mode. 

For a target cell that is a hybrid cell, the source RAN initiates the handover and sends a Relocation/Handover Required message to the CN including the reported CSG ID and access mode. 
3.
The CN performs the access control based on the reported CSG ID and access mode. For a target cell that is a hybrid cell, the CN determines if the UE is a member of the CSG based on the reported CSG ID and access mode. 

NOTE:
If the UE fails the access control at the CN, the CN responds to the source RAN with a Relocation/Handover Preparation Failure message with the appropriate error code (e.g., Not authorized for this CSG).

Since the UE may not be trusted to report the correct CSG ID and access mode, when the CN sends the Relocation/Handover Request message to the target RAN, the CN includes the reported CSG ID and access mode. 

For a target cell that is a hybrid cell, the CN also includes an indication of whether the UE is a member or non-member of the CSG.
4.
The target RAN confirms the CSG ID and access mode and returns the Relocation/Handover Request Acknowledge message. 

5.
The CN sends the source RAN the Handover Command message. 

NOTE:
If the UE reported an incorrect CSG ID or access mode, the target RAN responds with a Relocation/Handover Failure message with the appropriate error code (e.g., Reported CSG information incorrect), and the CN responds to the source RAN with a Relocation/Handover Preparation Failure message with the appropriate error code (e.g., Reported CSG information incorrect).
2.2
Target RAN informs the CN of the CSG ID and access mode of the target

When the target RAN informs the CN of the CSG ID and access mode of the target, then the access control works as follows:

1.
The UE reports the CGI in the measurement report and an indication of whether the UE is a member of the CSG associated with the target cell. 

2.
For a target cell that is a CSG cell, if the UE indicates it is member of the CSG, then the source RAN initiates the handover and sends a Relocation/Handover Required message to the CN.

For a target cell that is a hybrid cell, the source RAN initiates the handover and sends a Relocation/Handover Required message to the CN including an indication whether the UE is a member or non-member of the CSG.

NOTE:
The source RAN can distinguish between a hybrid and CSG target cell based on the reported PSC/PCI value or alternatively it may receive the access mode explicitly from the UE.
3.
The CN sends the Relocation/Handover Request message to the target RAN, including an indication of whether the UE is a member or non-member of the CSG for a target cell that is a hybrid cell.
4.
The target RAN returns a Relocation/Handover Request Acknowledge message to the CN including the CSG ID and access mode of the target.

5.
For a target cell that is a CSG cell, the CN performs the access control based on the CSG ID and access mode.


For a target cell that is a hybrid cell, the CN confirms whether the UE reported its membership of the CSG correctly based on the CSG ID and access mode.


The CN sends the source RAN the Handover Command message.

NOTE:
For a target cell that is a CSG cell, if the UE incorrectly reported it was a member of the CSG, then the CN responds with a Relocation/Handover Preparation Failure message to the source RAN with the appropriate error code (e.g., Not authorized for this CSG); as well as a UE Context Release Command with the appropriate error code (e.g., Not authorized for this CSG) to the target RAN since the UE may still access the target RAN, for example due to RLF.

NOTE:
For a target cell that is a hybrid cell, if the UE incorrectly reported it was a member or not a member of the CSG, then the CN needs to correct the membership status at the target RAN node so the UE is served correctly.
3.
Analysis
3.1
Comparison

A comparison of the above solutions for access control is shown in the following table:

	Case
	Analysis 

	UE informs CN of CSG ID and access mode
	Advantages:

In the case of a UE reporting the incorrect membership information due to the Allowed CSG list being unsynchronized with the network, 

· Fewer messages are sent since the CN does not need to query the target, especially in the case of MME/SGSN/MSC relocation needed to perform the handover.No resources are allocated and need to be de-allocated at the target
Disadvantages:

Extra overhead needed in measurement report message

	Target RAN informs CN of CSG ID and access mode 
	Advantages:
CSG ID and access mode of the target RAN for handover does not need to be included in the measurement report sent by the UE
Disadvantages:

Most messages sent in the case the UE incorrectly reports it is a member, since the CN needs to query the target especially in the case of MME/SGSN/MSC relocation needed to perform the handover.

Need to allocate and de-allocate resources at the target in the case the UE incorrectly reports it is a member.
If the UE incorrectly reports its CSG membership at a hybrid target cell, the CN needs to update the hybrid target cell with the correct information in order to serve the UE correctly.




3.1
How the choice of target or UE informing the CN of the CSG ID relates to existing CSG design principles
It is clear from the above table that the primary benefit of the UE informing the CN of the CSG ID is the case where the CSG subscription information on the UE is out of sync with the CSG subscription information in the network. While this benefit is difficult to quantify, the following text in TS 23.008 clause 2.4.22 should be noted:


“When a CSG-Id expires, or the expiration date is changed (added or modified) to an expired date, the CSG-Id should be removed from the UE (e.g. by OMA DM or OTA update). After successful removal of the CSG-Id from the UE, the HLR/HSS should delete the CSG-Id and, if applicable, update the VLR or SGSN or MME. The two operations may not be correlated in the sense that they may be performed independently by different systems. The temporal relationship between the two operations is out scope of this specification and therefore depends on the operator policy.

If the subscription is terminated by other means than expiry, then CSG-Ids that are not expired should not be removed at the HLR/HSS; rather the expiration date may be modified to an expired date.


CSG-Ids that are expired should not be removed from the HLR/HSS before being removed from the UE.

NOTE:
In the VLR or SGSN or MME an expired CSG-Id subscription indicates that the UE is not allowed service in the CSG. However, since the CSG-Id removal from the UE is pending, the UE may still camp on that CSG and therefore the UE may still be paged in the CSG.”  
The above text, particularly the text highlighted in red, and the additional fact that the paging optimization now includes a mechanism specifically designed to page a UE whose CSG subscription information is out of sync, seem to highlight the importance on not relying on the correct CSG subscription information being available at the UE.

Additionally, for manual CSG selection, the UE is required to display CSG cells both present and not present in the Allowed CSG list as defined in TS 22.220. Also, the NAS procedures defined in TS 24.008 and 24.301 both include a reject code #25 used to cause the UE to update the Allowed CSG list at a CSG cell where the UE has registered but is not allowed due to incorrect CSG subscription information at the UE.

Summary: The design principle used by other 3GPP WGs for CSG support has been to NOT rely on the CSG subscription information on the UE to be in sync with the network. For example, manual CSG selection, UE registration and paging optimization are all designed to handle a UE with out-of-date CSG information.

3.2
How the choice of target or UE informing the CN of the CSG ID relates to legacy eNB support for in-bound mobility

Another issue to consider is that the target RAN informing the CN of the CSG ID and access mode is compatible with a deployment of Rel-8 eNBs but as the following scenario demonstrates this is clearly a false premise and just the opposite is true:

-
Consider a Rel-8 eNB performing handover to a CSG cell (or even a hybrid cell)

-
The first CSG cell A in the Rel-8 eNB’s coverage will be reported by a UE and eventually be identified using ANR procedures defined in Rel-8 and the eNB will map the PCI to the CGI of CSG cell A.

-
All subsequent UEs reporting this PCI will then be handed over to CSG cell A without any further consideration.
-
This is inefficient as the eNB is not relying on the UE performing the initial access check to filter the HO attempts but it works correctly until a second CSG cell B appears in the Rel-8 eNB’s coverage advertising the same PCI. From this point, not only will all handovers be directed to CSG cell A, but a Rel-8 eNB assumes that there is no PCI confusion for handover and so it is not clear that the eNB is even able to determine that the problem exists. Even the large number of failed handovers may not be due to PCI confusion but due to the fact that the UE was not allowed to access CSG cell A in the first place.
From the above scenario it is clear that neither choice allows for a legacy Rel-8 eNB to support in-bound mobility in a robust manner.

Summary: A Rel-8 eNB will not be able to support in-bound mobility to a CSG or hybrid cell in the presence of PCI confusion.

4.
Proposal
The following are the existing agreements from SA2 and RAN3:

-
For the inbound handover to a HeNB (CSG cell), the MME shall perform final membership check [7]. 

-
In the case of MME relocation, the source MME is performing the membership check [6].
Based on the RAN plenary prioritization in [1], we propose to extend the existing agreements to support:

-
Intra-RAT inbound mobility to a HeNB (hybrid cell)

-
Intra-RAT inbound mobility to a HNB (CSG cell or hybrid cell)

-
Inter-RAT inbound mobility to a HNB (CSG cell or hybrid cell) from LTE

We therefore propose the following principles for the final membership check of Rel-9 UE during handover to the H(e)NB:
Principle 1: The Core Network (MME/SGSN/MSC) shall perform the final membership check for inbound handover to a H(e)NB (CSG cell and a hybrid cell).
Principle 2: In the case of MME/SGSN/MSC relocation, the source MME/SGSN/MSC is performing the final membership check.
In addition, based on the above analysis we propose the following:
Principle 3: The UE shall inform the source RAN of the CSG ID and access mode of the target cell; and the information is confirmed by the target cell.
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