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1
Introduction
At RAN3#65, it was agreed to perform secondary access control for inbound mobility in the MME after the first one performed in the UE. Two solutions for this second access control were discussed.

· one utilizing the CSG-ID reported by the UE, the MME then performs access control on the way forward using that CSG-ID, and finally the target HeNB checks the validity of the CSG-ID before reserving target resources, 
· the second utilizing the CSG-ID reported by the target HeNB: the target HeNB first reserves resources, then provides the MME its CSG-ID so that the MME can perform the secondary access control on the way back.
Both solutions have drawbacks. So this paper proposes a third solution.

2
Limitations of the current two solutions 
The two solutions examined at the last RAN3 meeting differ with respect to which source provides the CSG-ID as explained in the introduction section. The first solution relies on the UE providing the CSG-ID whereas the second solution relies on the target HeNB providing the CSG-ID. Which solution to be used should actually depend on the availability of the CSG Id at the source side which in turn also depends on how the source eNB got the E-CGI.

The key point in performing successful inbound mobility is being able to discriminate the identity of the target cell, the E-CGI, in order to be able to route the handover to the correct target cell. 

There are two fundamental ways for the source eNB to discriminate the E-CGI:
1/ If the E-CGI of the target cell is reported by the UE, reporting of the CSG-ID is assumed to not introduce additional complexity. It will be provided in the same measurement report. Therefore the CSG-ID is always available and provided by the UE in that case, case 1.
2/ However, even with such a reading/reporting mechanism designed by RAN2, it may not always be used e.g. with pre-Rel9 UEs. Also, even for Rel-9 UEs, there will be impacts on mobiles that use it. This small degradation of service means that regardless of RAN2 specifications, there will be scenarios in which the E-CGI should be/could be preferably derived differently and cannot be assumed to be provided by the UE.
For example, PCI confusion could be solved by other means. Depending on the number of PCIs reserved for the HeNBs under a macro eNB, and depending on the radio environment reported by the mobile, the source macro eNB may be perfectly able to resolve the E-CGI discrimination by its own means, without the E-CGI being reported from the UE.  
For those scenarios, the UE is not going to be asked to read and report the missing CSG-ID by the RAN2 mechanism: 
· Either a CSG-ID / E-CGI mapping table will be configured in the source eNB and therefore the CSG-ID will be provided by the source eNB itself. case2a
· Or no CSG-ID will be available. case 2b.

In summary in most cases ( except case 2b) the CSG-ID is available at the source macro eNB, and therefore performing access control on the way forward outperforms doing access control on the way back because it avoids unnecessary reservation of resources at the target HeNB if the access control fails.
Even if in case 1 the probability of failure is low, it is not low in case 2a, because no preliminary access control has been done in the UE.    

Proposal 1: the solution where access control is performed on the way forward must prevail when CSG-ID is available in the source eNB. (solution 1)
However, solution 1 doesn’t solve case 2b.

For all those scenarios where the E-CGI is available at the source eNB but not the CSG-ID, solution 1 above doesn’t apply, and therefore only the target HeNB can provide the CSG-ID. However solution 2 proposed at RAN3#65 doesn’t apply either because in case 2b, no access control could take place in the UE and the probability of the UE subsequently failing access control in the network is too high to afford reserving resources at target HeNB.
Hence for case 2b a solution 3 is needed. Solution 3 is simply that when the target HeNB receives the Handover Request from the MME it uses an optional access control query procedure to the MME which includes its CSG-ID. 
One advantage of this new access control query procedure is that it could be reused later for the inter-HeNB inter-CSG direct handover if agreed in release 10. 
Proposal 2: When the CSG-ID is not available at the source eNB (case 2b), the HeNB may use a new access control query procedure towards the MME before allocating resources.
Since the target HeNB doesn’t really know (or need to know) what the source is in this overall solution, the default assumption can be that this solution applies to all handovers to an HeNB (i.e. could be used as well for HeNB-HeNB handover in release 9).

Proposal 3: the present inbound mobility solution can potentially apply to all types of handovers toward an HeNB.

3
Description of the overall solution proposed for Rel-9
The overall solution proposed in this paper for release 9 is hence a hybrid solution of both solution 1 and 3 that allows operators to cope with any of the scenarios described above in the section 2.
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1) Source EUTRAN includes the target E-CGI and may include the CSG ID and Access Mode if they are available (either from UE measurement report or from configuration) in the Handover Required message sent to the MME. 

A1) The MME performs the CSG access control based on the CSG ID and Access Mode if received in the Handover Required message, and the stored CSG subscription data for the UE. If the Access Mode indicates an hybrid cell, the MME calculates the Membership Status of the UE. If access is refused, the MME ends the handover procedure by replying with the Handover Preparation Failure message. If no CSG-ID was received, step A1 is not performed.

2) The MME sends the Handover Request message to the target HeNB via the HeNB GW if present, including the CSG ID and Access Mode if they were received. It also includes the CSG Membership Status if calculated in step A1.

A2) If the CSG-ID and Access Mode are provided to the target HeNB, it verifies that it matches its own ID and Mode and if they are correct it allocates resources and goes to step 5. Special handling may also be applied if the Membership Status indicates that the UE is a member. If the CSG ID is not received, the target HeNB triggers the optional access control query procedure in steps 3, A3, 4. 
3, A3, 4) The target HeNB Queries the MME about the access control including the CSG-ID and the Access Mode. The MME performs the CSG access control. If the access control is successful, the target HeNB allocates resources, may apply special handling if a Membership Status is received indicating that the UE is a member and then goes to step 5, otherwise it ends the handover procedure and sends an Handover Failure message. 

5) The target HeNB sends the Handover Request Acknowledge message to the MME via the HeNB GW if present.

6) The MME sends the Handover Command message to the UE.
NOTE: check A2/ could be performed in the HeNB GW if present.

3
Conclusion
This paper analyses the remaining open issue of secondary access control for LTE inbound handover and provides an overall solution for release 9 that covers all deployment scenarios based on the following two proposals.

Proposal 1: the solution where access control is performed on the way forward must prevail when CSG-ID is available in the source eNB.

Proposal 2: When the CSG-ID is not available at the source eNB (case 2b), the target HeNB may use a new access control query procedure towards the MME before allocating resources.

Since the target HeNB doesn’t really know (or need to know) what the source is in this overall solution, the default assumption can be that this solution applies to all handovers to an HeNB.

Proposal 3: the present inbound mobility solution can potentially apply to all types of handovers toward an HeNB.

That solution allows flexible deployment option wrt target E-CGI discrimination and handling of pre Rel-9 UEs.

Proposal 4: if the solution is agreeable, it is proposed to agree on the associated stage 2 and stage 3 provided CRs in tdocs R3-092386, R3-092387, R3-092388.
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