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1 Introduction

During inbound mobility handover, it seems that the initial access control, which is performed at UE, is regarded as an agreement in both RAN2 and RAN3. The merit of the initial access control is that the signalling overhead transmitted via radio could be greatly reduced with removing the UE’s non-CSG cells from the neighbour cell list. However, where is the final access control terminated has not been decided yet.
In last RAN3 meeting, the final access control is proposed to be terminated at MME; furthermore, it is possible that the source eNB may perform access control if the source eNB could be trusted by the core network.
Therefore, we present some considerations when the access control function could be transferred from MME to the source eNB.
2 Discussion
2.1 Scenario description
If the source eNB could be trusted with the CSG subscription information, the source eNB could perform access control as an optimization. In [1, 2], the merits and demerits for performing access control at eNB have been deeply analyzed, and are indicated as follows:

Merits:
· The source eNB can perform the access control decision to handover the UE to the target eNB even in the case where the UE’s Allowed CSG list is out of date, i.e., the indication from the UE that it is not allowed to access the cell is incorrect. 

· If no PCI confusion exists with regards to the target cell, the source eNB may perform the handover (including for a Rel-8 UE) without requiring the UE to read the CSG or reporting the CGI, i.e., a further reduction in the handover latency. 
· It enables access control for an X2 handover if the CSG is in a target macro eNB.
Demerits:

· The eNB should be upgrade for obtaining the information of target eNB or H(e)NB through ANR as well as supporting access control functionality. 
· It is possible that the macro eNB and H(e)NB could not be deployed simultaneously, therefore, there may be those macro eNBs which could support access control functionality and macro eNBs which could not support access control functionality deployed at the same time. 
· Furthermore, there are additional overheads via the S1 or Uu interface, e.g. the UE’s Allowed CSG List should be downloaded from either MME or UE.
Based on the above analyses, the access control could be implemented and optionally enabled in eNB based on the requirements of operators.
Proposal 1: From the discussion above, the source could enable the access control functionality, if it is required by operators in some application scenarios.
2.2 Considerations on the transfer of access control function
Although there are some merits for performing access control in source if it can be trusted, we still consider that most access control should be performed at MME with two reasons as follows:

(1) Not all eNB could support the access control function. If there are multiple eNBs with different version deployed in the network, some eNBs may not support the access control, therefore, the MME should be responsible for performing the access control;
(2) The source for inbound mobility may not be trusted. In some cases, the inbound mobility may initiated by HeNBs or some eNBs which could not be trusted by operators, therefore, it is not appropriate to transfer the access control to the eNB.
If the eNBs have initiate the access control, whether they have the capability or qualification to perform it should be judged by MME. Because the MME should know when to do the access control by itself and when to do it at eNBs.
Proposal 2: The MME should have the capability to perform access control as well as judging whether the access control could be transferred to source side.

The eNBs could start the access control when deployment or after deployment, however, it is necessary for them to send the information about their capability back to MME for checking. After the checking information is sent, the MME should verdict whether to transfer this function to those eNBs, if the answer is yes, the MME could send a positive response to the eNB for notification; if it is no, the MME could send a negative response. The procedure could be indicated in figure 1.
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Figure 1. The procedure for access control transfer

Proposal 3:The access control could be transferred to eNB based on the procedure shown above.

3 Conclusion
Based on the analyses above, we propose those as follows,
Proposal 1: From the discussion above, the source could enable the access control functionality, if it is required by operators in some application scenarios.
Proposal 2: The MME should have the capability to perform access control as well as judging whether the access control could be transferred to source side.

Proposal 3: The access control could be transferred to eNB based on the procedure shown above.
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