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1
Introduction
R9 WI “Support of Home NB and Home eNB enhancements RAN3 aspects”[1], includes support of the mobility from HNB to HNB is one of the objectives of the WI. During the past RAN#3 meetings lot of discussions happened on the access control mechanism in active mode during HNB to HNB mobility. Although many options discussed, decisions are yet to be taken. This contribution analyzes various mechanisms to perform access control during the Intra HNB-GW mobility in active mode. 
2 Discussion

Current working assumption is that:

· Initial access control shall be performed at the UE (depending on the feasibility from RAN2)
· Irrespective of the UE access control, the network shall always perform the second access control

It is necessary to consider the key concepts for HNB access network different from macro access network. HNB cells are very small size cells, number of handovers will be much higher and frequent compared to macro scenario. Some key concepts needs to considered when deciding access control, for e.g.,
· Early rejection in case of non allowed UEs
· Minimum involvement of CN

· Minimum signalling

· Avoid changes if not absolutely necessary

· Respect security and consistency aspects of validating information
When deciding the access control mechanism for H(e)NB access control, it is desirable to find a common approach for access control applicable for CSG UE and Non CSG UEs. Also, it is good to have same mechanism or as close as possible for UTRAN and E-UTRAN. However, it is not always practically possible to adopt common approach because of the requirement to support legacy UEs. Similar issue is experienced during release-8, when access control for Non CSG UE is performed at the HNB-GW, while for CSG UE it is performed at the CN. Therefore, it is necessary to discuss all the use cases on case by case basis and then evolve on the solution which is as close as possible, although some exceptions are for sure needed to define the complete architecture. The location of access control is currently under discussion. It was also discussed that location of access control whether the UE performs initial access control. 
It is to be noted that only location of access control is under discussion. There should not be change in access control mechanism which is already established in release-8. Having said that, it is necessary to respect the concerns raised by other WG, for e.g., CT1 LS [3], CT1 does not see any concern about including the Allowed CSG list in the paging message, if the RAN node use it only for the paging optimization purpose, “not for access control”. Additionally, during the earlier discussion [4], it was agreed that the UE IMSI list for access control in HNB GW should be downloaded from a central IMSI list database in operator side should be followed. This same IMSI list should be used for access control at the HNB-GW. The HNB-GW shall perform the access control by its own or may forward the request to the target.


In this case, source HNB and target HNB connected to the same HNB-GW and mobility is performed without changing the Iu signalling connection. Since HNB cells are small cells and in very large numbers, this type of mobility is very frequent. It is generally assumed that two HNBs are connected to same HNB-GW in most of the cases. 

Non CSG UE: In release-8, access control for non CSG UE is performed in the HNB-GW. As source and target HNB are connected to same HNB-GW. So, the HNB-GW shall perform access control for target HNB during the mobility.


CSG UE: In release-8, even though access control for the CSG UE is performed in the CN if both UE and HNB is CSG capable. However, in one particular scenario, i.e. CSG UE and Non CSG HNB, the HNB-GW performs access control for CSG UE also. Therefore, for Intra HNB-GW scenario, it shall be performing access control for CSG UE also. 
Proposal 1: During the Intra HNB-GW, access control for both CSG and non CSG UE shall be performed at HNB-GW using the “Allowed IMSI List” per HNB available at the HNB-GW.

Proposal 2: In order to make Proposal 1 complete, if the IMSI of the CSG UE is not present, the HNB-GW shall be able to ask for IMSI value for the registered CSG UEs from the CN, using the RANAP Uplink Signalling Information Request procedure.  This RANAP procedure shall be updated to handle such functionality.
2.2 Message Sequence

[image: image1.emf]UE Source HNB CN HNB-GW Target HNB

1. Ongoing CS+PS Call

2. Decision to relocate UE 

to the Target HNB

3. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION REQUIRED)

4(a). Determine the target HNB

(b) Perform Access control in case 

source and target HNB are from different 

CSG. If UE is CSG, then ask for UE 

Permanent Identity (IMSI) from the CN.

5a. UL Information Exchange Request 

(UE Temporary Identity, PLMN id, LAC, RAC)

5b. UL Information Exchange Response 

(IMSI))

5c. Perform Access control

6. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION REQUEST)

7. UE Registration and 

resource allocation for 

relocation

8. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION ACK)

9. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION COMMNAD)

10. RRC: PHYSICAL CHANNEL 

RECONFIUGRATION

11. UL Synchronization

12. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION DETECT)

14. RUA DIRECT TRANSFER( UE CONTEXT, 

CN DOMAIN, RANAP RELOCATION Complete)

13. Physical Channel Reconfiguration Complete

15.HNBAP UE DEREGISTER (CONTEXT ID)


Figure 1 Intra HNB-GW HNB to HNB Relocation
1.The UE has established an active CS/PS session to the CN via the source HNB and HNB-GW.
2.At some point, the source HNB makes a decision to relocate the UE session (e.g. based on the Measurement Reports from the UE or any other implementation specific reason at the source HNB). 
3.The source HNB triggers a relocation of the UE session by sending the RANAP Relocation Required message encapsulated in the RUA Direct Transfer message.  The target RNC-Id and target Cell-Identity information along with relocation information is included by the source HNB in the RANAP Relocation Required message.

4.The HNB-GW determines that this is an inter-HNB relocation request since the target RNC-Id is the RNC-Id of the HNB-GW. The HNB-GW then verifies that the target HNB (based on the target Cell Identity) is also registered within the HNB-GW.  The HNB-GW also performs access control for that particular UE. The access control can be based on the following logic:

UE is non-CSG capable:

· If the UE is not CSG capable (e.g. pre-release 8 UE), then the HNB-GW anyway has the information to perform the mandatory access control.

UE is CSG capable:
· If the UE and HNBs are CSG capable, HNB-GW checks the CSG identity of the source HNB and target HNB. 

· If both source and target HNB has the same (intra CSG), in that case access control can be skipped.

· If both source and target HNB have different CSG (inter CSG), then HNB-GW shall perform access control for the UE for the target CSG. 

5. If access control is required and UE permanent identity is not present, the HNB-GW sends UPLINK INFORMATION EXCHNAGE REQUEST message to the CN including “Information Request Type = Permanent UE Identity” and also including UE’s P-TMSI, PLMN ID, LAC and RAC. CN will send UPLINK INFORMATION EXCHANGE RESPONSE message including the UE’s Permanent Identity (IMSI). Based on the received IMSI value, HNB-GW shall perform the access control. (messages shall be updated for this handling)


6.
If access control is successful then the HNB-GW then constructs the appropriate RANAP Relocation Request message and routes the RANAP message encapsulated in the RUA Direct Transfer message to the target HNB. If access control is failed then HNB-GW shall reject the relocation procedure and send RELOCATION PREPERATION FAILURE encapsulated in the RUA Direct Transfer message.
7. The target HNB performs an implicit registration for the incoming UE session (see [3] for details and possible mechanisms on network triggered UE registration) and also allocated the appropriate resource for handling the relocation. 

8. The target HNB acknowledges successful resource allocation to the HNB-GW via an appropriately constructed RANAP Relocation Request Ack message encapsulated in the RUA Direct Transfer message to the HNB-GW.

9. The HNB-GW constructs the appropriate RANAP Relocation Command message and routes the RANAP message encapsulated in the RUA Direct Transfer message to the source HNB.

10-14. the rest of the relocation procedure continues as shown in the corresponding steps in the above figure.

15.The HNB-GW upon getting an indication that the UE has been successfully relocated to the target HNB deregisters the UE from the source HNB. The source HNB releases the resources assigned to the UE and deletes all stored context information associated with the UE
3
Conclusion

Form the above discussion, it is proposed that.
Proposal 1: During the Intra HNB-GW, access control for both CSG and non CSG UE shall be performed at HNB-GW.

Proposal 2: In order to make Proposal 1 complete, if the IMSI of the CSG UE is not present, the HNB-GW shall be able to ask for IMSI value for the registered CSG UEs from the CN, using the RANAP Uplink Signalling Information Request procedure.  The RANAP Uplink Signalling Information Request procedure shall be updated to handle such functionality. 
4
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(UE Temporary Identity, PLMN id, LAC, RAC)
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5c. Perform Access control
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CN DOMAIN, RANAP RELOCATION COMMNAD)


10. RRC: PHYSICAL CHANNEL RECONFIUGRATION


11. UL Synchronization


14. RUA DIRECT TRANSFER( UE CONTEXT, 
CN DOMAIN, RANAP RELOCATION Complete)


13. Physical Channel Reconfiguration Complete


15.HNBAP UE DEREGISTER (CONTEXT ID)



