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1 Introduction

In RAN2 #66bis, inbound handover has been discussed and most companies draw a conclusion as following [1]:
For both UMTS and LTE we will have the preliminary access check in the UE: network only has to initiate handover preparation for cells for which the UE has verified the CSG. 

The measurement report triggering the handover preparation will include the GCI and TAI(TAI required for LTE). Other info is FFS
Considering some reasons, e.g. ACL (Access Control List) in UE not synchronised with ACL in network, network can not completely trust information reported by UE, whether UE is able (or even mandated) to do access control or not, an additional access control has to be performed in the network.
This contribution summarizes all these optional solutions and proposes the MME performs access control during inbound handover.
2 Discussion
This part compares three access control methods, which performs at source eNB, target HeNB GW or MME. The access control mainly includes two processes: check the ACL based on CSG ID and UE ID, which utilizes ACL database; verify the binding the CSG ID, access mode and ECGI of HeNB, which utilizes HeNB information database.
2.1 Access control at source eNB
This solution means source eNB should check the ACL and verify the binding of the CSG ID, Access mode and ECGI of target cell. 
The advantage of the solution is to minimize the network signalling load due to rejected handover attempts towards non-accessible CSG cells. So it’s needed for source eNB to maintain the ACL database and HeNB information database. However, the database will be too large to maintain from time to time and new interface is introduced.
2.2 Access control at target HeNB GW
Since the ACL database is kept in MME not in HeNB GW currently, the MME should send the ACL matching result to HeNB GW, or else HeNB GW stores the ACL database. The first method brings a new message into S1AP and the latter one requires the HeNB GW keeps synchronization with UE subscription database, which causes more complexity for HeNB GW.
Meanwhile, the deployment of HeNB GW is optional for HeNB and it should keep a common for the scenario with or without HeNB GW.
2.3 Access control at MME
In latest RAN2 meeting, it’s FFS for UE to send CSG ID and Access mode in measurement report. And considering the HeNB GW is optional for the HeNB, the following section discusses the solution respectively. 

2.3.1 Without the deployment of HeNB GW
As discussed before, if HeNB connects to MME directly, MME can store the HeNB information database such as its ECGI, access mode and CSG ID.
Upon receiving the HO required message carrying the ECGI and TAI of target cell without CSG ID and Access mode, at first MME searches HeNB information database for CSG ID and access mode according to the ECGI of target cell, and then MME continues to check the ACL of CSG ID. If matching, the MME sends HO request message to target cell.

If the measurement report carries the CSG ID and Access mode, the MME should verify whether or not the reported CSG ID and Access mode match ECGI of HeNB and check the ACL database.
So without HeNB GW deployed for HeNB, whether UE reports CSG ID and access mode only impacts the processing in MME.

2.3.2 With the deployment of HeNB GW
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Figure 1 Inbound handover with HeNB GW deployed

If HeNB connects to MME via HeNB GW, HeNB GW maintains the HeNB information database. Then the verification for the binding of the CSG ID, access mode and ECGI of HeNB can be done at HeNB GW or target HeNB. 
As shown in figure 1, the final access control is performed at MME. It is not necessary for MME to check the ACL before the HO request message shown as step A1 in the figure 1. 
2.3.2.1 UE reports CSG ID and access mode of target cell
If it’s accepted that UE reports the CSG ID and access mode to serving cell, MME can perform the step A1 before the HO request message. If the UE isn’t in the ACL of the CSG cell and the Access mode is closed, the MME feedbacks a reject message to serving cell.
The binding of the CSG ID, access mode and ECGI should be verified by HeNB GW or target cell.
When the CSG subscription data in UE doesn’t synchronizing with that in MME, this solution can save signal exchange between MME and HeNB GW or target cell.
2.3.2.2 UE does not report CSG ID and access mode of target cell
If RAN2 decides CSG ID and access mode are not included in measurement report message，the MME can request HeNB GW for the CSG ID and access mode of target cell before sending HO request message, and the step A1 occurs.

Otherwise, the MME sends the HO request message without any change. The HeNB GW or target cell can insert CSG ID and access mode into the HO request ACK message.
Upon receiving the HO request ACK message, MME performs the access control based on UE ID, CSG ID and Access mode. If unsuccessfully and the target cell has already allocate resource for the UE, MME should indicate the target cell to release the reserved resource.
The solution which UE doesn't report CSG ID and access mode and MME perform access control has the following advantages:

1. Saving the radio resource for the UE measurement report doesn’t contain the CSG ID and Access mode.
2. According with the current function split for each node, since the ACL database and HeNB information database are kept in MME and HeNB GW respectively.
3 Conclusion and Proposal

From the discussion in section 2, it suggests network access control should be performed at MME assisted by HeNB GW or target HeNB:

1 Avoiding function duplication. As MME has normal access control function, eNB does not need to have this function again.

2 Reducing change to eNB. 

3 Avoiding make network more complex. SA2 has discussed how to keep Allowed CSG List synchronized in HSS, MME and UE, the solution is complex and difficult. If involve eNB and HeNB GW, it makes system more complex. 

It is proposed to agree the following proposal and consider the possible solutions in section 2.3.2.

Proposal: MME performs Access control performs for inbound handover irrespective HeNB-GW deployment or not. 
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