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1 Introduction

In RAN2#66bis, it is agreed that[1]: 
For both UMTS and LTE we will have the preliminary access check in the UE: network only has to initiate handover preparation for cells for which the UE has verified the CSG. 
The measurement report triggering the handover preparation will include the GCI and TAI(TAI required for LTE). Other info is FFS.

But irrespective of UE access control, the network must perform the final access control as well [2].This paper discusses the final access control in the network for UMTS and gives the proposal.
2 Discussion
Though the UE will do the preliminary access check, but the network can not fully trust the access control result reported by UE, the final access control should be performed in the network. The final access control may be performed in source RNC, CN (i.e. MSC/SGSN) or target HNB-GW.
2.1 Source RNC performs access control
Source RNC performing the access control will minimize the network signalling load due to rejected handover attempts towards non-accessible CSG cells. Since UE can perform the initial access control, the wrong attempts will be minimized.
If the source RNC performs access control, it shall have the information of Allowed CSG list of UEs and CSG ID of target cells irrespective UE reporting the CSG ID of the target cell or not. It is difficult for SRNC to maintain such a database up to date and may requires new interface or new procedures. The source RNC may inquire the data through CN to perform access control. But this will cause delay and add complexity in RNC. So the source RNC is not an appropriate place to perform access control.
2.2 CN performs access control
In R8, CN performs access control for CSG UEs via the allowed CSG stored in CN and the CSG ID reported by the HNB. MSC/SGSN shall get the CSG ID of target CSG cell from UE or target HNB-GW. RAN2 has not decided whether CSG ID of target CSG cell is reported by UE or not, even though it is reported by UE, network can not completely trust the CSG ID reported by UE. So MSC/SGSN shall get CSG ID from target HNB-GW or let target HNB-GW check it.
If the UE reports CSG ID, MSC/SGSN can also check the CSG ID in target HNB-GW [3]. The method of CSG ID checking in target HNB-GW will affect several handover messages, because CSG ID should be sent from UE to HNB-GW through SRNC and CN. Also both CN and target HNB-GW will perform additional action during handover procedure.
If the UE can not report CSG ID, MSC/SGSN shall get the CSG ID from target HNB-GW in handover procedure. 
· The MSC/SGSN may perform access control before sending RELOCATION REQUEST message to HNB-GW, this brand new procedure needs new messages in RANAP and also causes delay of the handover. 
· The MSC/SGSN may perform access control after receive RELOCATION REQUEST ACKNOWLEDGE message (see the figure below) and CSG ID should be included in it. If the access control is failed, additional Iu release procedure should be initiated to release the resource allocated for UE. This will bring some signalling overhead and resource consumption in HNB. 
Whatever the UE reports the CSG ID of the target cell or not, CN is not a good place to perform access control.
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Figure 1 CN performs access control when UE does not report CSG ID.
2.3 The Target HNB-GW performs access control
In UMTS, HNB-GW has the function to perform access control for non CSG UEs or non CSG HNBs. So HNB-GW is also an alternative place to perform access control during handover. The HNB-GW has the CSG ID information of the target cell, so the UE report the CSG ID or not is not an issue in this solution. In handover procedure, upon receiving IMSI from the Permanent NAS UE Identity IE in the RELOCATION REQUEST message, target HNB-GW will check it with its IMSI list of the target HNB. If it is successful, it will continue the normal handover procedure. If it is failed, HNB-GW can use RELOCATION FAILURE message to reject the handover without any impact on the procedure. The figure below shows the whole procedure. It is clear that CN is only required to send IMSI in Relocation Request message and there is no additional change for current CN in the handover procedure.
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Figure 2 Access Control in Target HNB-GW
2.4 Conclusion
From the analysis above, source RNC performing access control will bring additional signalling overhead and delay, or new interface is introduced to get target CSG configuration. 

If UE reports CSG ID, access control in CN will have much standards impact than target HNB-GW. Moreover, it leads to additional action both in CN (access control) and target HNB-GW (CSG ID check). If UE does not report CSG ID, CN performing access control has standards impact on Relocation Request ACK message. Also it will bring signalling overhead on Iu release procedure when it the access control is failed in CN.

Final access control in the target HNB-GW has little impact on current handover procedure compared with source RNC and CN. So it prefers to locate final access control at the  target HNB-GW:
Proposal：The HNB-GW shall perform the final access control for inbound handover to a CSG cell.
3 Proposal

Based on the analysis above, it is proposed to agree the proposal as the way forward:
Proposal：The HNB-GW shall perform the final access control for inbound handover to a CSG cell.
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