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1
Introduction
RAN2 got agreement in the 66bis meeting that

For both UMTS and LTE we will have the preliminary access check in the UE: network only has to initiate handover preparation for cells for which the UE has verified the CSG.
Below discussion is based on UE performing preliminary access control, analysising which core network enetity performing secondary access control.
2 Discussion
2.1 MME perform access control 

In order to perform access control, the decision node should have two informations: UE allowed CSG list and target H(e)NB CSG Id.
If no GW is deployed between the CN and H(e)NB, during the S1 interface establishment, the MME already knows the target CSG Id. The CSG Id list is stored he MME stores the UE allowed CSG list in the UE context. The MME is a nature entity to do the access control for inbound mobility.
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Figure 1: Inbound Handover Procedure in case of No GW deployment

When the Access decision is OK and if the target is hybrid cell, the MME notify the target HeNB if UE is target CSG member. A new IE for membership information is added to the exsting Handover Request message.
In case of with GW architecture, the CN can not trust the UE reported target CSG Id. The CN can not perform access control until the CN receives HO Response from the target side. In the Handover Response message, the target CSG Id and access mode is included. If the access is allowed and target side is a hybrid cell, the CN needs to notify the membership to the target H(e)NB. This introduces a new message in the S1 interface. Below figure shows the handover procedure from the macro to the HeNB.
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Figure 2: Inbound Handover Procedure in case of with GW Deployment

Above method introduce a little delay to perform access control. The resource in the target H(e) is already comsumed before the access control. A new message is introduced to indicate if the user is hybrid cell member. If the core network performs access control, we need below three changes:
Proposal 1-1: The membership information is transferred in the HO Request Message

Proposal 1-2: CSG Id and access mode included in the HO Response message
Proposal 1-3: A new message for membership indication 

2.2 Target GW perform access control

The H(e)NB GW is located in the operator domain. It is a trushful entity. If the core network sends the UE allowed CSG ID List to the GW, the GW could perform access control. It is already agreed that in the Paging procedure, the CSG ID List is transferred to the GW, so there is no security problem. The GW performing access control has some advantage. For example the the illgal UE handover signalling is blocked at the GW, the H(e) resource is not consumed. No new message is introduced for the membership indication
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If the target GW performa access control, we need below two changes:
Proposal 2-1: The CSG Id List is included in the HO Request message
Proposal 2-2: The membership indication is included in the HO Request message
3
Proposals
In this document, it is dicussed which entity needs to perform access control for HNB and HeNB. We think in case no GW is deployed, MME is a nature entity for access control. In case with GW deployment, the GW perform access has beneficial. 
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