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Discussion and agreement
1 Introduction

During RAN3#63bis different approaches to the intra HNB GW mobility scenario were analysed.  Several solutions were presented, some of which implying a full involvement of the CN, some other masking the CN from the mobility procedure.
This paper summarises the advantages and disadvantages of each approach and proposes a procedure for intra HNB GW mobility.
2 Discussion
In case of intra HNB-GW mobility between two HNBs the handover procedure can be carried out in two possible ways: the first where the CN is involved in parsing and routing all the relocation messages from the serving and target nodes; the second where such messages are transferred between serving and target by the HNB GW.

In the case where the CN is fully involved in the mobility procedures the main advantages are the following:

· HNB applies same messages and procedures as for the hand-out to a macro cell, namely RANAP signalling carried on RUA messages across the Iuh interface.

· CN can do access control for CSG UEs as it does in case of normal access to a Femto CSG cell. 

The disadvantages in the case of full CN involvement are:
· Increase of signalling load towards the CN as opposite to the case where the relocation procedure is handled within the GW

· Higher HO latency

· There is a risk of failure/fault condition at the CN due to the fact that the source RNC and target RNC are the same (i.e. both coincide with the RNC ID of the HNB-GW)

In the case where the relocation procedure occurs within the HNB GW domain (namely with minimum/no involvement of the CN) the main advantages are as follows:
· Reduced load towards the core and within the RAN, as it will be described in the proposed solution in section 2.2

· Reduced HO latency time

· No backward compatibility issue at legacy core when source and destination RNC-id coincide

· The HNB GW could perform access control for all the UEs, easing the signalling load on the CN

The disadvantages in the case of relocation carried out within the HNB GW domain are:
· HNB and HNB-GW have to apply different procedures with respect to e.g. relocation towards a macro cell or towards a HNB under a different HNB-GW

· HNB-GW needs to detect that this is an “internal” handover for proper routing and handling of the Relocation request message 

Given the advantages and disadvantages of both types of procedures it is believed that the best solution would be one where the following happens:

· relocation signalling towards the CN can be minimised 
· the HO performance can be optimised 

· Access control for CSG UEs can occur at the CN or aty the HNB GW, depending on subscriber information distribution and requirements on signalling load  
· No failure/fault conditions are incurred
Due to the above the solution presented in the next section is proposed
2.1      Use of enhanced relocation signalling for intra HNB GW HO
The solution presented below allows the relocation signalling to be handled via procedures already known from the enhanced relocation techniques.  This allows an easier implementation of the procedures and an efficient reuse of already known concepts.

In the proposed procedure the CN is contacted only in case of access control for CSG UEs, namely non-CSG UEs shall be access controlled by the HNB GW (which knows the UE capability thanks to the UE registration procedure) just like in idle mode mobility.  It has to be noted that access control procedures could be entirely carried out at the HNB GW, provided that the CSG access information for CSG capable UEs is available at the GW (note that this might be already available at the HNB/HNB-GW given that at least one of these nodes will have the IMSI list of UEs allowed in the CSG cell). 
The procedure proposes messages that allow the HNB GW to de-allocate resources in the serving HNB, switch the user plane path from serving to target HNB and perform a RUA disconnection.  Further, the procedure minimises the impact on the HNB GW due to the reuse of RNSAP messages, which are simply relayed by the HNB GW from source to target and vice versa.
The figure below explains the procedure and it is followed by a description of each message. 
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Figure 4 - Intra-HNB-GW HO reusing enhanced RANAP relocation messages
Step1:
When there is a need for an intra-HNB-GW relocation (identified by e.g. looking at the RNC-ID of the target HNB), source HNB creates the RNSAP: ENHANCED RELOCATION REQUEST message to forward within the RUA: DIRECT TRANSFER message to the HNB-GW

Step2:
The HNB GW could directly perform access control.  This is because the target CSG is still within the HNB GW, so the GW could gather the list of IMSIs for the target CSG either from the HNB or from the CN.  Alternatively, the HNB GW could generate an ACCESS CONTROL REQUEST to the CN including the UE’s IMSI and the CSG ID of the target cell 
Step3:
In case the CN performed access control a message will be generated from the CN to the HNB GW, reporting whether access can be granted or not
Step4:
HNB-GW needs to parse the uplink RUA: DIRECT TRANSFER message (i.e. message in step1) looking for the intra HNB-GW RNSAP: ENHANCED RELOCATION REQUEST message. HNB-GW allocates the Iu Signalling Connection Identifiers (e.g. using the UE Context) towards the target HNB, forwarding the message via a downlink RUA: DIRECT TRANSFER message

Step5:
Upon reception of the RANSAP: ENHANCED RELOCATION REQUEST message, target HNB does resource access control and decides about which RABs to relocate and which to release. For the RABs to relocate, HNB target allocates the radio (to the UE) and transport (to the HNB-GW) resources and eventually prepares RANAP: ENHANCED RELOCATION COMPLETE REQUEST message to send to the HNB-GW via an uplink RUA: DIRECT TRANSFER message

Step6:
Upon reception of the RANAP: RELOCATION COMPLETE REQUEST message, HNB-GW allocates the transport resources for the requested RABs towards the target HNB to include in the RANAP: RELOCATION COMPLETE RESPONSE message to send to the target HNB via downlink RUA: DIRECT TRANSFER message

Step7: Upon reception of the RANAP: ENHANCED RELOCATION COMPLETE RESPONSE message, target HNB prepares the RNSAP: ENHANCED RELOCATION REPONSE message to the source HNB to send via the HNB-GW through the uplink RUA: DIRECT TRANSFER message 

Step8:
Upon reception of the RNSAP: ENHANCED RELOCATION RESPONSE message, HNB-GW transfers the received RNSAP: ENHANCED RELOCATION RESPONSE message from the target to the source HNB. Source HNB shall use this message as a trigger for initiating HO command to the connected UE

Step9:
When target HNB completes the HO procedure with the relevant UE, it prepares the RANAP: ENHANCED RELOCATION ACKNOWLEDGEMENT message to send to the HNB-GW

Step10:
Upon reception of the RANAP: ENHANCED RELOCATION ACKNOWLEDGEMENT message from the target HNB, HNB-GW switches user plane from the core, from the source to the target HNB and releases the resources with the source HNB sending an RUA: DISCONNECT message. 

3 Conclusions 
The procedures described in section 2.2 provide an efficient mechanism to perform intra HNB GW handovers by reusing enhanced relocation messages.  The procedure leaves the option of access control location open for both the HNB GW or the CN.  

It is suggested that the procedure proposed is discussed and that an agreement is taken towards reusing enhanced relocation procedures for intra HNB GW mobility. 
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