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1
Introduction
During RAN #43 a work item on HNB/H(e)NB enhancements was agreed (RP-090349; WID – 430025).
One issue to be dealt with in this WI is to work on Uplink (UL) multiplexing of CS user-plane messages. This contribution is to provide a basis for this. It is proposed to re-use the multiplexing format as already standardized in 3GPP TS 29.414 [1]. Furthermore different methods to communicate the multiplex related information between HNB-GW and the HNBs are presented and discussed in greater detail.
2
Discussion
2.1
Format to carry multiple RTP packets in one IP packet
Document TS 29.414 [1] focuses on the Nb interface between two Media Gateways (MGW) in the Core Network (CN). Despite the different signalling protocols used in the CN to control the user-plane traffic on the Nb interface, the principles of multiplexing the user-plane payload packets are considered applicable as well in case of Iuh interface. The basic multiplexing principle is shown in Figure 8 of this TS and reproduced here for ease of discussion.
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Figure : Example of multiplexed packet with two RTP frames (TS 29.414)

In principle two different cases need to be distinguished:
· leave the RTP header untouched

· compress the RTP header to a minimum

The two figures below are reproduced from TS 29.414 (originally Figure 7 and Figure 9).
The T-flag in the multiplex header allows the receiving side to distinguish between packets containing compressed or not compressed RTP headers. It is even possible to multiplex compressed and uncompressed RTP packets into one single IP packet.
The uncompressed RTP header is assumed to have a minimum length of 12 octets whereas the compressed RTP header is using only 4 octets. The figures below correspond with Figure 7 (uncompressed) and Figure 12 (compressed) of TS 29.414.
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Figure : UDP/IP Packet with multiplexed RTP/NbFP payload PDUs without RTP header compression
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Figure : UDP/IP Packet with multiplexed RTP/NbFP payload PDUs with RTP header compression 

Note: Whether or not the additional “Payload Type (PT)” field is needed for the Iuh interface is not considered in this contribution.
It is proposed to use these multiplexing formats also for user-plane multiplexing on the Iuh interface.
It needs to be kept in mind that due to the use of this multiplexing format, all RTP frames in one IP packet are assigned the same Quality of Service (QoS) setting in the IP header. If there is a need for having different QoS values for certain RTP streams, those would either need to remain un-multiplexed or a separate multiplex frame containing those RTP payloads with different QoS would need to be sent. It is assumed that no other UDP multiplexing port needs to be used.
2.2
Signalling related to the use of multiplexing

It has to be noted that support of multiplexed RTP payload format is direction dependent, hence the information needs to be exchanged per direction separately. In this contribution, only the use of multiplexing in Uplink direction is discussed. In case the multiplexed RTP payload format has to be applied in Uplink direction between HNB and HNB-GW, The HNB-GW needs to inform the HNB about:

· Multiplex Port number to be used as UDP destination port;
· allowed values for the T-flag, T=1 indicating support of RTP header compression.

The node sending RTP streams might indicate its capabilities regarding the ability to send also multiplexed and compressed RTP payload format. However, it is essential for the node receiving the RTP streams, e.g. the HNB-GW, to indicate its capabilities especially to also inform the sending node about the RTP multiplex port number to be used. The node sending the RTP streams, e.g. the HNB, might use the information communicated by the receiving node if this node is able to support these capabilities and there is a need to apply the multiplexing technique.

Basically it has to be ensured that a certain HNB is using in a consistent way the destination UDP port the HNB-GW is ready to receive multiplexed RTP packets. It seems preferable that the HNB-GW uses one registered port number to receive multiplexed RTP packets from all HNB it serves. Even if this is considered implementation detail, it might be exploited in some signalling scenarios as shown below. Taking a systematic approach, the following possibilities exist.
· No signalling required at all
· HNB and HNB-GW both support by default the reception of multiplexed RTP payload packets via an IANA registered UDP port number.

It needs to be ensured that in case the HNB or HNB-GW is not able to receive multiplexed RTP packets an appropriate ICMP message is sent back. The sender might then resend the packet to the negotiated UDP port.

· HNB and HNB-GW are configured appropriately and know the capabilities of the receiving node based on configuration parameters.
The HNB data model as currently finalized by Broadband Forum (WT-196) [2] needs to have a corresponding object to contain the multiplexing related parameter values.

· Explicit signalling required

· HNB and HNB-GW inform each other about the UDP port used to receive RTP multiplex format and RTP header compression support:

· when HNB registers with the HNB-GW via HNBAP REGISTER REQUEST/ACCEPT procedure;
There is no more need for passing this information on a per RTP stream basis.

· when RAB establishment is performed via RANAP;

The information is exchanged on every RAB establishment. It needs to be ensured that all RTP streams originating from the same source (HNB or HNB-GW) use the same UDP MUX port number

· individually per RTP stream after having received the first RTP packet for the negotiated RTP stream via RTCP multiplexing packet as described in TS 29.414.

The information is exchanged on every RAB establishment. It needs to be ensured that all RTP streams originating from the same source (HNB or HNB-GW) use the same UDP MUX port number

3
Conclusion

To further progress the user-plane multiplexing issue decisions on the following topics are required. It is proposed to follow the decisions as given in the table below.
	Topic
	Decision
proposal
	Rationale for proposal

	Use the transport format for multiplexing as specified in TS 29.414
	yes
	Do not introduce deliberately a new format as long as there is no technical justification for it.

	Support both compressed and uncompressed RTP header
	no
	Reduction from 12 to 4 bytes per RTP header, resulting at maximum in 32 bytes that are not sent (249 instead of 281 bytes per IP packet and no reduction of the number of cells sent on the ATM level).

	Parameters required for multiplexing set via administrative procedures, e.g. via TR-069
	1)
	No signalling at all, O&M issue only. RTP stream could already start in “multiplexed” mode if the HNB decides to do so. Requires additions to WT-196 HNB data model.

	Use RTCP Multiplexing packet (TS 29.414 clause 6.4.3)
	no
	Signalling via the user-plane only. HNB-GW would need to correlate the different RTP streams received from the same HNB as it affects only one single RTP stream. RTP stream starts in “non-multiplexed” mode in any case.

	Use enhanced RANAP procedures
	2)
	Signalling exchange in the RNL control plane. Comparable to RCTP method, but requires local interaction of the control plane with the user-plane. Requires RANAP modification.

	Use enhanced HNBAP REGISTER REQUEST / REGISTER ACCEPT messages
	yes
	Signalling exchange in the RNL control plane. RTP stream could already start in “multiplexed” mode if the HNB decides to do so. Requires HNBAP modifications. 


Table : Decision proposal on User-Plane Multiplexing

Note (1): Potentially the most simplistic solution, but requires O&M to coordinate HNB and HNB-GW settings. The multiplex capabilities and the port number need to be identical for all HNB-GWs a certain HNB could connect to.
Note (2): This solution seems to be also applicable in cases when there is no HNBAP signalling as e.g. in case of HeNB. However, in this case messages comparable to the HeNB REGISTER REQUEST/ACCEPT are part of S1 interface and consequently the modifications could be applied to S1 instead.

· It is proposed to follow the decisions as indicated in the table above and further discuss 1) and 2).

· It is proposed to discuss whether or not the use of O&M procedure is adequate.
· It is proposed to discuss whether or not the use of enhanced RANAP procedures is useful.
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