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1 Introduction 

SA1 has proposed to introduce in total 3 access modes for HeNB-s in Rel-9, see ‎[1]: closed, open and hybrid. Additionally, inbound mobility to HeNB for all 3 access modes is proposed to be supported in Rel-9. The access control is performed in the EPC in Rel-8 HeNB architecture while the inbound mobility to HeNB is not supported. We briefly analyse the additional requirements for access control as a result of those additional access modes and mobility scenarios proposed for Rel-9.
2 Access control needs
SA1 defines the new access modes to HeNB, open and hybrid, as follows:

1. Open access: 
a. HeNB operates as a normal cell, i.e. non-CSG cell;
b. When the HeNB is configured for open access mode, it shall be possible for the HeNB to provide services to subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.
2. Hybrid access:

a. HeNB operates as a CSG cell where at the same time, non-CSG members are allowed access;

b. When the HeNB is configured for hybrid access mode, it shall be possible for the HeNB to provide services to subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.

Considering those requirements, there is no need for access control for HeNB-s operating in neither open access mode nor hybrid access mode. That applies for the initial access in the cell operated by the HeNB and also for inbound mobility.
Considering the requirements above, the only new requirement on the access control in Rel-9 is related to support of inbound mobility to a CSG cell. It should be further noted that the source cell could also be a CSG cell and that the CSG ID of the source cell could either be the same as the CSG ID of the target cell or they could be different.
The Rel-8 HeNB architecture (from RAN perspective) places the access control functionality to EPC for HeNB-s operating in closed access mode. Although inbound mobility to HeNB is not supported in Rel-8, the discussions that took place did include 

a) the mobility to avoid architectural changes in future releases; 

b) security aspects, as eNB/HeNB, according to SA3, shall not have subscriber information that is not absolutely needed, given HeNB cannot always be considered as trusted node;

c) architectural aspects, as the HeNB could be connected to the EPC directly or via HeNB GW.
Considering that the inbound mobility related access control discussion has to some extent already occurred in RAN3 and that the raised issues are still valid, it is proposed to continue with the working assumption that access control is performed in the EPC.
3 Conclusion and proposal
Rel-9 requirements on access control have been discussed in chapter ‎2. Based on this discussion we propose to agree that
1. Access control is only performed in case of initial context setup or inbound mobility to CSG cell operating in closed access mode;

2. Architecture for access control shall consider:
a. Rel-8 architecture for access control, with the goal to avoid changes if not absolutely necessary;

b. Avoid multiple, deployment option-dependent, solutions;

c. Security aspects as eNB/HeNB, according to SA3, shall not have subscriber information that is not absolutely needed, given HeNB cannot always be considered as trusted node  
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