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1 Introduction
This contribution discusses the available architecture solutions to enable inbound handover from a 3G Marco cell to a HNB cell. A series options for Access control supporting different solutions are also proposed.
2 Discussion
Three possible solutions have been defined in [1] to support inbound handover towards H(e)NB in connected mode. 

2.1 Solution 1: Including the Allowed CSG list in the Handover Restriction List IE 
This solution relies on ANR and new IE in S1-AP/X2-AP messages. To support similar functions in 3G system will bring big impact on current specification. So we leave out this solution for 3G system.
2.2 Solution 2: CSG Access control in the Core Network with support from the source RAN node
In this solution Access control is done at Core Network side, while the CSG configuration about the target cell is provided by the source RAN nodes. A sketch map of this solution is shown below. 
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1. There are alternatives to inform source NodeB about the CSG Id (and access mode) of the target cell.
· Alternative 1A: Source NodeB gets the information by adding new interface between HNB GW or HMS. HNB GW gets location information of a certain HNB including neighboring Marco Cells during HNB registration, and HMS gets the similar information during HNB provisioning. Macro NodeB can be informed by these two elements about CSG cells around it. Yet the cost has to be paid with adding new interfaces.
· Alternative 1B: UE includes CSG configuration of the target cell in its measurement reports. This alternative does not introduce new interface, however access control will be played based on information provided by UE, which cannot be fully trusted. 

2. Source NodeB includes the CSG configuration of target cell in RELOCATION REQUIRED message to Core Network.
3. Core Network element (SGSN/MSC) performs Access Control according to UE’s Allowed CSG List and the received CSG configuration of the target HNB cell.
4. In step 1, CSG configuration provided by UE in alternative 1B cannot be trusted. However, in this step Core Network could include received target CSG configuration in the RELOCATION REQUEST message for further checking. 

5. If Core Network sends target CSG configuration to HNB GW in last step, GW rechecks the validity of this information. If the CSG configuration is not correct for a certain cell (identified by CGI), HNB GW cancels this handover by sending RELOCATION FAILURE.
6. The following steps are the same as a normal handover.  

To sum up, there are following options for inbound handover based on solution 2
Option 1: If CSG configuration of the target HNB cell is provided by UE to source NodeB, this information should be transferred from CN to the target HNB GW. The latter rechecks the validity of the information.

Option 2: Source NodeB could also get CSG configuration of the target HNB from other elements like HNB GW or HMS by adding new interfaces.

2.3 Solution 3: CSG Access control in the Core Network with support from the target RAN node
Like Solution 2, Access control in this solution is done at Core Network side. However, the CSG configuration about the target cell is provided by the target RAN nodes instead of source RAN nodes. A sketch map of this solution is shown below. 
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1. Source NodeB initiates RELOCATION REQUIRED without any CSG access information.

2. One alternative to perform Access Control in Core Network is to introducing a new handshake-like procedure between Core Network and target HNB GW. The request includes target CGI, and HNB GW replies with CSG configuration for corresponding Cell. However this increasing time latency as well as signaling load.
3. If Access Control in step 2 is successful or Core Network does not perform Access Control at all, the Core Network initiates RELOCATION REQUEST to HNB GW.

4. In 3G system, HNB GW has the information about allowed IMSIs for the connecting HNBs to perform Access Control for non-CSG UEs. Using this information, target HNB GW can perform Access Control without any additional information. In case the HNB is operated in hybrid mode, HNB GW also decides about the UE access mode (i.e. as CSG member or public)
5. HNB GW forwards RELOCATION REQUEST to HNB

6. If Access Control is performed by HNB GW, the UE access mode should be informed to Core Network.

7. The following steps are the same as a normal handover 

To sum up, there are following options for inbound handover based on solution 3

Option 3: If Access Control is done at Core Network element, it should initiate a “request and reply” procedure with target HNB GW to obtain CSG configuration of target cell. However, this increase time lantency as well as the signaling overload.
Option 4: In 3G system, leaving the relocation procedure almost intact, Access Control could be done at target HNB GW with existing Allowed IMSI list for connecting HNBs. Only addition information about UE access mode needs to be transferred back to Core Network.
2.4 General Requirements
Both solutions discusses above perform Access Control beyond source RAN nodes. Therefore, if non-CSG UEs also attempt to handover into CSG cells will increase the unnecessary signaling between source NodeB and Core Network. However source NodeB can distinguish whether a target cell is CSG cell or not by reporting PCI, thus:
Proposal: To minimize the signaling impact to Core Network. Source NodeB should not perform handover for non-CSG UEs to a CSG cell.
3 Conclusions

In this contribution we analysis possible solutions to enable inbound mobility in 3G system, and achieve the following options. For comparison between various options:
	Option
	Access Control
	CSG access information
	Modifications on existing procedure

	1
	Core Network
	· Provided by UEs

· Forwarded from source NodeB to Core Network

· Rechecked by Target HNB GW
	· Enhancing measurement report with CSG access information

	2
	Core Network
	· Provided by other elements e.g. HNB GW or HMS

· Forwarded from source NodeB to Core Network
	· Adding new interfaces between Marco NodeB and HNB GW or HMS

	3
	Core Network
	· Provided by target HNB GW

· Request and reply procedure between Core Network and Target HNB GW
	· Adding new signaling procedure results in Increasing time latency and signaling overhead

	4
	Target HNB GW
	· Allowed IMSI List for connecting HNBs already existed.

· UE access mode informed to CN
	· Forwarding UE access mode information from target HNB to Core Network


In general:

Proposal: To minimize the signaling impact to Core Network. Source NodeB should not perform handover for non-CSG UEs to a CSG cell.
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