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1
Introduction
As a reminder, the following solution is presented in the TR25.820 
Identification

-
a GW (Gateway) is allocated a GW-ID identical to a regular eNB-ID (i.e. it is seen by the MME as any other eNB-ID).

-
a GW is deployed so that it serves exactly a finite number of TACs (i.e. one TAC is always served by a unique GW),

-
a GW identifies itself towards its neighbour eNBs by this list of TACs it serves (i.e. the mapping (GW-ID; list of TACs) of a particular GW is known by the neighbour eNBs of that GW)

-
the neighbour eNBs are made aware of this mapping via a new downlink message distributed to them by an MME connected to that GW,

-
this MME has itself been made aware of this mapping through the existing S1 Setup procedure run between that particular GW and that MME without any specification change.

Routing

-
The neighbour eNB is made aware of the target HeNB-ID through the UE reporting of the E-CGI (which contains the HeNB-ID),

-
the neighbour eNB identifies the target GW-ID corresponding to the target HeNB through the UE reporting of the TAC and the stored mapping table (GW-ID; list of TACs),

-
the neighbour eNB sends an Handover Required message with the target eNB-ID set to the value of the GW-ID,  

-
the routing in the MME is based on the target eNB-ID received in the S1AP Handover Required message like any handover routing towards an eNB (macro eNB or HeNB) directly connected to it,

-
the GW further routes the S1AP Handover Request message to the target HeNB based on the target HeNB-ID/E-CGI present in the Source to Target Transparent Container.

Open point

-
the handling of the white list is FFS

As it can be seen, all the important blocks of this solution are already present in release 8. The missing parts to be added in release 9 are the following:

Identification

-
the neighbour eNBs are made aware of the mapping (GTWid; TACs) via a new downlink message distributed to them by an MME connected to that GW,
Routing

-
the GW further routes the S1AP Handover Request message to the target HeNB based on the target HeNB-ID/E-CGI present in the Source to Target Transparent Container.
However one open point remains to be solved. A solution to handle the CSG is presented below in section 2 for LTE then its applicability to 3g is studied in section 3.
2
Handling of CSG for LTE inbound Mobility
During the inbound mobility the source eNB should not handover the UE towards an HeNB whose CSG ID is not allowed for that UE.

2.1
Requirement for the CSG Solution

In the context of release 9, five additional requirements or constraints should be considered:

· it can be assumed that the CSG concept is extended so that one should consider the case of CSG cells belonging to macro eNBs. Therefore it would be nice to have a CSG handling solution for the mobility that applies to both macro-macro and macro-femto case.
·  another constraint is that this knowledge in the source macro eNB should be compatible with the ANR feature i.e. not rely on necessary configuration data but on automatic learning process when it discovers a neighbour. This learning process should inform of both the access modes supported by the neighbour cells but also the CSG IDs which are supported,
· The solution should work regardless of the fact that an X2 interface exists between that source macro eNB and the target HeNB (macro eNB),
· The solution should preferably apply to 3g with minimum modification,
· The solution should preferably not impact the UE (this is to avoid the risk reported in TR23.830 section 6.3.6.2.3 that the CSG ID and the access mode might not be trusted.

In summary the mobility solution from a source macro eNB should apply regardless of target being HeNB or macro eNB, regardless of an X2 existing between the source and target node, and should be automatic in order to be nicely integrated with the SON ANR feature. 
2.2
Description of the proposed CSG Solution

The solution works as follows:
Configuration phase: 

It is simply proposed to add the list of supported CSG IDs in the Served Cell Information IE
When the source macro eNB detects a new neighbour, it will fetch the IP addresses via the new SON Configuration transfer message, then it tries to establish an X2 interface.

· it X2 interface is possible between the two nodes, then the source eNB will learn the list of CSG IDs and access modes of the new neighbour eNB through the Served Cell Information IE provided per cell,

· if X2 interface is not possible between the two nodes (e.g. new node is an HeNB and no X2 between macro eNB and HeNB) then the source macro eNB will request/retrieve the same Served Cell Information IE via the S1AP SON Configuration Transfer message. 
Since it is already proposed for other essential reasons (see tdoc R3-090xxx) to include the Served Cell Information IE in the SON Configuration message, the only addition requested by this solution is to include the list of supported CSG IDs in the existing Served Cell Information IE.

Initialisation phase: 

It is proposed to include the Allowed CSG List of the UE in the Handover Restriction List
Whenever the INITIAL UE CONTEXT is sent over S1 for a UE, it contains the HRL which provides the eNB with the allowed CSG list for the UE.
Handover phase

At handover time, the source eNB easily checks the suitability of the supported CSG ID for all the candidates wrt the allowed CSG list of that UE, then it sends the HO REQUIRED message towards an appropriate target cell.

Therefore this eliminates the multiple unsuccessful try and retry from eNB to MME.
3
Handling of CSG for 3G inbound Mobility
The same or similar solution is proposed to be applied for 3G to provide alignment between 3G and LTE.
Configuration Phase

· the list of CSG IDs IE supported by the target 3G HNB is included in a Served Cell Information IE,
· a SON Configuration Transfer message is added to RANAP that includes that Served Cell Information IE. That message is exchanged between target HNB and source NB+ (like in LTE).
· If an Iuhx interface is supported between the source NB+ and the target HNB to support the equivalent of LTE X2 handover and X2 SETUP procedure then this Served Cell Information IE is also included within that Iuhx SETUP RESPONSE message.
Initialisation Phase

· the Allowed CSG List IE of the UE is added to the SNA Access Information IE that is provided to the source NB+ within the COMMON ID message.
Handover Phase
Like for LTE, at handover time, the source NB+ easily checks the suitability of the supported CSG ID for all the HNB candidates wrt the allowed CSGs list of that UE, and finds out an appropriate target cell that it includes in the appropriate HANDOVER message as follows:
· if the source NB+ has no direct Iuhx interface towards the target HNB, it sends that HANDOVER message to the SGSN (SRNS RELOCATION REQUIRED message),

· if the source NB+ has a direct Iuhx interface towards the target HNB, it sends the HANDOVER message directly to the target HNB.

4
Conclusion
This paper has proposed a solution for the inbound mobility handling including CSG handling from source eNB. 
The advantages of the CSG handling solution presented in this paper are that:
· it is generic for all types of target nodes (macro, HeNB) and their access modes,
· it can be integrated with the SON ANR function,
· it has no UE impact,
· it works with or without the existence of an X2 interface,

· similar solution can be derived for 3g to provide alignment.
It is proposed to discuss these principles and to agree on the associated CR in tdoc R3-090xxx.
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