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First Change

8.6
NAS transport

8.6.1
General
The purpose of the NAS Transport procedure is to carry UE – MME signalling over the S1 Interface. The NAS messages are not interpreted by the eNB, and their content is outside the scope of this specification. The procedure may use an existing UE-associated logical S1-connection. If no UE-associated logical S1-connection exists, the establishment of the UE-associated logical S1-connection is initiated (and may be established) as part of the procedure.

The NAS messages are transported in an IE of the INITIAL UE MESSAGE, DOWNLINK NAS TRANSPORT or UPLINK NAS TRANSPORT messages.
8.6.2
Successful Operations

8.6.2.1
Initial UE Message
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Figure 8.6.2.1-1: Initial UE Message procedure

When the eNB has received from the radio interface the first UL NAS message transmitted on an RRC connection to be forwarded to an MME, the eNB shall invoke the NAS Transport procedure and send the INITIAL UE MESSAGE to the MME including the NAS message as a NAS-PDU IE. The eNB shall allocate a unique eNB UE S1AP ID to be used for the UE and the eNB shall include this identity in the INITIAL UE MESSAGE message. In case of network sharing, the selected PLMN is indicated by the PLMN ID part of the TAI IE included in the INITIAL UE MESSAGE message. When the eNB has received from the radio interface the S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message.

If the establishment of the UE-associated signalling connection towards the CN is performed due to an RRC connection establishment originating from a CSG cell, the CSG Id IE and Access Mode IE  shall be included in the INITIAL UE MESSAGE message. 
next change

8.7.3
 S1 Setup 

8.7.3.1
General

The purpose of the S1 Setup procedure is to exchange application level data needed for the eNodeB and MME to interoperate correctly on the S1 interface. This procedure shall be the first S1AP procedure triggered after the TNL association has become operational. This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E-UTRAN S1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. If the eNB or Home eNB initiating the S1 Setup procedure supports a CSG cell, the procedure shall report the CSG ID(s) and   Access Mode  of the supported CSGs.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: S1 Setup procedure: Successful Operation.

The eNodeB initiates the procedure by sending a S1 SETUP REQUEST message including the appropriate data to the MME. The MME responds with S1 SETUP RESPONSE including the appropriate data. 

The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished S1 interface is operational and other S1 messages can be exchanged.

If the eNB initiating the S1 SETUP procedure supports one (or more) CSG cell(s), the S1 SETUP REQUEST shall contain the CSG ID(s) and  Access Mode(s) of the supported CSG(s).

8.7.3.3
Unsuccessful Operation
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Figure 8.7.3.3-1: S1 Setup procedure: Unsuccessful Operation.

If the MME can not accept the setup it should respond with a S1 SETUP FAILURE and appropriate cause value.

If the S1 SETUP FAILURE messages include the Time To Wait IE the eNodeB shall wait at least for the indicated time before reinitiating the S1 setup towards the same MME.

8.7.3.4
Abnormal Conditions

If the eNB initiates the procedure by sending a S1 SETUP REQUEST message including the PLMN Identity IEs and the MME is not able to identify at least one of the PLMN provided by the eNB, then the MME shall reject the eNB S1 Setup Request procedure with the appropriate cause value e.g "Unknown PLMN".

next change

8.7.4
eNB Configuration Update 

8.7.4.1
General

The purpose of the eNB Configuration Update procedure is to update application level configuration data needed for the eNB and MME to interoperate correctly on the S1 interface.  This procedure doesn’t affect existing UE-related contexts, if any.
8.7.4.2
Successful Operation
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Figure 8.7.4.2-1: NB Configuration Update procedure: Successful Operation.

The eNB initiates the procedure by sending an ENB CONFIGURATION UPDATE message including the appropriate updated configuration data to the MME. The MME responds with ENB CONFIGURATION UPDATE ACKNOWLEDGE to acknowledge that it successfully updated the configuration data. If information element(s) is/are not included in the ENB CONFIGURATION UPDATE message, the MME shall interpret that the corresponding configuration data is/are not changed and shall continue to operate the S1 with the existing related configuration data.

If the supported TA(s) is(are) to be updatedthe MME shall overwrite the whole list of TAs.
If the supported CSG ID(s) is(are) to be updated, the whole list of supported CSG IDs including those that are not to be updated shall be included in the Supported CSG IDs IE.
If the supported access mode of the HeNB to be updated, the MME shall overwrite the old access mode.
The updated configuration data shall be stored in respective node and used for the duration of the TNL association or until any further update is performed from the eNB. 

The eNB may intiate a further eNB configuration update only after a previous eNB configuration update procedure has been completed. 
next change

9.1.7
NAS Transport Messages

9.1.7.1
INITIAL UE MESSAGE

This message is sent by the eNB to transfer the initial layer 3 message to the MME over the S1 interface.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject

	TAI
	M
	
	9.2.3.16
	Indicating the Tracking Area from which the UE has sent the NAS message.
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	Indicating the E-UTRAN CGI from which the UE has sent the NAS message.
	YES
	ignore

	S-TMSI
	O
	
	9.2.3.6
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	Access Mode
	O
	
	9.2.1.XX
	
	YES
	ignore


next change

9.1.8.4
S1 SETUP REQUEST

This message is sent by the eNB to transfer information for a TNL association.  

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Global eNB ID
	M
	
	9.2.1.37
	
	YES
	reject

	eNB Name
	M
	
	OCTET STRING
	FSS if IE is optional
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported  TAs in the eNB
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7


	Broadcast TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs 
	-
	

	 >>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	CSG Id List
	
	
	
	
	YES
	ignore

	   >CSG Id List Item 
	
	1 to < maxnoofCSGId >
	
	
	EACH
	ignore

	      >>CSG Id
	O
	
	9.2.1.63
	
	
	

	Access Mode
	O
	
	9.2.1.XX
	
	
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of Broadcasted PLMNs. Value is 6.


	Range bound
	Explanation

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


next change

9.1.8.7
     ENB CONFIGURATION UPDATE 

This message is sent by the eNB to transfer updated information for a TNL association.  

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB Name
	O
	
	OCTET STRING
	FSS if IE is optional
	YES
	ignore

	Supported TAs
	
	0..<maxnoofTACs>
	
	Supported  TAs in the eNB
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7
	Broadcasted TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs 
	-
	

	 >>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	CSG Id List
	
	
	
	
	YES
	ignore

	   >CSG Id List Item 
	
	1 to < maxnoofCSGId >
	
	
	EACH
	ignore

	      >>CSG Id
	O
	
	9.2.1.63
	
	
	

	 Access Mode
	O
	
	9.2.1.XX
	
	
	


next change

9.2.1.XX   ACCESS Mode 
This information element indicates the identifier of the HeNB’s Access Mode, as defined in [FFS].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Access Mode
	M
	
	ENUMERATED{Closed, Hybrid, Open }
	


9.2.1.63
CSG Id List 
This information element indicates a list of closed subscriber group identifiers.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CSG Id List
	
	1 to <maxnoofCSGIds>
	
	

	> CSG Id
	M
	
	9.2.1.62
	

	> Access Mode 
	M
	
	9.2.1.XX
	


	Range bound
	Explanation

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


next change

9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,


Cause,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


CNDomain,


CriticalityDiagnostics,

CSFallbackIndicator,

CSG-Id,
    AccessMode,

CSG-IdList,


Direct-Forwarding-Path-Availability,


Global-ENB-ID,


EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,


MMEname,


MME-UE-S1AP-ID,


NAS-PDU,


OverloadResponse,

… …
id-uEaggregateMaximumBitrate,

id-Cause,


id-cdma2000HORequiredIndication,

id-cdma2000HOStatus,


id-cdma2000OneXSRVCCInfo,


id-cdma2000OneXRAND,


id-cdma2000PDU,


id-cdma2000RATType,


id-cdma2000SectorID,


id-CNDomain,


id-CriticalityDiagnostics,


id-CSFallbackIndicator,

id-CSG-Id,
    id-AccessMode,

id-CSG-IdList,


id-Direct-Forwarding-Path-Availability,


id-Global-ENB-ID,


id-EUTRAN-CGI,


id-eNBname,


id-eNB-StatusTransfer-TransparentContainer,

… …
InitialUEMessage-IEs S1AP-PROTOCOL-IES ::= {


{ ID id-eNB-UE-S1AP-ID


CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory} |

{ ID id-NAS-PDU




CRITICALITY reject
TYPE NAS-PDU



PRESENCE mandatory} |


{ ID id-TAI




CRITICALITY reject
TYPE TAI





PRESENCE mandatory}|


{ ID id-EUTRAN-CGI

CRITICALITY ignore
TYPE EUTRAN-CGI



PRESENCE mandatory} |


{ ID id-S-TMSI




CRITICALITY reject
TYPE S-TMSI



PRESENCE optional}|


{ ID id-CSG-Id




CRITICALITY reject
TYPE CSG-Id



PRESENCE optional},
    { ID id-AccessMode


CRITICALITY ignore
TYPE AccessMode

PRESENCE optional},

...

}

next change

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

……
CellType ::= ENUMERATED {ffs,...} -- FFS: The definition of CellType

CGI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


cI



CI,


rAC



RAC





OPTIONAL

}

CI




::= OCTET STRING (SIZE (2))

CNDomain ::= ENUMERATED {


cs, 


ps 

}

CSFallbackIndicator ::= ENUMERATED { 


cs-fallback-required, 


... 

}

CSG-Id

::= BIT STRING (SIZE (28))

AccessMode :: = ENUMERATED{closed, hybrid, open }

CSG-IdList ::= SEQUENCE (SIZE (1..maxNrOfCSGs)) OF CSG-IdList-Item

CSG-IdList-Item ::= SEQUENCE {


cSG-Id


CSG-Id,
    accessMode      AccessMode

...
}

……
next change

9.3.6   
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM S1AP-CommonDataTypes;

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-HandoverPreparation 



ProcedureCode ::= 0

id-HandoverResourceAllocation 

ProcedureCode ::= 1

id-HandoverNotification 


ProcedureCode ::= 2

id-PathSwitchRequest 



ProcedureCode ::= 3

id-HandoverCancel 




ProcedureCode ::= 4

id-E-RABSetup





ProcedureCode ::= 5

id-E-RABModify 





ProcedureCode ::= 6

id-E-RABRelease





ProcedureCode ::= 7

id-E-RABReleaseIndication


ProcedureCode ::= 8

id-InitialContextSetup



ProcedureCode ::= 9

id-Paging






ProcedureCode ::= 10

id-downlinkNASTransport



ProcedureCode ::= 11

id-initialUEMessage




ProcedureCode ::= 12

id-uplinkNASTransport



ProcedureCode ::= 13

id-Reset






ProcedureCode::= 14

id-ErrorIndication




ProcedureCode ::= 15

id-NASNonDeliveryIndication


ProcedureCode ::= 16
id-S1Setup






ProcedureCode ::= 17

id-UEContextReleaseRequest


ProcedureCode ::= 18

id-DownlinkS1cdma2000tunneling

ProcedureCode ::= 19

id-UplinkS1cdma2000tunneling

ProcedureCode ::= 20

id-UEContextModification


ProcedureCode ::= 21

id-UECapabilityInfoIndication

ProcedureCode ::= 22

id-UEContextRelease




ProcedureCode ::= 23

id-eNBStatusTransfer



ProcedureCode ::= 24

id-MMEStatusTransfer



ProcedureCode ::= 25

id-DeactivateTrace




ProcedureCode ::= 26
id-TraceStart





ProcedureCode ::= 27

id-TraceFailureIndication


ProcedureCode ::= 28

id-ENBConfigurationUpdate


ProcedureCode ::= 29

id-MMEConfigurationUpdate


ProcedureCode ::= 30

id-LocationReportingControl


ProcedureCode ::= 31

id-LocationReportingFailureIndication
ProcedureCode ::= 32

id-LocationReport




ProcedureCode ::= 33

id-OverloadStart




ProcedureCode ::= 34
id-OverloadStop





ProcedureCode ::= 35

id-WriteReplaceWarning



ProcedureCode ::= 36
id-eNBDirectInformationTransfer


ProcedureCode ::= 37
id-MMEDirectInformationTransfer


ProcedureCode ::= 38
id-PrivateMessage




ProcedureCode ::= 39

-- **************************************************************

--

-- Extension constants

--

-- **************************************************************

maxPrivateIEs 





INTEGER ::= 65535

maxProtocolExtensions 



INTEGER ::= 65535

maxProtocolIEs





INTEGER ::= 65535

-- **************************************************************

--

-- Lists

--

-- **************************************************************

maxNrOfCSGs







INTEGER ::= 256

maxNrOfE-RABs






INTEGER ::= 256

maxNrOfInterfaces





INTEGER ::= 3   --FFS

id-Inter-SystemInformationTransferTypeMDT

ProtocolIE-ID ::= 122
id-Target-ToSource-TransparentContainer


ProtocolIE-ID ::= 123
id-SRVCCOperationPossible





ProtocolIE-ID ::= 124
id-SRVCCHOIndication






ProtocolIE-ID ::= 125
id-NAS-DownlinkCount






ProtocolIE-ID ::= 126
id-CSG-Id









ProtocolIE-ID ::= 127
id-CSG-IdList








ProtocolIE-ID ::= 128
id-Accessmode








ProtocolIE-ID ::= XXX
END
end of changes
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