3GPP TSG-RAN WG3 MEETING # 63




 R3-090254
Athens, Greece, 9th – 13th February 2009
Agenda item:
15.10.4
Source: 
ZTE

Title: 
HNB Access Mode handling procedure
Document for:
Discussion and Approval
1. Introduction

HNB open/hybrid access modes are proposed last meeting [1]. When performing UE registration and access control, methods of dealing with HNB access mode (open/closed/hybrid) shall be introduced.
This contribution aims to introduce HNB Access Mode handling procedure during the procedure of UE registration and access control.
2. Discussion

According to the proposal of HNB access mode [1], HNB access modes are defined as follows. 

Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell. 

Closed access mode: HNB/HeNB operates as a CSG cell. This is the mode as defined in Rel-8. This is a CSG cell where only CSG members are allowed access. 

Hybrid access mode: a CSG cell where at the same time, non-CSG members are allowed access.
As mentioned above, there are three access modes for HNB. Accordingly, there’re two access methods for UE, CSG and no CSG. That means the network needs to make judgment on HNB access mode and decides the access methods for UE.
This contribution suggests to introduce HNB Access Mode handling procedure during the procedure of UE registration and access control. There are two network elements (UE and CN) which have the ability of deciding the UE access methods, since they both store the CSG information (the White List). To enable them to judge the UE access method, they must be informed the access mode of the HNB that UE try to access. 
All the discussions below are based on UE and HNB network of Rel-8 or latter versions.
OPTION 1: UE based handling procedure
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Figure 1: UE based handling procedure
Figure 1 illustrates UE based handling procedure. 
1. When the UE tries to access a HNB and detect the HNB access mode through the broadcast information of the HNB, it decides its access method (CSG or NON-CSG) with reference to its white list and HNB access mode information. That means,
a) If HNB access mode is open, the UE access method is always NON-CSG (or can be called “open”);

b) If HNB access mode is closed, the UE will check its white list and decide whether it can access to this CSG of HNB;

c) If HNB access mode is hybrid, the UE will check its white list first and decide whether it can access to this CSG of HNB. If UE has no authority to access this CSG, the UE access method will be NON-CSG (open).
2. After the UE access method decision, RRC connection is established between UE and HNB. A new IE “Access method Indicator” (the value is open or closed) can be optionally included in RRC message, for example RRC Connection Request or RRC Connection Setup complete. This indicator can inform the UE-decided access method to the HNB.
3. The UE initiates the procedure by sending the RRC initial direct transfer message to the HNB. “Access method Indicator” (the value is open or closed) can be optionally included in this message.

4. The HNB sends the UE registration message to the HNB GW. According to the HNB access mode information, the HNB GW checks the value of “Access method Indicator” is legal or not. That means if HNB access mode is open and UE access method is closed or if HNB access mode is closed and UE access method is open, these two access requests should be forbidden.
5. The HNB GW sends the UE registration acknowledge message to the HNB.

6. If the access request is permitted, the HNB sends the Connect message (includes initial UE message) to the HNB GW. The CSG-id of HNB in this message is optional. If the “Access method Indicator” is “closed”, CSG-id should be included; if the “Access method Indicator” is “open”, CSG-id should be omitted.
7. SCCP connection is established between the HNB GW and CN.
8. The CN may optionally perform Mobility Management procedures, e.g. Authentication procedure.
9. The CN may optionally perform access control of UE. If the CSG-id is not included in Step 7(which means the “Access method Indicator” is “open”), the access control should be cancelled. If the CSG-id is included in Step 7(which means the “Access method Indicator” is “closed”), the access control is necessary.
10. After granted access the UE then continue with the NAS procedure towards the CN, via HNB and the HNB-GW.
The method mentioned above (option 1) introduces the judgment procedure of HNB access mode on the UE. In this method, the CN don’t need to know the HNB access mode and make the decision of UE access method. It can simplify the handling procedure of CN and minimize change to the CN. But this method needs to introduce new IE in RRC message and UE registration message.
OPTION 2: CN based handling procedure
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Figure 2: CN based handling procedure
Figure 2 illustrates CN based handling procedure.
1. When a UE tries to access the network, it initiates the RRC connection establishment to the HNB.
2. After the RRC connection is established, the UE sends the RRC initial direct transfer message to HNB.
3. The HNB sends the UE registration message to HNB GW. The HNB access mode information is optionally provided in this message(that means the information can be provided by the HNB GW for the information may be transmitted from the HNB to the HNB GW during the HNB registration procedure).
4. HNB GW always accepts the CSG UE and completes the UE registration.

5. HNB GW responses to HNB with the UE registration accept message.

6. HNB then sends the Connect message (includes initial UE message) to the HNB GW. The HNB ’s CSG-id must be included.
7. The SCCP connection is established between the HNB GW and the CN. The HNB access mode information is transmitted from the HNB GW to the CN in this procedure.
8. The CN may optionally perform Mobility Management procedures, e.g. Authentication procedure.
9. The CN perform the access control. First the CN should decide the access method(CSG or NON-CSG) of UE , according to the stored white list in the CN and HNB access mode information provided in step7. That means,
a) If HNB access mode is open, the UE access method is always NON-CSG (or can be called “open”);
b) If HNB access mode is closed, the CN will check the white list and decide whether the UE can access to this CSG of HNB;
c) If HNB access mode is hybrid, the CN will check the white list first and decide whether the UE can access to this CSG of HNB. If UE has no authority to access this CSG, the UE access method will be NON-CSG (open).
10. After granted access the UE then continue with the NAS procedure towards the CN, via HNB and the HNB-GW.
The method mentioned above (option 2) makes no changes to the RAN side of HNB system. But in this method the HNB access mode information must be transmitted to the CN, and the CN should make the decision of UE access method.
3. Conclusion and Proposal

In this contribution, HNB Access Mode handling procedure is introduced during the procedure of UE registration and access control. Two optional methods are included,
Option 1: UE based handling procedure. It makes no change to the CN and simplify the handling procedure of CN. But it needs to make some changes to the RAN side.
Option 2: CN based handling procedure. It makes no changes to the RAN side. But the HNB access mode information must be informed to the CN. And the CN needs to make the decision of UE access method.
To simplify the handling procedure of CN and minimize change to the CN during the UE registration, we prefer the OPTION 1 (UE based handling procedure).
As discussed above, we propose to discuss and reflect the above conclusions in the relevant 3G specification (i.e. in TS 25.467).
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