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1. Introduction
It has been agreed at the past RAN3 meeting (3G HNB ad hoc; October 21st-22nd; [1]) , that UE Registration procedure is mandatory required for allocating a UE Context within the HNB RAN and, optionally, for performing Closed Access control in the HNB-GW based on the provided UE identity (e.g. on the UE’s IMSI). 

RAN3 already acknowledged that there are cases where the HNB-GW should not perform any access control on the incoming UE. Such cases are the following:

· Release 8 UEs registration, when both UE and the accessed HNB support Closed Subscriber Groups (CGS)
· Specifically for an Emergency Call (EC), when the accessed HNB has access restrictions and therefore the controlling HNB-GW is supposed to run the mandatory Closed Access control, HNB should somehow inform the HNB-GW via the HNBAP: UE REGISTRATION REQUEST message that it shall acknowledge the UE registration without applying any access restriction.
· If the HNB is “Open” access, then mandatory access control at HNB-GW is not required for pre-release-8 Recently, SA1 has decided [4], three different modes for HNB, namely “Open”, “Closed” and “Hybrid”.UEs.
·  
The first scenario is already covered by contribution ([2]). This paper aims to address the second and third bullet point above. In

 order to avoid the unnecessary access control at the HNB-GW, it is necessary that the HNB access mode capability should be indicated to the HNB-GW. This contribution offers proposed modifications on TS 25.469 and also text proposal to TS 25.467.
2
Discussion
2.1 Background on HNBAP
As mentioned in [1], three different types of mode of access are defined for HNB/HeNB. 

· Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell. 

· Closed access mode: HNB/HeNB operates as a CSG cell. This is the mode as defined in Rel-8. This is a CSG cell where only CSG members are allowed access. 

· Hybrid access mode: a CSG cell where at the same time, non-CSG members are allowed access.
Although the LS reply [1] refers to release-9, it is specifically mentioned that the operators would like to recommend that hybrid access mode is implemented in release 8 if it does not affect the Release-8 timescale. So, we would like to make effort to standardize the HNB access modes in Release-8 time frame. For the proper functioning of mandatory access control mechanism in the HNB-GW, the HNB-GW must be aware of the access mode of the HNB. This will avoid unnecessary access control at HNB-GW when the HNB is open access or (may be hybrid access). Also, the HNB-GW can perform special access control mechanisms for hybrid access control HNB.

This paper discusses some of the possible solution in the following sections.

Section 2.2 describes
 the proposed modifications to TS 25.469 and section 2.3 captures the text proposal for TS 25.467.
2.2 HNB Registration Procedure 

The purpose of the HNB Registration Procedure is to register the HNB with the HNB-GW to enable the HNB-GW to provide service and core network connectivity for the HNB.
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Figure 1 HNB REISTRATION Procedure

The HNB can indicate its capability during the HNB Registration procedure in the HNBAP HNB REGISTER REQUEST message by using a new HNB Capability Information IE.

	PARAMETER
	PRESENCE
	RANGE
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1
	
	yes
	Reject

	HNB Identity
	M
	
	9.2.2
	
	Yes
	Reject

	HNB Location Information
	M
	
	9.2.3
	
	Yes
	Reject

	HNB Capability Information
	M
	
	9.2.x
	
	Yes
	Reject

	PLMN-ID
	M
	
	9.2.14
	
	yes
	Reject

	Cell-ID
	M
	
	9.2.25
	
	Yes
	Reject

	LAC
	M
	
	9.2.11
	
	Yes
	Reject

	RAC
	M
	
	9.2.12
	
	Yes
	Reject

	SAC
	M
	
	9.2.13
	
	Yes
	Reject


9.2.x
HNB Capability Information

HNB Capability Information IE is sent from the HNB to HNB-GW to provide information on the capability of the HNB.

	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	HNB Capability Information 
	
	
	
	

	 > Access control type
	M
	(Open, Closed, Hybrid)
	
	


2.3 Text proposal for stage-25.467


---------------------------Start of a new section------------------------------------

5.1.3
UE Registration without Access Control in the HNB RAN
The following scenario applies when a not registered UE attempts to access the HNB for an Emergency Call or when the HNB has been configured to perform Open Access. 
In these cases, unless protocol errors are detected, the UE Registration procedure shall always succeed and the UE shall be always accepted by the HNB RAN.

Precondition for this scenario is that the UE or the HNB does not support CSG.
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Figure 5.1.3-1. UE Registration without access control
1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE shall include its identity and the reason for the connection request in the Initial UE identity IE and I the Establishment cause IE respectively of the RRC: CONNECTION REQUEST message (step 1).

2.
The UE then transmits an RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of identity (IMSI or TMSI or …; step 2). 
3.
If there is no context id exists for the UE and also UE IMSI is not received during the RRC Initial Direct Transfer message, then except for the Establishment Cause IE HNB shall perform the Common ID procedure to get the UE IMSI.
Then HNB proceeds according to section 5.1.1.   
4.
The HNB attempts to register the UE on the HNB-GW, by transmitting the HNBAP: UE REGISTER REQUEST. This message contains at a minimum: 

-
UE Identity: whatever identity has been provided by the UE in step 1

-
Registration Cause, reflecting the Establishment Cause IE value provided by the UE in step 1 

5.
The HNB-GW receiving an HNBAP: UE REGISTRATION REQUEST message from an “Open” access mode HNB always accepts the UE Registration (step 6) and allocates a Context-id to that UE (step 7). Else, if the received HNBAP: UE REGISTRATION REQUEST message is from a “Hybrid” or “Closed” access mode HNB, the HNB-GW checks the UE Registration cause and if this is for an “Emergency Call”, it immediately allocates a Context –id to that UE (step 7). In all other cases (i.e. the HNBAP: REGISTRATION REQUEST comes from a “Closed” or “Hybrid” access mode HNB with a Registration Cause not for “Emergency Call”), the HNB-GW proceeds according to section 5.1.1.
Notes: If the HNB is “hybrid” access mode, and UE IMSI is not in the access control list, the HNB-GW may still accept the UE registration and allocate a context-id for the UE. This handling may be used for service differentiation purposes.
6. Upon detection of the HNBAP: UE REGISTRATION ACCEPT message from the HNB-GW, the HNB sends to the HNB-GW an RUA: CONNECT message containing the RANAP Initial UE message (step 8).

7. The reception of the RUA: CONNECT message at the HNB-GW triggers the setup of SCCP connection towards the CN. HNB-GW forwards the Initial UE Message to the CN (step 9). 

8. The CN responds with a SCCP Connection Confirm message (step 10).

9. The UE then continues with the NAS procedure (e.g. Location Updating procedure) towards the CN, via HNB and the HNB-GW (step 11).

---------------------------End of the new section------------------------------------
---------------------------Start of the new section------------------------------------

5.2
HNB Registration

1. The HNB then attempts to register with the serving HNB-GW using a HNB REGISTER REQUEST message. The message contains:

a. HNB Location Information: The HNB provides location information via use of one or more of the following mechanisms:

i. detected macro coverage information (e.g. GERAN and/or UTRAN cell information) 

ii. geographical co-ordinates (e.g. via use of GPS, etc)

iii. Internet connectivity information (e.g. IP address).

b. HNB Identity: the HNB has a globally unique and permanent identity. 
c. HNB Operating Parameters: Such as the selected LAC, RAC, SAC, etc.

d. HNB access control: (Open, Hybrid, Closed)
HNB-GW knows whether the HNB is restricted (i.e. closed access, hybrid access or open access) during the HNB Registration procedure. HNB-GW stores this information for further use, until either the HNB deregisters from the HNB-GW or updates this information via HNBAP procedure.

---------------------------End of the new section------------------------------------
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