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1. Introduction
This document summarises the work progress on ETWS work for EPC/E-UTRAN, discuss the outstanding issues which includes the issue on coordination between S1AP and SBc-AP and the issue on the necessary changes needed in S1AP and proposes to agree on the actual CR against 36.413..
2. Discussion
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Figure1: Warning message delivery procedure 
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Figure2: Agreed protocol stack for S1 and SBc
2.1 Progress on ETWS work
1. Interface between CBC and MME is SBc.
Protocol for SBc interface is SBc-AP [2] (see fig.2), which according to CT4 discussion, should be based on SABP, in order to minimise the change on CBC.
2. ETWS message identification.
ETWS message is uniquely identified by using Message Identifier and Serial Number.
By using Message Identifier and Serial Number, duplication detection can be performed by the eNB to minimise the impact of S1 flex where there might be several ETWS message, of the same contents, sent by two different MMEs.
3. ETWS message transmission mechanism between the network nodes is summarised as follows:
· CBE – CBC:

· CBE sends emergency information (e.g. "warning type", "warning message", "impacted area", "time period") to the CBC 

· CBC – MME: 
· CBC selects the MME to be contacted by using the “impacted area”.

· The WRITE-REPLACE WARNING REQUEST sent from CBC to MME will contains at least the following [1]: 
Message identifier, Serial Number, Tracking Area ID list, Warning Area, OMC ID, Warning Type, Warning Message, etc.. (other parameters FFS)
· MME – eNB: 
· The MME uses the TAI list to determine to which eNB to forward the WRITE-REPLACE WARNING REQUEST to. If the TAI list is empty the MME shall send the warning message to all eNBs that are connected to the MME.
· MME forwards the WRITE-REPLACE WARNING REQUEST to the eNB.

· The eNB uses the Warning Area to determine to which cells the warning message needs to be sent.
Warning Area shall be a list of Cell ID and/or TAIs and/or one or more Emergency Area ID.
The eNB is configured with the TAI(s) and Cell ID(s) it serves and the Emergency Area ID(s) that it belongs to. The eNB checks for any match of the contents of the Warning Area with these IDs to identify the cells where to distribute the warning message.
If the Warning Area is absent, it shall be interpreted as "all cells on the eNodeB"
4. Response messages

· Response message from CBC to CBE is performed after CBC receives response message from MME. (Step3,4)

The response message from MME to CBC contains a confirmation that MME has started to distribute the message to the eNBs.
If the response message from MME is not received by the CBC within an appropriate time period, the CBC can attempt to deliver the Warning message via another MME in the same pool area.
· However, response message from MME to CBC does not wait the confirmation message from eNB to MME. (Step 6)

5. Message Repetition set in the SBc-AP and S1AP
According to [1], repetition period is subject to regulatory requirements. Hence mechanism for message repetition set by CBC (as existed in UTRAN SABP) needs to be defined in S1AP as well as in SBc-AP.
6. Non existence of Kill Message
SA2/RAN3 already decided that SABP Kill-like message is not necessary for ETWS case.
The eNB will perform the number of broadcast as indicated in Number Broadcasts Requested IE. 
An ongoing broadcast may be over-written or replaced with the new broadcast message, if the broadcast message satisfy the following:
- The new broadcast message has the same Message Identifier with an advance Serial Number
7. Maximum size of warning message
According to the agreement in RAN2, the maximum size of warning message is defined by the SIB11 capability to broadcast, which is 1200bits times 64 segments (9600 bit). .
8. Security Contents

· Unless they are not used by that PLMN, the "digital signature" and "timestamp" information are transmitted within the "Warning message"
· However, there is a requirement that Primary Notification needs to be secured independently from Secondary Notification, hence to secure Primary Notification the Security Information needs to be defined also outside the “Warning Message”
9. Air Transmission
RAN2 has decided that ETWS message will be transmitted using SIB10 for Primary Notification broadcast, and SIB11 for Secondary Notification broadcast.

· The Paging message is sent to idle UE to indicate that the ETWS message is being broadcast.

· The UE then receives SIB1 to find the necessary information to receive SIB10/11.

· The behaviour of active UE is under discussion in RAN2.  

3. Discussion 1: Coordination between S1AP and SBc-AP

There are two solution for S1AP and SBc-AP coordination:

Solution1: All ETWS related IEs are defined in SBc-AP, S1AP references the SBc-AP.
Solution 2: vice versa (define all IEs in S1-AP, SBc-AP references the S1-AP)

DOCOMO prefers solution 2, considering that the TS in CT4 is new, hence it would be cleaner and more thorough to define the necessary information in S1AP. In addition to that, the principle of avoiding same changes in two specifications should be applied.
4. Discussion 2: Necessary information in S1AP procedure based on 23.401
Based on the working progress in summarised in section 2, the following IE is foreseen necessary in Write-Replace Warning procedure.
Table 1: Necessary IEs for Write-Replace Warning procedure according to 23.401

	Message Name
	IE
	The usage of the IE
	Proposed presence, coding and the reasoning

	WRITE-REPLACE WARNING REQUEST
	Message Type
	This is IE is to identify the type of S1AP message
	-

	
	Message Identifier
	This IE is sent transparently to the UE. The UE uses this IE  to identify the source and type of the warning message, as defined in [2]. 

The eNB does not know the meaning of this UE. However, this IE is used by the eNB together with the Serial Number IE, to uniquely identify the warning message carried within WRITE-REPLACE WARNING REQUEST message
	Mandatory
Bit String of 16 bits.

Reasoning: Aligning with SABP.

	
	Serial Number:

- Old Serial Number

- New Serial Number
	This IE is sent transparently to the UE. The UE uses part of this IE to identify a particular behaviour that it should activates, e.g. popup, buzzer, etc.
The eNB does not know the meaning of this IE. However, this IE is used by the eNB together with the Message Identifier IE, to uniquely identify the warning message carried within WRITE-REPLACE WARNING REQUEST message.
	Mandatory for New Serial Number,
Optional for Old Serial Number
Bit String of 16 bits.

Reasoning: Aligning with SABP

	
	Warning Area
	This IE is used by the eNB to identify to which area this message needs to be broadcast.
	Optional

It shall be a combination between:
- Cell ID list
- TAI list
- Emergency Area ID list

Editor's note:
Stage 3 specifications should fully standardize the Emergency Area ID concept. For example, it could be 2 octets long; not more than 16 Emergency Area IDs in the Write-Replace message; and the eNodeB should be capable of being configured to be a member of at least 128 Emergency Areas.


	
	Repetition Period
	This IE is used to indicate the periodicity of secondary message to be broadcast.
	Mandatory
INTEGER (1..4096)
Range is 1 to 4096 where each unit will represent a repetition of one second to a maximum of once per ~1 hour
Reasoning: aligning with SABP

	
	Number of Broadcasting Requested
	To indicate the number of the message needs to be broadcast.
	Mandatory

INTEGER (0..65535)
Reasoning: aligning with SABP

	
	Warning Type
	This IE is sent transparently to the UE.  In the UE this IE identifies the type of warning

However, the existence of this IE indicates to the eNB that it needs to send Primary Notification. 
	Optional
BIT STRING (0..255)
Reasoning: The value defined in 23.041 is transparently conveyed.

	
	Warning Security Information
	This IE is sent transparently to the UE. This IE indicates the necessary information for security purposes, e.g. digital signature and time stamp.

Due to the security requirement such that Primary Notification should be able to be secured independently from the Secondary Notification, this IE needs to be in the message level.
	Optional
OCTET STRING (50)
Reasoning: 
Based on the LS from SA3 in [3,4], it is proposed to define a 50byte length Warning Security Information.

	
	Message Contents
	The contents of the warning message. (ETWS Secondary Notification)
	Mandatory
OCTET STRING (SIZE(1..9600))

Reasoning: The contents of warning message that can be sent in SIB11 is 64x1200bit

	WRITE-REPLACE WARNING RESPONSE
	Message Type
	
	See above

	
	Message Identifier
	
	See above

	
	Serial Number:
-New Serial Number


	
	See above

	
	Number of Broadcast Completed List
	This IE shows the number of broadcast completed in the corresponding area.
This IE is needed so that the result of successful number of broadcasts and its corresponding area may be reported for OAM purposes. 
	Optional
This IE will contain Number of Completed Broadcast in the concerning warning area (CellID and/or TAI and/or Emergency Area ID)


5. Discussion 3: Necessary information in S1AP procedure not explicitly specified in 23.401

The following IE needs to be included in WRITE-REPLACE WARNING REQUEST
Table 2: The necessary IEs for Write-Replace Warning procedure not explicitly included in 23.401
	
	Data Coding Scheme
	This IE is sent transparently to the UE. This IEis used to identify the alphabet or coding employed for the message character and message handling at the UE.
	Mandatory
Bit String (size(8))

Reasoning: aligning with SABP

	
	Category
	This IE is used to indicate to the eNB the priority of the warning message (compare to other warning message).
	Optional
ENUMERATED(High Priority, Background, Normal)

Reasoning: aligning with SABP


6. Discussion 4: Emergency Area concept

DOCOMO proposes to define Emergency Area ID as the following:

- Emergency Area ID is 16 bits long
- The relation between Emergency Area ID and the E-CGI should be operator’s implementation matter
7. Conclusion and Proposal
1. It is proposed that for coordination between S1AP and SBc-AP, RAN3 agrees to alt.2 approach where the necessary specification is done in S1AP, and SBc-AP will reference S1AP for details.

2. It is proposed that the IEs in table 1 and 2, with their proposed presence and coding, are agreed to be included into Write-Replace Warning procedure. The actual CR against 36.413 is provided in [5].
3. It is proposed that RAN3 agrees on the following definition of Emergency Area ID:
- Emergency Area ID is 16 bits long
- The relation between Emergency Area ID and the E-CGI should be operator’s implementation matter
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