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1
Introduction
The current ANRF function description in [2] does leave it open how a transport address (TLA) lookup using Global-CID is realized.

The difficulty to automate the retrieval of the IP addresses in a multi-vendor context has been analysed in [1]. Two solutions have been proposed so far in RAN3: one TNL solution via a DNS approach in [3] and one RNL solution based on S1 interface. This paper compares these two solutions.

2
Drawbacks of the TNL Solution (DNS-Server Hierarchy) compared to an RNL Solution (S1AP)
2.1
Summary of the drawbacks already mentioned during the Telco in October 
The TNL solution via a DNS approach has been presented in [3]. Even though this solution seems workable, the following drawbacks have already been identified during the initial discussions during the telco:

Standardization impact

The TNL solution requires a standardization effort to define a standardized cross-domain FQDN and associated building rules; RAN3 is not the group to do that, so the implication of other groups will delay the feature.
OPEX impact
The TNL solution requires the operator to create and maintain a new external database which contains redundant information to the one that is already available in the O&M system database and in every eNB.
CAPEX impact

The use of DNS server equipments requires to build a hierarchy of DNS servers for the cross-operator domain operation as explained in [3]. This means to buy and integrate extra-DNS server equipments to build this hierarchy even if the operator has already intra-domain DNS server equipments. This is at the expense of the operator.
Security Concerns

The security question was not addressed in [3]. It is not desirable that an attacker could access to the IP address of an eNB. With the RNL solution, the security comes for free on the S1 interface which is already secured with IPSec (because of key transfers).
Limited solution

The DNS Server solution is limited to solve the problem of “retrieval of IP addresses” because it is a TNL based solution using DNS servers. On the contrary, an RNL solution using S1AP could be easily extended in the future months to carry other ANR information (e.g. inter-RAT case) and from that perspective it is more future-proof.
2.2
Additional drawbacks not already mentioned during the Telco in October 

Here are some additional drawbacks not yet discussed:
Reliability
An additional drawback not yet mentioned is the availability of DNS servers. DNS servers are usually not “five 9” equipments meaning that some outage can be tolerated because they are not essential for real-time operation of the network. On the contrary, the configuration involved in the ANR process would suffer from outages  (one cannot wait too long when a new cell is detected by UEs that might wish to handover); therefore more in the scope of the availability of an MME than a DNS server.

Mandatory DNS Server 
Today DNS server is not a mandatory element and adding requirements putting it in the path of the critical functionality is the wrong way to go. DNS would be yet another box that the eNB will have establish secure tunnels. It is better to keep this to the 3GPP nodes.
NMS Coordination and delay 
With the DNS server which replicates the database, the configured data must be kept in-synch between the southbound interface and DNS servers. If the operator wants to manage from a central place in a standardized solution from the NMS it will involve RAN3, SA5 and possibly IETF which will take delay. In the RNL solution, the IP addresses exchanged between the eNBs come from the OMCs which are connected to the NMS via the N-interface.
3
Conclusion
An RNL solution based on S1AP is not perfect and present some limitation in use. However, when comparing in this paper with the many drawbacks that come with a TNL solution, it is concluded preferable to go with the RNL S1 solution.

The RNL S1 solution turns out to be the only one that can enable a fully automated SON ANR function to be deployed within the release 8 timeframe at no expense, no configuration effort and no security risk for the operator.
It is therefore proposed to agree on one of the two RNL S1AP solution variants proposed at this meeting.
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