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Basic assumption

In order to understand how the parameters within HNB network needs to be configured the following assumptions need to be considered:

· The number of the HNBs is considered to be similar to the numbers of UEs in the NW. (Millions of HNBs)

· The number of HNB GWs is considered to be equal to other aggregation nodes in the Network (RNCs, etc.). However, the capacity of HNB GW’s shall scale according to the deployments of operators in oder to reduce the number of nodes.
· The number of HNB O&M systems (ACS) shall be very limited  for the whole network (e.g. only one or a few in order to provide resilience) 
Introduction

Current assumption for 3G HNB O&M architecture is based on the re-use of TR-069 as defined by Broadband Forum [1]. The re-use of TR-069 is beneficial as this protocol is already in widespread use by DSL network operators to manage Customer Premisies Equipment (CPE) e.g. for
· Residential Gateways for broadband access;
· Set-top boxes for IP-TV.
The TR069 protocol is designed in the multi-vendor way and can support a huge amount of CPEs. Furthermore this protocol is easily expandable to also manage other CPE at the subscriber’s home. TR-069 includes functions for configuration management, software upgrade, diagnostics, event management, performance monitoring.
Proposal 1: To re-use of TR-069 protocol as O&M protocol for the HNB management between automatic configuration server (HNB O&M /ACS)) and HNBs for all the provisioning and assurance tasks. This requires the standardization of the Tr-069 data model of the HNB. It is proposed to coordinate with Broadband Forum.
Problem Statement
Current usage of TR-069 protocol is focussed on a more or less static management of the CPE at subscribers home. The following examples should provide some explanation to this statement.

In case the CPE to service provider network communication goes down due to node failure, there is no need to modify parameter values neither in the CPE at the subscribers home, nor in the node now substituting the failed node in the service providers network. Furthermore the managed parameters in the CPE have no dependence at all on parameter values used in other network nodes.
These assumptions are no longer valid in HNB/HNB-GW architecture, especially with respect to avoiding potential interference in the radio network. Also changes in the macro radio network can have impact on parameter settings in the HNB.
Discussion
The figure below is used to discuss the basic problems encountered with respect to parameter settings in an architecture where at least some parameters depend on:
· use of different entrance points to the Core Network (CN);

· environmental conditions at the subscriber site;

· Parameter changes due to subscriber interaction.
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Figure 1: Architectural overview
Based on the points described in chapter “general assumptions” the following can be concluded:

· All HNB managable parameters should be configured in one place ( exept of the cases where there are e.g. sequrity reasons to do deviate from that principle).
· The duplication of the parameters in different nodes need to be avoided ( exept of the cases where there are e.g. sequirity reasons to do otherwise ) in order to minimise the need for coordination of such parameters.

· The number of interfaces towards operator tools need to be minimised.

Proposal 2:
· The ACS (HNB O&M) is the only master allowed to modify all parameters that are described as manageable data in the HNB.

· The HNB-GW O&M is the only master allowed to modify manageable parameters within the HNB-GWs needed for HNB GW operation. 

Conclusions
Based on the discussion above the following is proposed to be discussed and agreed:

· The ACS (HNB O&M) is in general the only master allowed to modify all parameters that are described as manageable data in the HNB. The exception can be made only if there are e.g. security reasons. In such cases the coordination of these parameters will need to be standardised.
· To re-use TR-069 protocol as O&M protocol for the HNB management between Automatic Configuration Server and HNBs and inform broadband forum about this decision.
· The HNB-GW O&M is the only master allowed to modify manageable parameters within the HNB-GWs needed for the HNB GW operation. 

· The parameters requiring coordination between HNB-GW and HNB need to be identified. In the case that   coordination is needed between HNB-GW and HNB this should be done in a standardised way over already envisioned interfaces (Iuh).
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