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1. Introduction
The standardisation of 3G HNB solutions is going to come after first field deployments, which may cause Operators to cope with complicate migration paths from those deployment solutions to the standardised ones.

In order to allow this process being as smooth as possible, it is necessary, even if challenging, to define a Release 8 comprehensive framework, able to accommodate different deployment options, keeping at same time a fully open Iuh interface.
In this document it is proposed to approve a general criterion for the definition of HNBAP procedures, in order to provide the Iuh architecture with adequate flexibility, with respect to the main issue of Access Control function.
2. Discussion
In the next sections a comparison of possible Access Control strategies and their location in network entities is performed and a way forward is outlined.
2.1. Strategies for Access Control
According to TR 25.820 two access control strategies are possible in the pre-R8 framework:

a) A UE is allowed to camp only on its own authorized HNB, that is it has rights for services fruition. In the following it is referred as “tight camping”
b) A UE is allowed under particular conditions to camp on a HNB even if it does not have rights for services fruition under that HNB. In the following it is referred as “loose camping”
Both strategies are based on the assignment of a LAC dedicated to the coverage area of the femtocell and standard LAU procedure. In Option a) a UE, trying to camp on a HNB, will get a LAU Accept only if it has services access rights under that HNB, otherwise it will receive a LAU Reject and will store the LAC as forbidden until the switch off of the mobile. In Option b) a UE will get a LAU Accept from all HNBs broadcasting the same LAC as its own authorised HNB. The UE will be redirected to the macro network at service set up.
Most of the following analysis is based on TR 25.820 conclusions.

Reasons for Option a) are:
· Unambiguous display camping indication.
· Shorter set up time than Option b).
· Optimised load to the core network, because of successful LAU only when needed.
Main drawbacks are:

· the UE may not be able to camp on its own HNB in case it has previously got a LAU Reject by a HNB broadcasting the same LAC and that LAC is still in the list. The probability of this event may be minimized by means of proper LAC configuration.
· it may shorten battery life, because of more frequent LAUs than Option b).
Reasons for Option b) are:

· the UE is granted access to its own authorized HNB, since it never gets a Location Area Reject associated to the LAC broadcasted by its own HNB
· longer battery life than Option a)

Main drawbacks are:
· Misleading display notification about camping. This prevents the possibility to use display camping notification at all
· More signalling towards the core network, since there is an increase of the successful LAUs, that are forwarded to the core network

· Longer call set up time than Option a), because of the need for redirection towards the macrocell.
· As stated in TR 25.820 “hand-over or redirection might not always work, e.g. in case there is no macro cell in coverage. In this situation, a non-allowed UE camping on a Home NodeB cell would “erroneously” indicate to the user that it is in-service”.
From the end user point of view it may be summarised that Option a) has the drawback of non granted access to authorized HNB, while Option b) has the drawback of not allowing display camping notification and, if macro-coverage is not available, the customer may have an erroneous service indication.
Once again it has to be emphasized that both Access Control strategies have consistent drawbacks and the CSG framework should be standardised as soon as possible.
Table 1 summarizes advantages and drawbacks of the two main access control strategies discussed so far in RAN WGs.
	
	Tight
	Loose

	Service aspects
	Authorized camping may be forbidden
	No display notification

Possible erroneous service indication

	Signalling Load CN
	Minimised
	Higher than Tight Access Control

	Signalling load backhaul
	Depend on Access Control location
	High

	Battery life
	Possible Impact
	Possibly longer than Tight Access Control


Table 1: Comparison of Tight and loose Access Control strategies
2.2. Location of the Access Control functionality
Pre R8 Access control location may be
1. in HNB;
2. in HNB GW.
The main advantage of Option 1) is that in case of rejection, signalling does not flow through the backhaul network. 
The main drawback of option 1) is that IMSIs are configured at the HNB.

Option 2) has the opposite advantages and drawbacks

In general it is possible to consider some hybrid approaches where both mechanisms are allowed, but they are not considered in this contribution
Loose camping is compatible only with location in HNB GW, since the HNB may not hold a DB including information related to all femto users

In summary, the main advantage of Option 1 is that all signalling related to unauthorized attempts is blocked at the HNB, while the main advantage of Option 2 is that IMSIs are not configured in the HNB.
2.3. Comparison of possible implementation options and way forward
As stated by TR 25.820 both Access Control strategies have consistent drawbacks in terms of service aspects and network impacts. In the same way both function locations have significant pros and cons. So it is not possible to individuate an objectively preferable solution. In order to allow a comprehensive and flexible framework it is proposed that:
· Both Access Control strategies are allowed
· Both Access Control function locations are allowed
· Iuh procedures should be defined in such a way that both access control locations are possible
If it is not possible to agree in RAN 3 to the first bullet point, it is proposed to ask to SA1 for guidance, being a service aspect out of scope of RAN 3.
3. Conclusion
Based on above described considerations on Access Control strategies and their location in the femto access network entities it is proposed that:
· Both Access Control strategies are allowed. If it cannot be agreed in RAN3, it should be liased to SA1 for guidance
· Both Access Control function locations are allowed

· Iuh procedures should be defined in such a way that both access control locations are possible.



































































































































































































� Actually it should made a balance between the reduced number of LAU and the increased number mobility procedures related to active mode
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