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1 Introduction
According to the decision in RAN#39, RAN3 is tasked to continue Feasibility Studies on the 3G HNB architecture. 

In last RAN3 meeting, the Iu-based 3G HNB architecture was re-discussed further, and the possible enhancements on it were discussed [1]. This contribution intends to propose a detailed solution on the basis of Iu-based 3G HNB architecture. 
2 Iu-based 3G HNB Architecture
2.1 Iu-based 3G HNB Architecture Overview
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Figure 1: Proposed Iu-based 3G HNB Deployment
Figure 1 shows one possible deployment option of Iu-based 3G Home NodeB Architecture. There are three parts in this deployment: 
· Home network including HNB and other user access equipments is deployed in users’ home area;
· IP Network Domain is composed of public IP network and an optional CLF(Connectivity Session Location and Repository Function), which is a location information server from ISP; 
· HNB domain comprises several new logical nodes including HNB-GW, CLK server, HNB OMC, HNB HR etc, to support 3G HNB’s deployment without impactions on current core network.
2.2 Logic Entities

Home Network:

This part is located in consumers’ home, and it is composed of HNB and other equipments to access IP network. 
The functionalities of HNB include:

· Legacy NodeB functionality,
· Legacy RNC functionality without some special function to reduce HNB’s cost or to make it simplified, i.e. NNSF (NAS Node Selection Functionality), ATM transfer option,etc.
· HNB Specific functionalities to support the Home Nodes B’s deployment, i.e. HNB Authentication, HNB-GW Discovery, HNB Registration, HNB OAM (Re)-Configuration and Control, UE access control.
· DL Receiver used for self-configuration[6]
The other equipments which provide IP network access are out of RAN3’s scope.

IP Network Domain:
This part is also out of RAN3’s scope, the user uses public IP network to connect to HNB’s operator network.
CLF provides the registers the association between the IP address and related network location information, which is provided by ISP. 
HNB Domain:

HNB-GW implements some HNB specific functionality to provide the connectivity of the 3G HNB to conventional CN, and stores HNB’s contexts:
· HNB Specific Functions, comprising: HNB-GW Discovery, HNB Registration, 

· Transaction mechanism of RANAP and some RNC functionality which is not implement in HNB, comprising: RNC-ID sharing, NNSF, MOCN, paging optimisation.
· Data forwarding of Iu user plane, 
· Concentrator of large Iu Connections,
HNB OMC implements HNB OAM (Re)-Configuration and Control including HNB version management, HNB software update, HNB radio parameters Configuration, etc. 
To minimize the impact on current CN network, a new logic node named HNB HR(Home Register) is introduced to implement HNB’s subscriber information management. And whether this function is merged to HLR, or HNB-GW, or HNB OMC, needs FFS.  To implement UE’s access control in HNB, HNB should also keep the HNB’s authorization UE list, so a procedure to keep consistent of HNB authorization UE list in HNB HR and HNB needs FFS.   
CLK server is a logic entity to provide synchronization reference to all HNBs. As the description in [2], it is to assure transport channel alignment, supply frequency and time accuracy required etc. It is also preferred NTP for initial phase and IEEE 1588v2 for future release.
SEGW/AAA/DNS/DHCP are already widely used in current network, these nodes can be reused in 3G HNB system. And all these nodes provide the HNB access bearer including the authorization between HNB and network, the IP sec tunnel establishment, HNB’s IP address assignment, the resolution of HNB-GW’s domain name etc.
2.3 Interfaces Description

HNB-GW-CN: standard Iu interface,

The introduction of 3G HNB should not impact current CN network. No modification is foreseen on the Iu interface between HNB-GW and CN domain (including CS domain and PS domain);
HNB-HNB-GW: eIu

From the former discussion in [1], HNB is a brand new node to 3G system and totally different with current UTRAN nodes, the standard Iu interface can’t support the deployment of HNB, so some enhancements are needed.
· RNL enhancements including the transaction mechanism of RANAP. 
· HNB specific Registration procedure.
· TNL enhancements 
All the details of these enhancements are introduced in section 3 to section 6.
The following interfaces are out of RAN3’ scope, this paper only gives these as a reference:
HNB<->HNB OMC: Ae (TR069) 
HNB<->CLK server: Ac(IEEE 1588v2) 
HNB-GW<->CLF: e2(TISPAN NASS) 

HNB-GW<->AHR, APM<->AHR，AAA<->AHR: FFS

2.4 Protocol Stacks of eIu
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Figure2: Protocol stacks of eIu
There are three layers in the protocol stacks: 
· bearer network layer service is provided by ISP; 
· VPN access layer provides the security tunnel between HNB and operator’s network; 
· HNB service layer is to support the HNB’s application. 

3 TNL Enhancements on eIu

There are two main issues on the TNL enhancements:

Firstly, HNB is a self-deployment node and connects to operator network via public IP network, so it is a distrust node to 3G network, and there should be some security enhancements based on the current TNL for Iu interface. It is proposed to use IEKv2 with EPA-SIM/EPA-AKA to establish an IPsec tunnel to ensure communication between HNB and 3G network. The security tunnel establishment procedure is described in the HNB Boot procedure in section 5.
Secondly, conventional Iu CP is based on SCCP connection, and this kind of connection is widely used in backbone network, but this is not suitable for 3G HNB. The SS7 related configuration and management including signalling point, routing information etc. is a big burden to HNB and HNB-GW. Using SCCP for signalling transport bearer is inefficient and unnecessary. It is proposed to study and optimize the signalling transport bearer between HNB and HNB-GW, and minimize the impaction on RANAP.

4 Addressing 3G HNB and 3G HNB-GW
4.1 RNC-ID and HNB Index Assignment

HNB has similar functionality as current RNC, it is reasonable to identify it by RNC-ID. But for the length limitation of RNC-ID, it is more suitable that all the 3G HNBs connecting to a HNB-GW, share the same RNC-ID. And the HNB-GW should assign the U-RNTI to guarantee the uniqueness in UTRAN [4]. 
HNB HR assigns a HNB-Index that is locally used in HNB domain to identify the HNB.

In the HNB-GW discovery procedure, a pre-configured permanent identity as IMSI is used to identify different HNB.

The detail description of these HNB related identities is in another paper [4]. 
4.2 LAC Assignment

The 3G HNB shall operate with legacy terminal and core network, so current LA/RA concept in the core network must be unchanged, where the core network only knows which LA/RA the UE is registered. and the requested page should be distributed in the whole LA/RA. Due to the number limitation of traditional LAC(16bits)/RAC(8bits), it is impossible to assign a unique LA/RA to a HNB or HNBs with the same authorized users. 
One possible LA/RA planning method is to assign one LAC (or few LACs) to a HNB GW, and all the HNBs connecting to this HNB GW share this LAC(or these LACs). A new sub-LA system is introduced to HNB-HNB GW subsystem in [3]. One HNB or HNBs with the same authorized UE list is allocated with a unique sub-level HNB LAC/RAC that is only valid in a LAC/RAC, and the HNB LAC/RAC is different with HNB’s neighbour cell’s LAC/RAC. The LAC/RAC and HNB LAC/RAC can be associated to identify the HNB LAC/RAC in the HNB domain. The HNB LAC/RAC is the same length as the normal LAC/RAC, so as not to be visible to the UE. HNB only knows and broadcasts the HNB LAC/RAC over the air interface by the HNB, rather than the normal LAC/RAC. UE residing in the HNB initiates the LAU/RAU procedure to the HNB GW with the HNB LAC/RAC, and HNB GW will record the HNB LAC/RAC that the UE resides in. When the LAU/RAU is forwarded to CN, HNB-GW should use HNB-GW’s LAC/RAC instead of HNB LAC/RAC in related messages. 
The description of UE access control in section 7 and paging in section 9 are based on the LAC assignment mechanism stated above.
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Figure 3: HNB Location Management
5 Boot Procedure of HNB
As HNB is a CPE without strict planning, a boot procedure should be done once it is power on. This procedure includes the security tunnel establishment, HNB-GW discovery, and HNB registration, reusing the concepts in GAN. 
5.1 HNB-GW Discovery
The HNB-GW Discovery procedure provides an automatic way for HNB to determine its serving nodes including HNB-GW, HNB OMC, SEGW, AAA, etc. which depends on the HNB’s identity and location. 
In this procedure, the nodes are all the provisioning nodes which are pre-configured in the HNB.
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Figure 4: HNB-GW Discovery

1. When HNB is power on, it should be authorized by provisioning SEGW and AAA. Then the IP sec tunnel is established between HNB and provisioning HNB-GW.
2. The HNB sends HNB Boot Request including HNB’s location parameters and HNB’s identity to provisioning HNB-GW. The location parameters may be HNB’s IP address or detected neighbour Marco cells [6] or geography information by GPS etc. The HNB’s identity is the pre-configured global unique HNB identity as IMSI in UE.
2a. If the HNB’s location is derived from ISP according to its IP address, HNB-GW should get HNB’s location information from CLF. 
3. The HNB-GW sends HNB Boot Request including HNB’s information and HNB’s Identity to HNB HR.
4. The HNB HR checks the access validity by the HNB’s location. If granted, the HNB HR will include the serving nodes’ addresses and HNB-Index in HNB Boot Response. If no granted, the HNB HR will include the reject cause in the response. HNB-Index is the HNB identity in HNB domain, which is assigned by HNB HR. 
5. The HNB-GW will forward the HNB Boot Response to HNB.
5.2 HNB Access Procedure
After getting the serving nodes’ information, HNB will perform the registration procedure to the serving nodes. When the registration is granted, HNB can turn on its radio transmitter and provide service to the consumers.
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Figure 5: HNB Registration
1. The procedure is the same as the discovery procedure. The HNB is authorized by its serving SEGW and AAA. Then the IP sec tunnel is established between HNB and its serving HNB-GW. If the serving HNB-GW and the provisioning HNB-GW are the same, this step is not needed.
2. The HNB gets the necessary radio configuration from HNB OMC, this radio configuration includes HNB’s LAC/RAC, feasible frequency and scramming codes, HNB-GW’s RNC-ID, C-ID etc.
3. The HNB sends HNB Access Request to HNB-GW including its HNB-Index and radio configuration.
4. The HNB-GW should send HNB Access Request to HNB HR to verify the HNB-Index is valid or not.

5. The HNB HR will send the result in HNB Access Response to the HNB-GW 

6. The HNB-GW forwards the HNB Access Response to HNB. If HNB’s registration is granted, the eIu signalling connection between HNB and serving HNB-GW is established, and HNB will turn on its radio transmitter and provide service to the consumers. If HNB’s registration is no granted, HNB should restart from HNB-GW discovery after a long period waiting.
6 RANAP Messages Transaction
6.1 Non- UE Specific Messages Handling
RESET, Reset Resource:
In case of HNB-GW receives RESET from CN, HNB-GW should send RESET to all the HNB in its coverage; in case of HNB-GW received RESET from HNB, HNB-GW should send Reset Resource to related CN nodes to release the resource according to the HNB; in case of HNB-GW receives Reset Resource from HNB/CN, HNB-GW should send Reset Resource to related CN/HNB to release related resource, after all the acknowledges are received, HNB-GW sends the RESET RESOURCE ACKNOWLEDGE to the sender HNB/CN. There is no impaction on HNB and CN’s action. HNB should ignore the global CN-ID.
Paging:

The handling of PAGING is in section 9.
Overload:

The HNB-GW should interpret these messages from both directions. This procedure is only valid either between 3G HNB and 3G HNB-GW or between 3G HNB-GW and CN, but not between 3G HNB and CN.
Error Indication, Information Transfer, Uplink Information Exchange, Direct Information Transfer:

The HNB-GW can just relay related messages, and the impaction needs FFS.
6.2 UE Specific Messages Handling

INITIAL UE MESSAGE
INITIAL UE MESSAGE initiated by HNB is used to establish the signalling transport bear between HNB and HNB-GW, and the signalling transport bear between HNB-GW and CN. HNB-GW should associate the two connections together to route the subsequent connection-oriented messages. The bearer establishment between HNB-GW and CN follows TS 25.413, whether the bear establishment between HNB and HNB-GW following it or not depends TNL’s selection. The IDNNS IE may be added in this message to implement NNSF in HNB-GW, and this solution needs FFS. 

RAB assignment

When a RAB Assignment Request is received, HNB-GW should use its IP address and corresponding GTP TEID or UDP port, which is assigned by HNB-GW according this RAB, instead of the Transport Layer Address IE and Iu Transport Association IE received from the CN, and then sends it to corresponding HNB. The same transaction is done when HNB-GW receives HNB’s response. And HNB-GW should store the address mapping between HNB and HNB-GW. It routes UP data based on this mapping.
Relocation Resource Allocation
This procedure initiated by CN is also used to establish the signalling transport bear between HNB and HNB-GW, and the signalling transport bear between HNB-GW and CN. The handling is the same as INITIAL UE MESSAGE. 
Other procedures 
HNB-GW should relay other messages, and filled with HNB-GW’s RNC ID and LAC/RAC if necessary.
7 UE Access Control

7.1 Idle Mode

When UE enters a HNB’ coverage, a LAU procedure is triggered for HNB’s HLAC is different with its neighbour cells’ LAC. HNB will perform a check of the UE’s IMSI. If the UE’s IMSI is not available to the HNB within the RRC Connection Request message sent by the UE, the UE needs to be requested to provide it by NAS signalling means by the HNB itself via identity request message.  If access is granted, HNB will forward the NAS message (LAU) in initial UE message to the HNB GW. If no access is granted, the HNB itself generates the reject response and hides this activity from the CN.
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Figure 6 UE Access Control Procedure
1.  When a UE camps on the HNB, the UE initiates a RRC connection establishment procedure for LAU.
2.  The UE sends a LAU in Initial Direct Transfer to initial a LAU procedure.
3a-3b. If (P)TMSI is used as the initial UE identity in step1&2, the HNB requests the IMSI of the UE by the HNB itself generating identity request.
4.  The HNB implements access control according to UE’s IMSI. (Note: HNB should store its authorisation UE list.)
5.  If UE’s access is accepted, the corresponding LAU procedure will be continued. In this procedure, HNB GW should store UE’s HLAC, and use HNB-GW’s LAC instead of HNB LAC in the message which is sent to CN.
5’. If UE’s access is denied, the HNB will generate a LAU reject message with “Location Area not allowed” to response UE.
The access control in HNB will decrease the signalling process in HNB-GW, and minimum the access delay. 
7.2 Active Mode
MO: 
When the UE originates a call attempt in HNB, it must be granted when it enters the HNB’s coverage, so there should be no need to execute access control again.
MT: 
In case the UE has no right to camp on the HNB (i.e. it is not included in the HNB’s authorisation UE list), the paging request for the UE will not be distributed.
8 Mobility Management

Outbound Mobility: 
HNB can get its neighbour cell list by downlink search . The neighbour cell list can also be configured to HNB via HNB OMC based on HNB’s location information. With this neighbour cell list, legacy UE in HNB coverage can reselect or handover to neighbour marco cell.
Inbound Mobility: 
All the HNBs in a large area will share a number of specific scrambling codes in a dedicated carrier or the same carrier to neighbour Marco cells, and the Marco cells can broadcast these frequencies and codes in the neighbour cell list. With this neighbour cell list, legacy UE can reselect to HNB cell, but it is impossible for Marco cell to link a scrambling code in a specific frequency to a specific HNB. And Macro cell could not get neighbor HNB’s cell identity in the Measurement Report either, so it is not feasible for legacy UE to handover from Macro cell to HNB [5].
9 Paging Related
As the described in section 4.2, HNB-GW should store the HNB LAC when UE is camping on HNB. When HNB-GW receives paging from CN, it will check the paged UE’s HNB LA, and send the paging to the HNBs in the HNB LA.

10 Conclusion and Proposal
It is proposed to capture section 2,3,4,5,6,7,8,9 as alternative architecture for the internal TR R3.020.
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