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1. Introduction
In the last RAN3 meeting, the modification of X2/S1 application level data was discussed, e.g. TACs, cell identities, etc. However, the modification of MME/eNB ID still needs to be discussed.
This document propose to enable the updating of the MME/eNB ID, e.g. due to network operation reasons. Furthermore, different solutions for how to do the update are analyzed.
2. Discussion
2.1 Purpose to modify the MME/eNB id

It is possible that the MME/eNB ID needs to be modified in case the network is re-planned, e.g. according to the new network operation policy.
2.2 Designation of node identifiers 
2.2.1 Designation of eNB identifier 
RAN3 has discussed two different ways to design the eNB identifiers:
a) the eNB ID is part of the E-UTRAN cell ID similar to UMTS. In UMTS, the global UTRAN cell identifier is equal to global RNC-ID + cell ID.
b) the eNB ID is independent from the E-UTRAN cell ID.
CT1 has sent the LS [3] to RAN3 to prefer b).
2.2.2 Designation of MME identifier
The global MME id consists of the PLMN id + the MME group id + MME code.
2.3 Modification of the MME/eNB id 

Solution 1: Using the S1 UPDATE procedure

With regard to the modification of MME/eNB ID a problem is whether the changing of the MME/eNB ID will impact the handling of IDs in MME and eNBs or not, especially in case of MME/eNB ID is used for routing handover during an update on S1. I.e. that target MME could have updated the target eNB ID before receiving the target eNB ID from source eNB/MME and hence it would not know where to route the handover. To solve the issue, the routing of handover message can be conducted by keeping the old eNB MME ID in the eNB/MME. The timer is set to guarantee to keep the old MME/eNB ID for the duration of an ongoing handover procedure. The old MME/eNB ID is released when the timer is expired, then the old MME/eNB ID can be reallocated by other MME/eNB. As typically the total handover time is less than 100 ms [4] the timer should be set to about 100ms. And another timer (could be called FAILURE MODIFICATION TIMER) is necessary, for example the FAILURE MODIFICATION TIMER is set 5 minutes. The worst case is the around-the-clock handover occurring when the MME/eNB would be modified, the MME/eNB might send the failure indication to OAM when the FAILURE MODIFICATION TIMER expired. OAM can consider when to modify the MME/eNB ID again, which is implementation specific. 
The solution 1’ is derived from the solution 1.  All the timers are not needed in the solution 1’. During handover if that target MME could have updated the target eNB id before receiving the target eNB id from source eNB/MME and hence it would not know where to route the handover, so this time handover should fail. It seems like solution 2 to interrupt the traffic. If no handover when the updating the MME/eNB id, the solution 1 is better than solution 2.
If the updating  MME/ENB ID will only be done very seldom, the solution 1’ is a good way to resolve .
Solution 2: Reinitiate the SCTP followed by a SETUP procedure
It is done when the MME/eNB is not carrying traffic or having any incoming traffic it is executed with the release and reinitiating of SCTP. The new SCTP association would then trigger eNB to initiate S1 Setup and consequently application data would be updated in both MME and eNB.But that changing by reinitiating the SCTP followed by a SETUP will cause longer interruption to all traffic on S1. And a MME connect with many eNBs, if to modify the MME id, the way will cause all traffic of thses eNB interruption. 

Solution 3: introducing a new procedure dedicated for the application data update 
The new procedure is that deleting the old application data firstly, and then adding the new application data. It need not reinitiate the SCTP. It cost shorter interruption to all traffic on S1 than solution 2. The solution 3 introduces a new DELETE message on the S1/X2. 
2.4 Comparison
Solution 1 does not impact the traffic during mobile network operation. The solution 2 and 3 has an interruption of all traffic on S1.

The view from the construction of the MME ID and eNB ID, MME ID and eNB ID must be modified when the serving PLMN ID is modified. And the PLMN ID has be discussed by the S1 update procedure to be modified in last meeting.

	
	Solution 1
	Solution 1’
	Solution 2
	Solution 3

	Impact to ongoing service 
	No 
	Little (on ongoing handover)
	Yes (long)
	Yes (short)

	Impact on current procedure
	A little. Need to add the timer 
	No
	No


	Need to add a new message. Delete the application data first, then add the new data

	Operation  time
	Anytime
	Anytime


	 Night or less traffic  
	Night or less traffic


3. Proposal
It is proposed to agree to enable the modification of the MME/eNB ID during network operation.

It is furthermore proposed to agree with using the S1 update procedure to modify the MME/eNB ID during mobile network operation without traffic impact. 

Huawei is willing to provide the necessary CR to 36.413 if needed.
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