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1
Introduction

In RAN3#59bis, LS from RAN2 (R3-080582) was discussed.  At that time, NTT DoCoMo was tasked with providing a way forward for realization of the PPAC feature.  This paper discusses the possible way forward for PPAC in RAN3
2
Discussion
2.1
Overview of PPAC (Paging Permission with Access Control) feature
In the Access Class barring mechanism, to prevent UE from making access attempts, the information of barred Access Class is sent to the UE via Broadcast message. Up to Release 7, this barring information is valid for both mobile originating (MO) and mobile terminating (MT) calls for the UE with the corresponding ‘barred Access Class’.
So, when a UE with a certain Access Class reads in its corresponding Broadcast message that its Access Class is barred, it will not attempt to access the network, even though the access attempts is a response to the Paging message sent to it.
PPAC has the following features:
· enables an access control mechanism which allows MT call establishment while barring MO call establishment

· enables an access control mechanism specific to location registration based on UE’s Access Class (e.g. to prevent a burst LA, RA, TA registration)

· differentiating to which domain (CS or PS or both) the barring applied

Figure 1 shows the illustration on how PPAC works.
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Figure 1: Overview of Access Restriction

2.2. Is there anything needs to be done in RAN3?

2.2.1
How RAN3 is related?
In the LS from RAN2 to CT1 (R2-081343(R3-080582)) RAN2 informs CT1 that the necessary works in RAN2 specification has completed. 
However there was a discussion in RAN2 that a question was raised that whether there is enough information provided by existing Iu interface or not, to configure the access class barring parameters for PPAC. For PPAC, access barring for paging response and mobility management procedure will be indicated separately.
Hence, the action to RAN3 was to investigate whether any change is needed in RAN3 specification.
2.2.2
Possible Solution
Even before PPAC concept was introduced, Access Class barring or Domain Specific barring information such that specified in 22.011 is not visible in RANAP signalling.
However, there are two alternative ways PPAC feature can be implemented in RAN3 specifications are discussed.
Alternative 1: No change to RAN3 specification
It’s possible to realize PPAC feature without making any change to RAN3 specs.  It should be possible for the network vendors to implement RNCs so that PPAC feature is enabled or disabled by operations console, for example.  In that case, it should also be possible to directly set the PPAC related parameters as the operator pleases, which would be the same approach taken to implement information for other barring concept before PPAC .  If such approach is taken, there is no need to change RAN3 specification at all.
Alternative 2: Change to OVERLOAD message

Another approach is to trigger PPAC feature via explicit signalling.  Given the nature of PPAC, which is most likely to be used in case of congestion in CN node, the most appropriate message to change is OVERLOAD message in RANAP.
Currently, OVERLOAD message contains variety of IDs (RNC IDs, CN-ID, CN Domain Indicator) and Number of Steps, whose usage is implementation specific.  For additional information, what kind of access control is requested (common to both CN Domains, domain specific, location/registration procedure only), and the status of Paging Restriction is proposed to be signalled.  CN nodes should set the IEs to suit the current congestion status it is in.  RNC should set the PPAC related parameters taking the congestion status of both CN domains into account.

Therefore, if this approach is to be taken, such IEs are to be added to OVERLOAD message as optional IEs.
3 Conclusion

Two possible solutions to realize PPAC feature in RAN3 is discussed.
NTT DoCoMo believes that Alternative 1 is a good solution, considering that access barring concept before PPAC was never visible in RANAP before Release8. However, if the consensus of the group is alternative 2, we will be happy to provide a CR in that direction.
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