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1 Introduction

This document proposes enhancements to the HeNB architecture proposal described in [1] section 6.2.1.2.  The proposals outlined aim at enhancing the reliability of the solution proposed in method 2 of section 6.2.1.2 in [1].
2 Discussion

2.1 Redundancy for HeNB GWs
In the solution outlined in [1], section 6.2.1.2 method 2 it is assumed that a HeNB GW sits between a pool of HeNBs and the EPC.  Such HeNB GW is the only relay point between HeNBs and the EPC and for this reason it might represent a reliability threat because of constituting a single point of failure.
The same issue was faced when defining deployment scenarios for MMEs.  In that case the MME was allowed to support redundancy mechanisms by which, in case of failure, a UE could reselect a different MME in the same pool.  A similar approach needs to be taken when tackling the problem of redundancy with HeNB GWs.

2.2 Proposed solution for achieving HeNB GW redundancy
The following proposals allow to achieve a more robust architecture for HeNBs deployments, where a concept similar to that of MME pools is adopted for HeNB GWs.  The proposal is that of allowing a HeNB to connect to a pool of HeNB GWs rather than to a single HeNB GW.  The specific properties of HeNB and HeNB GW for enabling such functionality are listed below.
HeNB properties for HeNB GW redundancy:

A HeNB should be connected to one HNB GW only at the same time.

· At connection startup, the HeNB should gain information of “spare” HNB GWs out of the HNB GW pool. Load balancing mechanisms should allow even distribution of HeNBs to HNB GW pool nodes.

· If a HNB GW fails, the HeNB should have – preconfigured at HeNB startup – a second HNB GW address available to which it can immediately connect.

· If the HNB GW refuses to provide connectivity to the HeNB e.g. for the reason that the location of the HeNB does not fit to contractually determined area of operation, the HeNB should be informed respectively in order to avoid connection setup retries (to spare nodes), causing signalling load.

HNB GW properties for HNB GW redundancy:

· Each HNB GW out of a HNB GW pool shall be able to identify itself uniquely towards the CN and towards the HeNB.
3 Proposal

It is proposed that the above described solution is discussed and incuded in the description of method 2 in section 6.2.1.2 of [1].
4 Text proposal for TR R3.020 section 6.2.1.2.3
--------------------------------------------------- Text Proposal BEGINS HERE --------------------------------------------------------------

6.2.1.2.3 Selected Method

[under “Enabled properties for Home eNBs”]
· At connection startup, the HeNB should gain information of “spare” HNB GWs out of the HNB GW pool. Load balancing mechanisms should allow even distribution of HeNBs to HNB GW pool nodes.

· If a HNB GW fails, the HeNB should have – preconfigured at HeNB startup – a second HNB GW address available to which it can immediately connect.

· If the HNB GW refuses to provide connectivity to the HeNB e.g. for the reason that the location of the HeNB does not fit to contractually determined area of operation, the HeNB should be informed respectively in order to avoid connection setup retries (to spare nodes), causing signalling load.
[under “Properties of the HeNB Gateway”]

· Each HNB GW out of a HNB GW pool shall be able to identify itself uniquely towards the CN and towards the HeNB
--------------------------------------------------- Text Proposal ENDS HERE -----------------------------------------------------------------
5 References

[1]
TR R3.020, Home (e)NodeB; Network aspects
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