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1 Introduction

This paper presents an architecture for an S1 or S1-based connectivity of the home eNB. The key characteristics of this proposal is the GTW which is similar to the one proposed for the Iu-based 3G home nodeB, therefore allowing maximum reusability.

2 Discussion

2.1 E-UTRAN functionalities requirements for HeNBs deployment 
The home eNB presents equivalent requirements than the 3g home nodeB. These requirements defined by SA1 defined in [2] and approved in SA#39, can be answered by the following functions:

· HNB Concentration/distribution funtion
· HNB Authentication

· HNB Registration
· HNB Configuration, Reconfiguration and Control
The following section proposes the definition of a logical entity, HNB Gateway (HNB-GW), located in E-UTRAN, connected to the EPC at the existing S1 reference point, connected to the HeNB at the S1-H reference point and implementing the new functionalities requested for the deployment of HeNBs. 

2.2 Home eNB E-UTRAN Architecture - “S1 or S1-based” deployment option
The following figure describes a HeNB UTRAN Architecture that implements an “S1 or S1-based” deployment option. The figure details the S1-H reference point into: 

· A set of S1 interfaces that are relayed by the CNT/DIST (Concentration/Distribution) function
· An Iuhc interface needed for the Authentication, Registration and (Re)-Configuration procedures between the Home eNB and the SeGW and HBS-C (Home Base Station Control) function
Figure 1: Home eNB E-UTRAN Logical Architecture
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Logical entities:

The HeNB (Home eNB) is a logical entity:

· controlling one or several E-UTRA CSG cells. 
· controlling E-UTRA radio resources allocated to one or several legacy UEs within its controlled E-UTRA CSG cells.
· Functionalities requested for the deployment of the Home eNBs in E-UTRAN, i.e. : HeNB Authentication, HeNB-GW Discovery, HeNB Registration, HeNB OAM (Re)-Configuration and Control.

The HNB-GW (HNB Gateway) is a logical entity implementing specific functionalities requested for the deployment of Home eNBs in E-UTRAN, i.e.: 
· Authentication/Registration Function, comprising: HeNB Authentication, HeNB-GW Discovery, HeNB Registration, HeNB OAM (Re)-Configuration and Control, supported by the SeGW and the Home Base Station Controller (HBS-C) entity, and 
· S1 CNT/Dist Function, comprising: The connection to the EPC (including some S1-flex mechanisms) supported by the Concentration/Distribution (CNT/DIST) entity. 
The HNB-GW stores HeNB contexts.
Interfaces:

The HNB-GW is seen by the EPC as a “virtual” eNB (identified by a virtual eNB ID) and as such is connected to the EPC in the same way an eNB may be connected to the EPC. The eNB function is distributed in the HeNBs that are connected to the HNB-GW. 

The HeNB and HNB-GW are connected at the S1-H reference point. There is one-to-multiple relationship between HNB-GW and HeNB(s).

The following figure details the protocol stacks at the S1-H reference point.
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Figure 2: Protocol stacks the S1-H reference point
The main characteristics of this logical architecture are:

· The limited complexity of the new HNB-GW.
· The limited impact of the HeNB requirements on the E-UTRAN architecture. The S1-H reference point is based on the definition of the S1 interfaces. An Iuhc interface supports the functionalities due to the HeNB SA1 requirements but is inherited from most of the principles defined in GAN for the MS to the HeNB i.e. Authentication, GANC Discovery and Registration (see [3]). These functionalities are supported by the Security Gateway (authentication and IPsec tunnel management) and by the Home Base Station Controller (HBS-C) entity (discovery, registration), which could be used as well in UTRAN (therefore the name Iuhc), as described in the following figure.
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Figure 3: H(e)NB (E-)UTRAN Logical Architecture
2.3 HeNB functionalities

Authentication/Registration Functionalities:
The E-UTRAN part of the Authentication and Registration functionalities supported by the HeNB, Security Gateway and Home Base Station Controller (HBS-C), reusing the GAN authentication, discovery, registration concepts (see [3]), are briefly summarized hereafter:
· As per GAN concepts, the HeNB is provisioned before being put into service with the IP address (or FQDN
) of the SeGW and the IP address (or FQDN) of the HBS-C corresponding to its Provisioning HNB-GW. 
· The Discovery procedure allows the Provisioning HNB-GW (HBS-C) to provide the HeNB with the IP address (or FQDN) of the SeGW and the IP address (or FQDN) of the HBS-C corresponding to a Default HNB-GW. This procedure shall be triggered by the HeNB the first time it is put into service and shall no more be triggered as long as the Default HNB-GW is available for the HeNB. 
· Before triggering the Discovery procedure towards the Provisioning HBS-C, a secure IPSec tunnel shall be established between the HeNB and the Provisioning SeGW. As part of this tunnel establishment, an Authentication procedure shall be performed.
The security aspects described in this document (e.g. authentication protocols listed in Figure 2) are based on GAN concepts. They are described to give a complete “stage-2” picture of the architecture but shall be defined in SA3.
· The Discovery procedure is part of the HBS-AP protocol shown in Figure 2 and uses a well-know TCP port. 
During the Discovery procedure, whereby the HeNB is trying to discover the Default HNB-GW, the HeNB provides the Provisioning HNB-GW with its identity, its location and its HBS type (e.g. HeNB, HNB). The Provisioning HNB-GW provides the HeNB with a Default HNB-GW:
· If the Default HNB-GW is different from the Provisioning HNB-GW, the Provisioning HNB-GW provides the HeNB with the IP address (or FQDN) of the SeGW and the IP address (or FQDN) of the HBS-C corresponding to a Default HNB-GW, and optionally the TCP port to be used for the HBS-AP protocol towards the Default HNB-GW. 
The IPSec tunnel may be released at this step and a new IPSec tunnel needs to be established between the HeNB and the Default HNB-GW prior triggering a Registration procedure.
· If the Default HNB-GW is the Provisioning HNB-GW, the IPSec tunnel may be kept to perform a Registration procedure.

· The Registration procedure allows the Default (or Serving) HNB-GW (HBS-C) to provide the HeNB with the necessary configuration data before being allowed to switch on its radio transmitter. Based on the information received from the HeNB, or operator policy or network load balancing criteria, the HNB-GW may redirect the HeNB towards another HNB-GW, or accepts the HeNB registration (in which case it becomes the Serving HNB-GW), or reject the registration. This procedure shall be triggered each time the HeNB wants to switch on its radio transmitter, provided that the HeNB has previously been configured with Default HNB-GW IP addresses or FQDN in a successful Discovery procedure, and provided that the HeNB has not been requested to suspend any registration for some time in a previous Deregistration or Registration Redirection procedure.
· Before triggering the Registration procedure towards the Default (or Serving) HBS-C, a secure IPSec tunnel shall be established between the HeNB and the Default (or Serving) SeGW.

· The Registration procedure is part of the HBS-AP protocol (see Figure 2) and uses the TCP port previously received during the Discovery or a Registration Redirection procedure, or by default a well-known TCP port. 
During the Registration procedure, whereby the HeNB is trying to register a Serving HNB-GW, the HeNB provides the HNB-GW with its identity, location, HBS type (e.g. HeNB, HNB), HeNB capabilities (e.g. maximum number of cells, maximum transmission power, supported RAT, RAT mode, supported frequency bands, security algorithms, detected neighbour cells…) and the Requested Services (e.g. MBMS…). The HNB GW can check if the HeNB fulfils the regulatory requirements. The HNB GW can either accept the request - and it will become the Serving HNB-GW, or redirect the HeNB to another HNB-GW. 

· If the registration request is accepted, the HNB-GW provides the HeNB with the connection mode to be applied, the necessary configuration needed by the HeNB to be operational (e.g. frequency band, physical cell id to be used in each cell, maximum allowed transmission power, system information to be broadcasted in each cell, CSG lists…) and the configuration of a keep-alive or some measurement reporting procedures (FFS). The HeNB radio transmitter may be switched on after the successful completion of the Registration procedure. The IPSec tunnel is kept until a De-registration procedure is completed, in which case the HeNB radio transmitter is switched off.
· During the lifetime of the IPSec tunnel, the HeNB or the Serving HNB-GW may trigger a Registration Update procedure. 

S1 Relay Functionalities:
The S1 Relay functionalities supported by the Concentration/Distribution are briefly described hereafter:
· Concentration Function (CNT):
During the Registration procedure, SCTP associations are setup between the HeNB and the Serving HNB-GW. The HNB-GW also provides the HeNB with an eNB-ID that is locally used within the HNB-GW area, e.g. in S1AP.
The S1AP connectionless messages received from the HeNB are handled as follows:
· In case of S1 RESET, the HNB-GW may trigger local actions, identify the S1 Signalling connections associated to the HeNB, and trigger a Reset Resource procedure towards the EPC (procedure to be finalized at this meeting). 

· In case of S1 RESET ACKNOWLEDGE, the HNB-GW should send a single message to the EPC, whatever the number of HeNBs the RESET message (received from the EPC) was forwarded to.

· In case of ERROR INDICATION, RESET RESOURCE (TBC), RESET RESOURCE ACKNOWLEDGE (TBC), the HNB-GW relays the message to the EPC.

· In the message sent to the EPC, the HNB-GW may replace the Global eNB-ID value received by the HeNB with the “Virtual” eNB-ID value identifying the HNB-GW as a “Virtual” eNB towards the EPC. As an alternative (FFS), the HNB-GW could provide the HeNB with the “virtual” eNB-ID in addition to the local eNB-ID during the Registration procedure, and deduce the originator of the connectionless S1AP messages from the SCTP association. 
The CNT function also allows to relay the S1AP connection-oriented messages from the HeNBs to the EPC.

The S1AP connection-oriented messages received from the HeNB are handled as follows:

· The S1 message from HeNB that triggers the establishment of an S1 signalling connection is the S1 INITIAL UE MESSAGE, according to TS 36.413 [4]. How the NAS Node Selection Function is performed by the HNB-GW is FFS (the S1 INITIAL UE MESSAGE could be updated to include the S-TMSI IE).
· The CNT/DIST stores the binding between an HeNB S1 signalling connection and the corresponding EPC S1 signalling connection, and can therefore route subsequent uplink messages from HeNB as well as subsequent downlink messages from the EPC. 
· When other connection-oriented messages are received from the HeNB in an already established HeNB S1 signalling connection, they are transparently routed to the EPC via the EPC S1 signalling connection retrieved from the stored binding. The handling of the HANDOVER REQUIRED message (Source ID and Target ID IEs) is FFS and may depend on mobility assumptions, e.g. inter-HeNBs mobility requested or not. Specific handling of the SAE BEARER SETUP RESPONSE or HANDOVER REQUEST ACKNOWLEDGE messages is also FFS, e.g. the Transport Layer Address IEs
· Distribution Function (DIST):
The S1AP connectionless messages received from the EPC are handled as follows:

· In case of PAGING, the DIST function can deduce the area in which Paging should be broadcast to appropriate HeNB nodes corresponding to the List of TAIs IE.
· In case of RESET RESOURCE ACKNOWLEDGE (TBC), the HNB-GW may send a RESET ACKNOWLEDGE or a RESOURCE RESET ACKNOWLEDGE (TBC) to HeNB depending on the initiating message previously received from the HeNB.
· In other cases (RESET, RESET RESOURCE (TBC), downlink eMBMS messages, ERROR INDICATION) the messages are treated locally in the HNB-GW. It is FFS whether they should be distributed to all the HeNBs controlled by the HNB-GW or to a limited set of HeNBs.
The S1AP connection-oriented messages received from the EPC are handled as follows:

· The S1 messages from the EPC that trigger the establishment of an S1 signalling connection are the HANDOVER REQUEST and MBMS SESSION START messages (TBC). When the DIST function receives such a message from the EPC, it can find the appropriate destination HeNB node by looking:

· in case of HANDOVER REQUEST message, at the Target Cell ID parameter (TBC) in the Source eNB to Target eNB Transparent Container IE 
· in case of MBMS SESSION START message, the MBMS Service Area IE consists of a list of one or several MBMS Service Area Identities where each MBMS Service Area Identity represents one or more cells (stage 3 TBC at this stage).
· When other connection-oriented messages are received from the EPC in an already established S1 signalling connection, they are routed to the appropriate HeNB via the HNB-GW stored connection bindings. 
· User Plane handling :
In Figure 2, GTP-U is proposed over S1-H: A GTP tunnel may be established between the HNB-GW and the HeNB during the SAE Bearer Setup procedure.

If a single GTP tunnel is established between the S-GTW and the HeNB, the number of path management messages issued from the HeNBs may negatively impact the S-GTW Node. 
· Connection Identifiers handling :
When the connection is established by the EPC, the MME S1AP UE ID value assigned by the EPC can be reused by the connection that will be established by the HNB-GW towards the HeNB.
When the connection is established by the HeNB, the eNB S1AP UE ID value assigned by the HeNB can be reused if two HeNBs have separated value ranges. This can be done by allocating bits in the eNB S1AP UE ID to identify the HeNB. 

This may require that the current INTEGER (0..4095) is revised. This bits allocation is FFS. 

2.4 Impacts in 3GPP specs

A stage 2 TS should be created to identify the functionalities to be introduced in E-UTRAN (respectively UTRAN) for the support of HeNB (respectively HNB) requirements defined in SA1 and to define the associated logical architecture, new logical entity, new reference point and new open interface that need to be standardized. If restricted to E-UTRAN, the TS should belong to the 36.4xx specification set. However, as the HNB requirements are also applicable to the 3G HNB, common TS in 25.4xx or 36.4xx may be considered (see Alcatel-Lucent tdoc R3-080604 on 3G Home nodeB architecture).
TS 36.401 should be updated to refer to the new stage 2 TS.

A stage 3 TS (36.4xx or 25.4xx) should define a new protocol “HBS-AP” (HBS Application Part) used in the protocol stack of the new interface (“Iuhc”) for both E-UTRAN and UTRAN.

S1AP and GTP (FFS) should also be updated in order to make these protocols also applicable to the new E-UTRAN interface S1-H. Most of the HeNB functionalities linked to the handling of S1AP connectionless messages should be described at the stage 2 specification and have minor impact in the stage 3 specification.
3 Proposal

Alcatel-Lucent propose that RAN3 study the architecture described in this document for the Home eNB and captures it in the TR prior to endorsing it. 
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� 	FQDN: Fully Qualified Domain Name - similar to the FQDN defined in TS 23.003
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