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Introduction

Area and access restriction information can be sent from MME to eNB to determine whether a neighboring cell is allowed for handover. The information is propagated from eNB to eNB at X2 handover. The current assumption is that you can send Serving PLMN and Equivalent PLMNs as allowed PLMNs, forbidden tracking areas and location areas, and forbidden inter-RATs (i.e. GERAN, UTRAN or both can be set as forbidden) [1] [2].  

A shortage with the forbidden inter-RAT is that an operator might want to block only one frequency on an inter-RAT. Similarly, an operator might want to block a certain LTE frequency and there is no simple way to do this.
To improve the current area and access restrictions we propose to add a list of forbidden frequencies. 
Shortage in current specification
It is possible to perform handover restriction on PLMN identity, tracking area, location area and on one or several radio access technologies, by setting forbidden inter-RAT. For a UE with the forbidden inter-RAT set to UTRAN, the handover is forbidden to all UTRAN neighbor cells. It is another way to say that all location areas in UTRAN are forbidden or another way to say that the PLMN identity of the UTRAN is not allowed. The forbidden inter-RAT has some advantages, for example it does not require that the PLMN identity of the UTRAN is not used in any other radio access technology to enable that only UTRAN is forbidden, but using access restriction on PLMN identity would require this. The inter-RAT access restriction information will be much shorter than a list of forbidden location areas, which might need to be updated during active state.
A shortage with the forbidden inter-RAT is that the operator might not want to block all carrier frequencies on an inter-RAT. For example, 
· two operators, operator A and operator B, share LTE network and operator A have signed a roaming agreement to allow subscribers of operator B to roam in GSM 900 only, but there are GSM 1800 cells in the GERAN network of operator A as well. 
· a service level agreement is signed with a virtual operator to allow access of the virtual operator´s subscribers in LTE and UMTS 2100 but not in UMTS 900, which is also available in the same PLMN. 
· the UTRAN network could consist of hierarchical cell structures, and the subscriber of a virtual operator could be allowed access only to the macro cells in that UMTS network. 
Another shortage with the area and access restriction information is that an operator might want to block a certain LTE carrier frequency and there is no simple way to do this. For example, 
· a service level agreement is signed with a virtual operator to allow access of the virtual operator´s subscribers in LTE frequency 1 but not in frequency 2, which is also available in the same PLMN.
· an operator wants to offer home base station access on a special carrier frequency, but customers that do not have any home base station would not be allowed access to any home base stations in the network., Then the customers not being allowed to any home base station should be restricted to access the frequency of the home base stations 
· an operator wants to offer micro and femto cell access on a special carrier frequency to which some customers should have access and some should not.
One way to perform area and access restrictions to a carrier frequency or set of frequencies in LTE or in inter-RAT would be to use unique tracking areas (for LTE frequencies) and/or unique location areas (for inter-RAT frequencies) in each frequency to which some users should be blocked. The MME sends Serving PLMN and a list of forbidden tracking areas for users that should be blocked from accessing some frequencies. The list of forbidden tracking areas and/or location areas should contain those identities that are used in the frequencies that are not allowed for access. 
This has the disadvantage that the restriction information will be long and probably needs to be updated during handover between pool areas or maybe even between tracking areas. To update the information at change of tracking areas, the MME needs to have neighbor relation information about the tracking and/or location areas, i.e. geographical information of the tracking areas and location areas. 
By introducing a list of forbidden frequencies in the area and access restriction information, an operator can restrict the frequency without any need to update the restriction information during handover over pool areas or tracking areas. The need to update the handover restriction information at handover between tracking areas can probably be avoided.  The need to update the forbidden tracking areas or location areas at change of tracking area is based on the possibility that all forbidden areas cannot be listed in a pool area. With a list of forbidden frequencies it should be less common that a long list of forbidden areas needs to be used in a pool area.

Note that access restriction on an entire frequency should be a common way to perform access restriction. Probably more common than restricting access on some tracking areas or location areas in a frequency, since this type of access restriction should be avoided because it can cause a lot of uplink interference from users that are not allowed into an area.
In conclusion, a list of forbidden frequencies has all the advangtages as forbidden inter-RAT has, and it is more flexible and covers inter-frequencies. 
Forbidden frequency list
With a list of forbidden frequencies in the area access restriction information the current shortage can be easily solved. The parts that would need to be added into S1AP and X2AP specifications are shown in red below:
9.2.1.22
Handover Restriction List 
This IE defines area roaming or access restrictions for handover. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs together with Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in [TS 24.008].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra LTE roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden TAIs
	
	1..<maxnoofForbTAIs>
	
	

	>>TAI
	M
	
	9.2.3.7
OCTET STRING
	

	Forbidden Las
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, …)
	inter-3GPP RAT access restrictions

	Forbidden frequencies
	
	0..<maxnoofForbFreqs>
	
	Frequency access restrictions

	> Frequency
	M
	
	OCTET STRING
	


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnooffEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofforbiddenTAIs
	Maximum no. of forbidden Tracking Area Identities. Value is 256.

	maxnoofforbiddenLACs
	Maximum no. of forbidden Location Area Codes. Value is 256.

	maxnoofForbFreqs
	Maximum no. of frequencies. Value is 8.


Conclusion and Proposal
There is a shortage of the current area and access restriction information when needing to block access to a frequency. 
We propose to add a list of forbidden frequencies in the area access restriction information.
We propose to inform SA2 about RAN3’s discussion and decision.
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