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Introduction

This paper includes updates of the tabular format for the handover preparation procedure. The related ASN.1 coding is in document R3-071915.
2 
Text Proposal
9
Elements for S1AP Communication


9.1
Message Functional Definition and Content

Editor’s Note: Description of functional definition and content.

Editor’s note: Tabular format tables content (e.g. semantic description, criticality assignment, etc.) will be updated in forthcoming meetings.

9.1.1
General

9.1.2
Message Contents

9.1.2.1
Presence

All information elements in the message descriptions below are marked mandatory, optional or conditional according to table 4.

Table 4: Meaning of abbreviations used in RANAP messages

	Abbreviation
	Meaning

	M
	IEs marked as Mandatory (M) shall always be included in the message.

	O
	IEs marked as Optional (O) may or may not be included in the message.

	C
	IEs marked as Conditional (C) shall be included in a message only if the condition is satisfied. Otherwise the IE shall not be included.




9.1.2.2
Criticality
Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:

Table 5: Meaning of content within “Criticality” column

	Abbreviation
	Meaning



	–
	No criticality information is applied explicitly.

	YES
	Criticality information is applied. This is usable only for non-repeatable IEs 

	GLOBAL
	The IE and all its repetitions together have one common criticality information. This is usable only for repeatable IEs.

	EACH
	Each repetition of the IE has its own criticality information. It is not allowed to assign different criticality values to the repetitions. This is usable only for repeatable IEs.


9.1.2.3
Range
The Range column indicates the allowed number of copies of repetitive IEs/IE groups.

9.1.2.4
Assigned Criticality
This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.

9.1.5
Handover Signalling Messages

9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNodeB to the MME to request the preparation of resources at the target.

Direction: eNodeB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME S1-AP UE Identity
	M
	
	FFS
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, LTEtoUTRAN, LTEtoGERAN>
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Source ID
	M
	
	9.2.1.5
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Intra-LTE HO Information ListRequest
	C- ifIntraLTE
	
	
	
	YES
	reject

	> Source eNodeB to Target eNodeB Transparent Container
	M
	
	9.2.1.7
	It includes the UE RAN context 
	
	

	
	
	
	
	
	
	

	LTE to UTRAN HO Information ListRequest
	C- ifILTEto
UTRAN
	
	
	
	YES
	reject

	> Source RNC To Target RNC Transparent Container
	M
	
	9.2.1.9
	FFS if this is mandatory and needed
	
	

	LTE to GERAN HO Information ListRequest
	C- ifILTEto
GERAN
	
	
	
	YES
	reject

	> Source BSS To Target BSS Transparent Container
	M
	
	9.2.1.11
	FFS if this is mandatory and needed
	
	


	Condition
	Explanation

	ifIntraLTE
	This IE shall be present if the Handover Type IE is set to the “Value” IntraLTE.

	ifLTEtoUTRAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoUTRAN.

	ifLTEtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN.


9.1.5.2
HANDOVER COMMAND

This message is sent by the MME to inform the source eNodeB that resources for the handover have been prepared at the target side.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB S1-AP UE Identity
	M
	
	FFS
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, LTEtoUTRAN, LTEtoGERAN>
	9.2.1.13
	
	YES
	reject

	SAE Bearers Subject to Forwarding List
	
	
	
	FFS
	YES
	ignore

	>SAE Bearers Subject to Forwarding Element IEs
	
	0 to <maxnoof SAEbearers>
	
	
	· EACH
	· ignore

	>> SAE Bearer ID
	M
	
	9.2.1.2
	FFS
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	FFS
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	FFS

To deliver forwarded PDUs
	-
	

	SAE Bearers to Release List
	
	
	
	
	YES
	ignore

	>SAE Bearers Release Element IEs
	
	0 to <maxnoof SAEbearers>
	
	
	· EACH
	· ignore

	>> SAE Bearer ID
	M
	
	9.2.1.2
	
	-
	

	Intra-LTE HO Information ListResponse
	C- ifIntraLTE
	
	
	
	YES
	reject

	> Target eNodeB to Source eNodeB Transparent Container
	M
	
	9.2.1.8
	
	
	

	LTE to UTRAN HO Information ListResponse
	C- ifILTEto
UTRAN
	
	
	
	YES
	reject

	> Target RNC to Source RNC Transparent Container
	M
	
	9.2.1.10
	FFS if this is mandatory and needed
	
	

	LTE to GERAN HO Information ListResponse
	C- ifILTEto
GERAN
	
	
	
	YES
	reject

	> Target BSS to Source BSS Transparent Container
	M
	
	9.2.1.12
	FFS if this is mandatory and needed
	
	


Editor’s Note: How to handle and control data forwarding is FFS. This means that the existence of, and the definition of the SAE Bearers Subject to Forwarding List IE is FFS.
	Condition
	Explanation

	ifIntraLTE
	This IE shall be present if the Handover Type IE is set to the “Value” IntraLTE.

	ifLTEtoUTRAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoUTRAN.

	ifLTEtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN.


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE Bearers for one UE. Value is 256.


9.1.5.3
HANDOVER PREPARATION FAILURE

This message is sent by the MME to inform the source eNodeB that the Handover Preparation has failed.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB S1-AP UE Identity
	M
	
	FFS
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.2
Information Element Definitions

Editor’s Note: Information element definitions.

9.2.0
General

Subclause 9.2 presents the S1AP IE definitions in tabular format. The corresponding ASN.1 definition is presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.

When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in the semantics description of the concerned IE or elsewhere, the following principle applies with regards to the ordering of bits:

-
The first bit (leftmost bit) contains the most significant bit (MSB);

-
The last bit (rightmost bit) contains the least significant bit (LSB);

-
When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the concerned information;
9.2.1
Radio Network Layer Related IEs

9.2.1.1
Message Type

The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	Assumed max no of messages is 256.

	>Procedure Code
	M
	
	(Handover Preparation)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, Outcome, …)
	


9.2.1.2
SAE Bearer ID

This element uniquely identifies a radio access bearer for a specific CN domain for a particular UE, which makes the SAE Bearer ID unique over one S1 connection. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE ID
	M
	
	BIT STRING (8)
	


9.2.1.3
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the S1AP protocol.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice Cause
	
	
	
	

	>Radio Network Layer Cause 
	
	
	INTEGER
()
	Value range is 1 – 64.

	>Transport Layer Cause
	
	
	INTEGER
(

Cause xx (65),
Cause yy (80))
	Value range is 65 – 80.

	>NAS Cause
	
	
	INTEGER
()
	Value range is 81 – 96.

	>Protocol Cause
	
	
	INTEGER
()
	Value range is 97 – 112.

	>Miscellaneous Cause
	
	
	INTEGER
()
	Value range is 113 – 128.

	>Non-standard Cause
	
	
	INTEGER

()
	Value range is 129 – 256. Cause value 256 shall not be used.

	>Radio Network Layer Cause Extension
	
	
	INTEGER
(),


	Value range is 257 – 512.


The meaning of the different cause values is described in the following table. 
	Radio Network Layer cause
	Meaning

	
	


	Transport Layer cause
	Meaning

	
	


	NAS cause
	Meaning

	
	


	Protocol cause
	Meaning

	
	


	Miscellaneous cause
	Meaning

	
	


9.2.1.4
Trace activation
Defines parameters related to a trace activation. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Trace Reference 
	M
	
	OCTET STRING (3)
	
	
	

	Interfaces To Trace
	
	1 to <maxInterfaces>
	
	
	
	

	>Interface
	M
	
	ENUMERATED (s1, x2 Uu, ...)
	
	
	

	>Trace depth 
	M
	
	ENUMERATED(

Minimum, Medium, Maximum, ...)
	
	
	


9.2.1.5
Source ID

The  Source ID IE identifies the source for a handover. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Source ID
	
	
	
	
	-
	

	>Source eNB-ID
	–
	
	
	FFS
	-
	

	
	
	
	
	
	
	


9.2.1.6
Target ID

The Target ID IE identifies the target for the handover. The target ID may be e.g. the target eNB-ID (for intra SAE/LTE), the RNC-ID (for SAE/LTE-UMTS handover) or the Cell Global ID of the handover target (in case of SAE/LTE to GERAN A/Gb mode handover).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Target ID
	
	
	
	
	-
	

	>Target eNB-ID
	
	
	
	FFS
	
	

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	YES
	reject

	>CGI
	
	
	
	
	-
	

	>> PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>> LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	
	
	
	
	
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	YES
	ignore


Editor’s Note : Target ID needs to be extended with the target eNB ID. Details FFS.
9.2.1.7
Source eNB to Target eNB Transparent Container
The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. This IE is used for the intra SAE/LTE handover case. 
This IE is transparent to the EPC.
Content FFS.
9.2.1.8
Target eNB to Source eNB Transparent Container
The Target eNB to Source eNB Transparent Container IE is an information element that is produced by the target eNB and is transmitted to the source eNB. This IE is used for the intra SAE/LTE handover case.
This IE is transparent to EPC.
Content FFS.
9.2.1.9
Source RNC to Target RNC Transparent Container

This IE is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to UTRAN and vice versa.
This IE defined in TS 25.413. Content FFS.
9.2.1.10
Target RNC to Source RNC Transparent Container

This container is used to transparently pass radio related information between the handover target and the handover source through the EPC. This container is used inter 3GPP RAT handovers from SAE/LTE to UTRAN and vice versa.

This IE is defined in TS 25.413. Content FFS.
9.2.1.11
Source BSS to Target BSS Transparent Container
This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode and vice versa.
This IE is defined in TS 48.018. Content FFS.
9.2.1.12
Target BSS to Source BSS Transparent Container
This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode and vice versa.

This IE is defined in TS 48.018. Content FFS. 
9.2.1.13
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED(IntraLTE, LTEtoUTRAN, LTEtoGERAN)
	


9.2.1.14
Extended RNC-ID

The Extended RNC-ID is used to identify an RNC. 
Editor’s Note: This IE is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended RNC-ID
	M
	
	INTEGER (4096..65535)
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095. 

Note: Application of the Extended RNC-ID IE to very large networks is FFS.


9.2.2
Transport Network Layer Related IEs

9.2.2.1
Transport Layer Address

This information element is an IP address to be used for the user plane transport. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Transport Layer Address
	M
	
	BIT STRING (1..160, …)
	The Radio Network Layer is not supposed to interpret the address information. It should pass it to the transport layer for interpretation.

For details on the Transport Layer Address, see ref.  [E-UTRAN spec].


9.2.2.2
S1 Transport Association

This element is used is the GTP Tunnel Endpoint Identifier.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice Iu Transport Association
	
	
	
	

	>GTP TEID
	
	
	OCTET STRING (4)
	


9.2.3
NAS Related IEs

9.2.3.1
LAI

This element is used to uniquely identify a Location Area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LAI
	
	
	
	

	>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.


9.2.3.2
RAC

This element is used to identify a Routing Area within a Location Area. It is used for PS services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAC
	M
	
	OCTET STRING (1)
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