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Introduction

RAN2 has agreed on the principle of the Radio Link Failure (RLF) recovery with multiple eNBs preparation by the introduction of an UE identifier (UE id) [2, 3]. RAN3 previously concluded that any interoperability issues have been detected [5], and more study may be necessary to optimize the multi-preparation.
This contribution proposes to describe three interoperability main scenarios, without any X2-AP Handover improvements modification with a Multi-Handover preparation and RLF recovery:

· Scenario 1: No RLF within Multi-eNB  HO preparation
· Scenario 2: A RLF is recovered by a target eNB prepared

· Scenario 3: After RLF UE selects an eNB that is not prepared

Then other scenarios are summarized and interoperability impacts of f the Multi-Handover preparation for RLF are detailed and discussed.  
RFL Recovery Scenarios Description

The three main scenarios on RLF with Multi-eNB preparation are based on the following hypothesis:

· All  timers (or in teNB) are implementation dependant 

The scenarios show that the current X2-AP Handover procedure does not need any improvements. There is no drawback and no impact on the principal of RLF Recovery and multi-handover preparation. 

The three main scenarios of RLF with and without prepared eNBs are presented now, then after we will show other cases that can be reported as the presented scenarios. 

Scenario 1: No RLF within Multi-eNB HO preparation
Scenario description:

· Source eNB (seNB) Prepares a set of target eNBs (teNB1, teNB2, teNB3)

· UE is targeted to teNB1 

· The Handover succeeds without any RLF
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Fig. 1: Scenario 1, No RLF within Multi-eNB preparation
Steps:

· Preparation

· seNB prepares all teNBs with [HO Request/HO Request. Ack]

· Handover

· seNB sends to UE the [HO Com]

· teNB receives UE  [HO Conf]

· Release Resources

· teNB releases the resource to the seNB [Release Res.] 

· seNB releases the resources in all eNBs prepared [HO Cancel]

Comments and IOT impact:

· The identifier (UE Id) of the UE needs to be provided to all the target eNBs during the handover preparation to allow the recovery of the UE Context in cases of RLF. It is proposed to provide this information to the target eNB as Mandatory/Ignore information. Then the target eNB may ignore the RLF recovery preparation if it doesn’t want to support it

· There is no impact for the seNB to provide the UE Id during the handover. The RLF recovery principal is also beneficial  for “basic Handover” (i.e. without Multi-eNB preparation)
· The identifier (UE Id) is still under-definition in RAN2 ; it should be defined by the C-RNTI and a secret shared by the UE and the teNB (called MAC based on the keys of the source cell in stage2 update [7]).  The contribution [6] attempts a first description of this identifier for the handover preparation. 
· The Handover phase (HO Command and HO confirm) requires no change

· The source eNB cannot Cancel the resources before knowing the Handover is achieved at target eNB and receiving  the Release Resource
· The signature consumption in the target eNB due to the handover preparation may be optimized if necessary by an optional allocation of the signature. 
Scenario 2: A RLF is recovered by a target eNB prepared

Scenario description

· seNB Prepares a set of target eNBs (teNB1, teNB2, teNB3)

· UE is targeted to teNB1

· The UE recovers a RLF on teNB2 already prepared
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Fig. 2: Scenario 2, A RLF is recovered by a target eNB prepared

Steps:

· Preparation

· The seNB prepares all teNBs with [HO Request/HO Request. Ack]

· Handover

· seNB sends to UE the [HO Com to teNB1]

· RLF occurs, UE makes a RRC connection request to teNB2 with UE id [RRC Con. Req. + Ue Id]

· Release Resources

· teNB2 sends to the seNB the [Release Res.] 

· seNB releases the resources in all over eNBs prepared [HO Cancel]

Comments and IOT impact:

· The identifier (UE Id) of the UE needs to be provided to all the target eNBs during the handover preparation to allow the recovery of the UE context in case of RLF

· The Handover phase (HO Command and HO confirm) requires no change

· The source eNB cannot Cancel the resources before knowing the Handover is achieved at target eNB and receiving the Release Resource

· RLF can occur before or after the Handover Confirm the scenario is still the same

Scenario 3: After RLF UE selects an eNB that is not prepared

Scenario description

· seNB Prepares a set of target eNBs (teNB1,  teNB3)

· UE is targeted to teNB1

· The UE makes a RLF and goes to teNB2 not prepared
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Fig. 3: Scenario 3, After RLF UE selects an eNB that is not prepared

Steps:

· Preparation

· seNB prepares all teNBs with [HO Request/HO Request. Ack]

· teNB2 is not prepared

· Handover

· seNB sends to UE the [HO Com to teNB1]

· RLF occurs, UE makes a RRC connection request to teNB2 with UE id [RRC Con. Req. + Ue Id]

· teNB2 rejects UE, UE switches to idle and makes a RRC Connection Request to teNB2 without UE id [RRC Con. Req.] (FFS in RAN2)

· Release Resources

· Timer based seNB releases the resources in all over eNBs (seNB and teNB) 

Comments and IOT impact:

· If the target eNB is not prepared or it doesn’t support the UE id recovery, the comportment of the target eNodeB is the same. Target eNB has not been reading to received the UE and UE context has not been prepared. Then it is assumed now that the UE will need to back in Idle state and attempt usual RRC Connection Request. This last assumption is FFS to RAN2

· As a “basic handover” RLF between only two eNBs the source NB  has no way to detect the RLF then some options are possible

· Use same procedure as basic RLF which is still FFS in RAN3

· Use implementation proprietary defense based timer will release the resource in seNB and teNBs
· Always in the same “basic handover” RLF between only two eNBs with the basic assumption that the source eNB is prepared itself to keep back the UE,  the scenario where UE is back on the seNB after the [HO Com] is tricky. Indeed the seNB can not know if the UE sent the [HO Com]. If the UE has been sent the HO command it is not possible to known if the teNB start to advise the MME for the path switch. Then the seNB may

· Continue the UE call in seNB if it is possible 

· Sent back the UE to Idle if it received an error handling message (FFS) or release resource from the teNB or the MME
Let consider now other scenarios and see they are similar to one of the previous scenarios presented.

· The scenario where UE is back on the source eNB before the [HO Com] is equivalent to scenario 2 under the basic assumption that the source eNB is prepared itself to keep back the UE and send to other teNBs a Handover Cancel. It is one of principal of introduction of the Handover Cancel
· As we already see the scenario where the target eNB do not want to support the preparation is equivalent to the scenario where the target eNB is not prepared

· The scenario where there is any more valid UE Context in the teNB corresponding to the UE id is equivalent to scenario 3. It should be RAN2 FSS.

· The scenario where the source eNB decides the UE goes to other teNB2 instead of teNB1 is equivalent to Scenario 1. Please note this optimizes the solution because there is no need to trig the preparation of the teNB2 after the HO Cancel of teNB1 preparation

Discussion 

The previous scenario description does not highlight major issues in term of reusing the current X2-AP protocols for the multi-eNB preparation in multi-vendors environment. The main points that can be considered are the sending of the UE identifier to the different target eNBs to prepare the UE reception, the indication to the UE to switch to Idle in case of no prepared target eNBs and the release of the resource of all eNBs if the UE is going to an unprepared target eNB.

To prepare the mutli-handover each target eNB needs to receive the UE Id. This information and the indication of multi preparation could be provided to a target eNB as Mandatory/Ignore information if some target eNB does not support or activate the RLF Recovery .Then the target eNB can support a “basic handover” but not the recovery procedure without impacting the multi-eNB preparation principal.  
The signature consumption in the target eNB due to the handover preparation may be optimized if necessary by an optional allocation of the signature.

The indication to the UE to switch to Idle in case of not target eNB prepared, not supported or not activate, is RRC issue that needs to be solve by RAN2. This approach could be reviewed by RAN2 but there is no impact on RAN3.

The release of resources of all eNBs if the UE is going to an unprepared target eNB is an issue because there is no way for the source or a prepare target eNB to know the RLF. This issue is not a pure mutli-preparation Handover issue. It can occur during a “basic handover”. The solution could be an implementation dependant defense mechanism. The solution decided by RAN3 for the “basic handover” may be reused for multi-eNB preparation.

Conclusion 

This contribution has presented a mechanism to minimize interruption and data loss when RLF occurs within multi-eNB HO preparation. In the current state of the specification no real issue has been found for interoperability or modification of the current X2 handover principal.
It is proposed to RAN3 to discuss the different alternative relative to the criticality of the UE Id Information sent for the preparation. The release resource mechanism in case of issue occurring during handover will be discussed separately and then discussed if it is applicable to multi-eNB preparation cases.
The contribution [6] R3-071907 “X2 HO RLF Recovery Information” may be open to discuss a first signalization and characterization of the UE Id for the handover preparation phase.
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