3GPP TSG-RAN WG3 #57-bis
Tdoc  R3-071841
Sophia Antipolis, France, 8-11 October, 2007

Source:



Ericsson                              
Title: 


Redirection of SCTP
Agenda Item:


7.3.12c
Document for:


Discussion and Approval
1 Introduction
In R3-070635 submitted to TSG-RAN WG3 Meeting #55bis in St Julian's, Malta we proposed the  mechanism for redirection of SCTP connections defined in the ADDIP IETF draft to be used on S1-C. In this contribution we address comments received on this proposal.
The ADDIP draft has recently  been accepted as Proposed Standard in IETF, and hence the text below now refers to RFC 5061 [‎2].
2 Discussion
2.1 Optional functionality in SCTP

It should first and foremost be noted that the functionality described below relates to the IP Endpoint handling within an SCTP association, established between a particular pair of SCTP Peers (in the context of S1-C, that would mean one particular eNodeB and one particular MME). RFC 5061 does not specify mechanisms to redirect an SCTP association to an alternative SCTP peer (i.e., introduction of  RFC 5061 support on S1-C / X2 in the S1-C / X2 specifications does not specify means to redirect S1-C / X2 instances to other than the original nodes).
It has been commented that reliance on the functionality specified in RFC 5061 could give rise to compatibility issues if an SCTP implementation does not support RFC 5061.

SCTP is by definition extensible, a fact which immediately gives rise to the issue of backwards compatibility in the face of extensions. The way this is handled in RFC 2960 is by requiring that SCTP Chunk and Parameter Types introduced in protocol extensions are encoded in a way that enables an implementation that does not support the extension in question to respond in a meaningful way. The excerpt from section 3.2 of RFC 2960 below shows the options that exist (the example being Chunk Types):
“ Chunk Types are encoded such that the highest-order two bits specify

   the action that must be taken if the processing endpoint does not

   recognize the Chunk Type.

   00 - Stop processing this SCTP packet and discard it, do not process

        any further chunks within it.

   01 - Stop processing this SCTP packet and discard it, do not process

        any further chunks within it, and report the unrecognized

        parameter in an 'Unrecognized Parameter Type' (in either an

        ERROR or in the INIT ACK).

   10 - Skip this chunk and continue processing.

   11 - Skip this chunk and continue processing, but report in an ERROR

        Chunk using the 'Unrecognized Chunk Type' cause of error.“
For example, in RFC 5061, the definition of the new ASCONF (Address Configuration) chunk includes the following passage in section 4.1.1:

“   It should be noted that the ASCONF Chunk format requires the receiver

   to report to the sender if it does not understand the ASCONF Chunk.

   This is accomplished by setting the upper bits in the chunk type as

   described in [RFC4960], Section 3.2.  Note that the upper two bits in

   the ASCONF Chunk are set to one.  As defined in [RFC4960], Section

   3.2, when setting these upper bits in this manner the receiver that

   does not understand this chunk MUST skip the chunk and continue

   processing, and report in an Operation Error Chunk using the

   'Unrecognized Chunk Type' cause of error.  This will NOT abort the

   association but indicates to the sender that it MUST not send any

   further ASCONF chunks. “

Further, in section 5.1, it is specified that:

“If the peer responds to an ASCONF with an ERROR Chunk reporting

 that it did not recognize the ASCONF Chunk Type, the sender of

 the ASCONF MUST NOT send any further ASCONF Chunks and MUST stop

 its T-4 timer.“
Thus, if the  SCTP implementation in the receiving end does not support RFC 5061 functionality, the request for IP address reconfiguration will be ignored, and an error indication specifying ‘Unrecognized Chunk Type will be sent in return. Other than that, normal operation will continue. The SCTP implementation that initially sent the ASCONF chunk will receive the error indication, and as a result of that no further ASCONF Chunks will be sent.

In this way, basic SCTP inter-work is ensured in situations where the peer implementations differ in support of  SCTP extensions. In this example, the only consequence would be that the RFC 5061 functionality will not be available for the SCTP association in question, and operation of the concerned instance of the S1 interface will continue with the set of IP Endpoints for SCTP established at SCTP initialization.
2.2 Expectations for support of RFC 5061
Since RFC 5061includes much-needed flexibility regarding configuration of SCTP Endpoints, relevant to a wide range of applications of SCTP, it is further expected that at the time of SAE/LTE deployment this  functionality will be generally supported  in commercial SCTP implementations. 
3 Conclusion and Proposal
In light of the discussion above we conclude the following:

-
Reliance on RFC 5061 will not in itself give rise to compatibility issues related to legacy SCTP implementations lacking this support.

-
At the time of SAE/LTE deployment, RFC 5061 functionality can be expected to be widely supported in commercial SCTP implementations
We propose that RAN3 agrees to RFC 5061 as the basis for redirection within an SCTP association on S1 and X2, and that this agreement is documented in TS 36.410.
.
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