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1. Background
Extension of the SRNC identity has been debated in various groups as a part of the TEI7 work. A set of CRs [R3-071134 – R3-071137] have been technically endorsed as a solution to the problem.
The solution is built on the concept of “stealing” bits from other identities, and by that allowing an introduction of this concept in a way backwards compatible with Rel99-6 terminals. Something which has been considered as highly desirable.
From an RAN2 perspective, the solution looks as follows:

· 4 bits from the S-RNTI is taken for the extension of the SRNC identity. This will limit the number of UEs that can be handled by one SRNC.
· 4 bits from the S-RNTI2 is taken for the extension of the SRNC identity. This will limit the number of simultaneous UEs that can perform IRAT handover to one RNC.

· 25.331 defines the cell identity as an 28 bit string. Although not explicitly mandated, a “typical” implementation would concatenate the RNC identity (RNC ID, 12bits) and cell identity (C ID, 16 bits) to create the 28 bit cell identity. Thus extending the RNC identity will also limit the number of cells that can be controlled by one RNC.
With the proposed solution, the following network deployments can be supported.

	Type
	Nr of RNCs in the network
	Nr of Cells per RNC
	Nr of Users per SRNC
	Nr of simultaneous 2G->3G HO per RNC

	Rel<7
	12 bits

0 – 4095
	16 bits

0 – 65 535
	20 bits

0 – 1048575
	10 bits

0 – 1023

	With extension of SRNC identity
	16 bits

0 - 65535
	12 bits

0 – 4095
	16 bits

0 - 65535
	6 bits

0 – 63


From a RAN3 perspective, the proposed solution is included as an extension to the RNC ID information element, according to a principle that:

· If the RNC ID is in the range 0 – 4095, the “old” information element is used.

· If the RNC ID is in the range 4096 – 65535, the RNC ID extension mechanism is used.

The proposed approach is backwards compatible, as the normal error handling in the legacy equipment without upgrades will take care of incompatible usage of the extended RNC ID on the Iu, Iur, and Iupc interfaces. 
In RAN3 specifications, the solution looks as (simplified):
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID is included then RNC-ID shall be ignored.
	-
	

	Extended RNC-ID
	O
	
	INTEGER (4096..65535)
	The Extended RNC-ID shall be used if the RNC identity has a value larger than 4095.
	YES
	reject


2. Solution Enhancement
During the discussion, concerns were however raised that the proposed solution will solve the problem of supporting very small RNCs, but little consideration had been taken to support deployments in very large networks.
In particular, concerns were raised for the following situations:

· Small RNCs: Maximum number with the proposed extension mechanism is 65536 which will not be sufficient for very large network deployments (with only “small RNCs”)

· Traditional RNCs: Maximum number without extension mechanism is 4096 which might neither be sufficient for a very large network deployment (with only traditional sized RNCs). In this case specific concerns were raised that very large deployments would drive the need for very high capacity RNCs in where configuration and operation of such RNC would be complex.
Thus, we here propose a small enhancement to the proposed mechanism to cover also for the cases in where concerns have been raised.
The solution builds on the same principle as earlier proposed, but the stiff border of 4bits extension is removed, and instead the number of bits to be used for the RNC ID is signalled on the Iu, Iur and Iupc interfaces.

With such a solution, it would be possible to support the following deployment scenarios:

	Type
	Nr of RNCs in the network
	Nr of Cells per RNC
	Nr of Users per SRNC
	Nr of simultaneous 2G->3G HO per RNC
	Comment

	Rel<7
	12 bits

0 – 4 095
	16 bits

0 – 65 535
	20 bits

0 – 1 048 574
	10 bits

0 – 1023
	Rel < 7

	Ext 13
	13 bits

0 – 8 191
	15 bits

0 – 32 767
	19 bits

0 - 524 287
	9 bits

0 – 511
	

	Ext 14
	14 bits

0 - 16 383
	14 bits

0 – 16 383
	18 bits

0 – 262 143
	8 bits

0 – 255
	

	Ext 15
	15 bits

0 - 32 767
	13 bits

0 – 8 191
	17 bits

0 - 131 071
	7 bits

0 – 127
	

	Ext 16
	16 bits

0 – 65 535
	12 bits

0 – 4095
	16 bits

0 – 65535
	6 bits

0 – 63
	Proposal as of today

	Ext 17
	17 bits

0 – 131 071
	11 bits

0 – 2047
	15 bits

0 – 32 767
	5 bits

0 – 31
	

	Ext 18
	18 bits

0 – 262 143
	10 bits

0 – 1023
	14 bits

0 – 16 383
	4 bits

0 – 16
	


The mechanism would need a very limited addition on the Iu, Iur and Iupc interface, in where an extra enumerated information element indicates the number of bits to be used for the RNC identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID is included then RNC-ID shall be ignored.
	-
	

	Extended RNC ID Size
	O
	
	ENUMERATED(13, 14, 15, 16, 17, 18)
	The number of bits to be used for the RNC identity in the Extended RNC ID IE
This IE shall be included if the Extended RNC-ID is included.
	YES
	reject

	Extended RNC-ID
	O
	
	INTEGER (4096..262143)
	The Extended RNC-ID shall be used if the RNC identity has a value larger than 4095.
	YES
	reject


3. Proposal

The proposed solution uses the same extension mechanism as has earlier been proposed. However, in addition to completely cover the scenario proposed in [R3-071134 – R3-071137], it also addresses the deployment scenario for which concerns were raised in RAN3#56.
It is proposed that the proposed solution in this document is agreed so that relevant CRs can be prepared and agreed before TSG RAN#34

.
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