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1
Introduction

This document discusses basics on message encoding, error handling and version handling on S1/X2.  
2
Discussion

2.1
Encoding

Currently messages in RANAP, SABP, NBAP and PCAP are defined in a tabular and an abstract manner, the abstract one following ASN.1 as specified by ITU-T in X.680 (Specification of basic notation) and X.681 (Information object specification), with the understanding that in case of ambiguities, ASN.1 will always take precedence over the tabular message presentation.

The actual message encoding is specified to follow the transfer syntax as specified by ITU-T X.691 (Specification of Packed Encoding Rules (PER)).

There hasn’t been any discussion yet in RAN3 that would have challenged the (silent) assumption that this situation should be adopted for S1/X2-AP as well, and it is also the assumption of Nokia Siemens Networks that ASN.1/PER should be adopted for LTE, admittedly no investigations have been performed on alternatives.

Therefore it is proposed to at least start the discussion process on that matter, if not already agreeing on it.

2.2
Error and version handling

Error and version handling in the above mentioned Application Parts are handled with the definition of a container structure that allows the sender to indicate within a “criticality-field” in which way the receiver shall react, if it is not able to understand/decode a certain Information Element.

There is no explicit protocol-version(release) indication foreseen, instead version handling is handled by the error handling with the “criticality” indication. I.e. Information Elements, which are introduced in later versions of the protocol need to carry along the “criticality” information to indicate whether it makes sense for a receiver not able to understand the new IEs to proceed with the processing the message and performing related actions, or whether the information contained in the newly introduced IEs is so “critical” that it shall reject the request.

Substantial effort was spent over 3 releases to get chapter 10 in the Application Parts stable (and aligned) and the consequence of creating a new error/version handling method would be probably that the first protocol version for LTE will have to deal with limited error/version handling capabilities. 

From a Nokia Siemens Network perspective there is no reason to not adopt principles from the UTRAN xAPs.

Note:
There is also the functionality contained in the xAPs within the overall error/version handling that provides additional information about the not comprehended/missing IE (criticality diagnostics). This topic is left out for now in the overall discussion.

3
Proposal

It is proposed to discuss the topics shortly addressed in this paper and to either decide immediately on them or to try to aim at a final decision for next meeting (which would be right before the stage 3 finalisation date).
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