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1 Introduction

At RAN3#56bis a decision was taken to adopt data forwarding as the basis for user data handling at IRAT handover.

It was proposed to also retain legacy principles for S1:

a Core Network informs which bearers shall be ‘subject to forwarding’

b Core Network inform source about tunnel endpoint(s) for data forwarding

There was some unclarity about legacy mechanisms, so the adoption of principles a and b were postponed. This contribution clarifies the existing mechanisms and proposes that principles a and b are adopted.

2 Overview of current 2G ↔ 3G User Data Handling

2.1 Direction 2G → 3G

[image: image1.emf] 

S - BSS  

Old   SGSN  

New   SGSN  

T - RNC  

PS Handover Required  

Fwd Relocation Request  

Relocation Request  

  PS Handover Required  Ack  

 Fwd Relocation Response  

Relocation Request Ack  

   Target RNC to So urce RNC Transparent Container      RA Bs setup list      Transport Layer Address      Iu Transport Association (TEID)      RABs  failed to setup list  

   Cause      List of Set Up PFCs      Tunnel Endpoint Identifier Control Plane      SGSN Address for User Traffic      Tunnel Endpoint Identifier Data II      RANAP cause      SGSN Address f or control plane      RAB Setup Information      Target RNC to S ource RNC Transparent  Container  

 Relay N - PDUs  

SGSN Address for User Traffic  +  Tunnel Endpoint Identifier Data II      

Transport Layer Address + Iu  Transport As sociation      

 Relay N - PDUs  

Red : PS Handover   Green : SRNS Relocation      

Figure 1 Target-to-source signalling at 2G(A/Gb) →3G PS Handover
For easy reference, detailed contents of FORWARD RELOCATION RESPONSE and RELOCATION REQUEST ACKNOWLEDGE, related to data forwarding, are found in the Annex.

Conclusions from 23.060:
1 Data in both tunnels have the same format, i.e. N-PDUs

2 The IU interface IEs for PS domain tunnel endpoint addresses have the same format whether they point at the new SGSN or at the target RNC 

3 The Core Network has two options to control data forwarding:

a selectively turn on/off forwarding per bearer by including/excluding the Tunnel Endpoint Identifier or providing a dummy TEID. 

b Turn on/off all bearers at once by including or omitting the entire IE RABs Subject To Data Forwarding List. 
2.1.1 Analysis of current specifications

TS23.060 and TS25.413 seem inconsistent. Extract from 25.413, section 8.6.2:

“For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION COMMAND message shall contain at least one pair of Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target.”

This sentence seems to mandate that the Core Network may not omit the RABs Subject To Data Forwarding List, although it is Optional, or any of the [IP address + TEID] per RAB. However, the CN may modify the addresses.
On the other hand, 23.060 section 6.9.2.2.1, says:

“6)
…The old SGSN decides the RABs to be subject for data forwarding based on QoS, and those RABs shall be contained in RABs subject to data forwarding. …...

7)
The source SRNC may, according to the QoS profile, begin the forwarding of data for the RABs to be subject for data forwarding…..” 
This tells us that old SGSN can decide which RABs shall be forwarded, which contradicts 25.413. It can be noted that the word “decide” is often used in a non-exclusive manner, saying that “node Y can decide to modify or reduce the list decided by the previous node X” and this seems to be the case in the 23.060 text.

Conclusion: There is an inconsistency between 25.413 and 23.060, which should be resolved
These texts originate from the time, when there existed only “SRNS Relocation with Hard Handover” in the PS domain.  This intra-RAT procedure has used only “direct tunnels” between source and target RNC, if data forwarding has been deployed at all. No CN resources are used for data forwarding, hence it may have been considered unimportant to let the CN take part in the data forwarding decision. 
With the introduction of inter-RAT PS Handover, the situation has changed. Direct tunnel IP connectivity between source and target inter-RAT nodes in existing deployments is the exception rather than the rule. This fact is reflected by the tunnel arrangement in 43.129, where indirect tunnels via the CN are described. Hence CN resources are now typically required to execute the forwarding and the situation with lack of CN resources must be handled. This kind of situation is typical for handover, i.e. several nodes must commit resources to support the bearers. This is normally handled during the Handover Preparation Phase by successive reduction of admitted bearers in the reverse signalling path and the same method is appropriate here as well. As a minimum, the data forwarding should be possible to “turn off” for all bearers, if resources are unavailable 
Conclusion: It should be possible for the CN to “turn off” data forwarding, when resources are unavailable.
2.2 Direction 3G → 2G
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Figure 2 Target-to-source signalling at 3G→2G(A/Gb) PS Handover
For easy reference, details of RELOCATION COMMAND can be found in the Annex.

Conclusions from 23.060:

1 Data in both tunnels have the same format, i.e. GTP PDUs

2 The IU interface IEs for tunnel endpoint addresses have the same format whether they point at the old SGSN or the new SGSN 

3 The Core Network can turn on/off data forwarding 

2.2.1 Analysis of current specifications

The same issues can be noted, so we draw the same conclusions

Conclusion: There is an inconsistency between 25.413 and 23.060, which should be resolved

Conclusion: It should be possible for the CN to “turn off” data forwarding, when resources are unavailable.
3 Discussion
3.1 Legacy relocation/handover cases

Two main solutions exist:

1 change the 23.060 text to exclude CN control of data forwarding

2 change the 25.413 text to allow CN control of data forwarding

Considering that the cases (a) lack of IP connectivity and (b) lack of CN resources need to be handled in any case and these cases are implicitly solved by solution 2, this is the preferred way forward

3.2 LTE↔UTRAN/GERAN Handover

It is probable that LTE deployments will sometimes, perhaps even typically, lack IP-connectivity between eNodeBs and 3G/2G.  

By including the following two mechanisms in the S1 specification, there are mechanisms to handle both (a) lack of IP connectivity and (b) lack of CN resources:
· EPC shall be allowed to omit “RABs Subject To Data Forwarding List” (or equivalent) to disable data forwarding.

· EPC shall be allowed to select tunnel end points for data forwarding 

4 Conclusion
The following is proposed:
4 25.413 should allow the omission of RABs Subject To Data Forwarding List in order to handle (a) lack of IP connectivity and (b) lack of CN resources.  

5 Data forwarding should be allowed to “any” tunnel endpoint for LTE, UTRAN and GERAN. Tunnel endpoints shall be assigned by EPC, based on TNL connectivity between source and target RAN.

6 When there is no connectivity between source and target radio nodes or lack of EPC resources, EPC shall be allowed to omit “RABs Subject To Data Forwarding List” (or equivalent) to disable data forwarding.

It is proposed that RAN3 endorses these assumptions. 
If agreed Ericsson volunteers to provide CRs for 25.413 and 36.300 
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6 Appendix
6.1 RELOCATION REQUEST ACKNOWLEDGE
Details of RELOCATION REQUEST ACKNOWLEDGE, related to data forwarding:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Target RNC To Source RNC Transparent Container
	O
	
	9.2.1.30
	
	YES
	ignore

	RABs Setup List
	O
	
	
	
	YES
	ignore

	>RABs Setup Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	reject

	>>RAB ID
	M
	
	BIT STRING  (8)
	SI for CS domain or NSAPI for PS domain
	-
	

	>>Transport Layer Address
	O (when no ALCAP has been used)
	
	9.2.2.1

[BIT STRING (1..160, …)]
	IPv6 or IPv4 address if no other TLA included. IPv4 address if other TLA included.
	-
	

	>>Iu Transport Association
	O (when no ALCAP has been used)
	
	9.2.2.2
	Related to TLA above.
	-
	

	Choice Iu Transport Association
	
	
	
	
	
	

	>GTP TEID
	PS domain
	
	OCTET STRING (4)
	
	
	

	>Binding ID
	CS domain
	
	OCTET STRING (4)
	- either Binding ID to be used in Transport Network Control Plane signalling during set up of the transport bearer 
- or UDP port
	
	

	>>Assigned RAB Parameter Values
	O
	
	9.2.1.44
	MBR and/or GBR, up- and downlink
	YES
	ignore

	>>Transport Layer Address
	O
	Two pairs of Transport Layer Address IE and Iu Transport Association IE may be included for RABs established towards the PS domain
	IPv6 address if included. 
	YES
	ignore

	>>Iu Transport Association
	O
	
	Related to TLA above.
	YES
	ignore

	RABs Failed To Setup List
	O
	
	
	
	YES
	ignore

	>RABs Failed To Setup Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Cause
	M
	
	9.2.1.4
	
	-
	

	Chosen Integrity Protection Algorithm
	O
	
	9.2.1.13
	Indicates the Integrity Protection algorithm that will be used by the target RNC.
	YES
	ignore

	Chosen Encryption Algorithm
	O
	
	9.2.1.14
	Indicates the Encryption algorithm that will be used by the target RNC.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	New BSS To Old BSS Information
	O
	
	9.2.1.47
	Defined in [11].
	YES
	ignore


Table 2 Contents of Relocation Request Acknowledge

6.2 FORWARD RELOCATION RESPONSE
Detailed contents of FORWARD RELOCATION RESPONSE, related to data forwarding, are found in Table 1 below.

	Information element
	Presence requirement
	Reference
	
	
	
	
	
	
	
	

	Cause
	Mandatory
	7.7.1
	
	
	
	
	
	
	
	

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14
	
	
	
	
	
	
	
	

	Tunnel Endpoint Identifier Data II 
	Optional 
	7.7.15
	
	
	
	
	
	
	
	

	Type
	Tunnel Endpoint Identifier for data transmission between old and new SGSN for a particular PDP context (NSAPI). Used with ‘SGSN Address for User Traffic’
	18

	NSAPI
	
	x
	x
	x
	x
	NSAPI

	Tunnel Endpoint Identifier Data
	
	TEID

	RANAP Cause
	Conditional
	7.7.18
	
	
	
	
	
	
	
	

	SGSN Address for Control plane
	Conditional
	7.7.32
	
	
	
	
	
	
	
	

	SGSN Address for User Traffic
	Optional
	7.7.32
	
	
	
	
	
	
	
	

	Type
	IP address of the new SGSN for data forwarding to the new SGSN during the PS handover procedure
	133

	Length
	
	Length

	GSN Address
	
	GSN Address

	UTRAN transparent container
	Optional
	7.7.38
	
	
	
	
	
	
	
	

	RAB Setup Information (one or more, information from target RNC)
	Conditional
	7.7.39
	
	
	
	
	
	
	
	

	Type
	
	
	140

	Length
	
	
	Length

	NSAPI
	
	
	x
	x
	x
	x
	NSAPI

	Tunnel Endpoint Identifier Data
	Only included for successfully allocated resources in both target RNC and new SGSN.
	TEID

	RNC IP Address
	
	RNC IP

	Additional RAB Setup Information (same as RAB Setup Info, but used in case of IPv6)
	Conditional
	7.7.45A
	
	
	
	
	
	
	
	

	Type
	
	
	140

	Length
	
	
	Length

	NSAPI
	
	
	x
	x
	x
	x
	NSAPI

	Tunnel Endpoint Identifier Data
	Only included for successfully allocated resources in both target RNC and new SGSN.
	TEID

	RNC IP Address
	
	RNC IP

	SGSN Number
	Optional
	7.7.47
	
	
	
	
	
	
	
	

	BSS Container
	Optional
	7.7.72
	
	
	
	
	
	
	
	

	BSSGP Cause
	Optional 
	7.7.75
	
	
	
	
	
	
	
	

	List of set-up PFCs
	Optional
	7.7.78
	
	
	
	
	
	
	
	

	Type
	
	
	179

	Length
	
	
	Length

	Number of PFCs
	
	
	0..11

	PFI (1)
	
	
	

	PFI (2)
	
	
	

	-“-      
	
	
	

	PFI (n)
	
	
	

	Private Extension
	Optional
	7.7.46
	
	
	
	
	
	
	
	


Table 1 Contents of Forward Relocation Response

6.3 RELOCATION COMMAND

Details of RELOCATION COMMAND, related to data forwarding:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Target RNC To Source RNC Transparent Container
	O
	
	9.2.1.30
	
	YES
	reject

	L3 Information
	O
	
	9.2.1.31
	
	YES
	ignore

	RABs To Be Released List
	O
	
	
	
	YES
	ignore

	>RABs To Be Released Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	RABs Subject To Data Forwarding List
	O
	
	
	
	YES
	ignore

	>RABs Subject To Data Forwarding Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	Procedural text from 8.6.2: “For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION COMMAND message shall contain at least one pair of Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target”
	IPv6 or IPv4 address if no other TLA included. IPv4 address if other TLA included.
	-
	

	>>Iu Transport Association
	M
	
	Related to TLA above.
	-
	

	>>Transport Layer Address
	O
	
	9.2.2.1
	IPv6 address if included.
	YES
	ignore

	>>Iu Transport Association
	O
	
	9.2.2.2
	Related to TLA above.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Inter-System Information Transparent Container
	O
	
	9.2.1.48
	
	YES
	ignore

	Target BSS to Source BSS Transparent Container
	O
	
	9.2.1.80
	
	YES
	ignore


Table 3 Contents of Relocation Command
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