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1. Introduction
This document contains a text proposal for Section 9 of the Technical Report: “HSPA Evolution beyond Release 7”
2. Proposed text
9
Technical Proposals and Assessment

Note: 
This chapter will capture all technical proposals and the assessment of each proposal, achievable performance and complexity.

9.1
Architecture

This section describes the architectural solutions and the technical assessment of each proposed solution.

9.1.1 Architectural solutions
9.1.1.1
Iu with enhanced SRNC separate from the enhanced collapsed CRNC/DRNC/Node B
<<Note: 
Reshuffled text from R3-061165>>
General description

The main objective of the HSPA evolution is to improve further the latency and the bit rate with limited and controlled hardware and software impacts (1). Another important aspect is to benefit from these improvements as soon as today and in particular independently of the availability of the SAE core (2).

In the architecture figured out below, the RAN-CN functional split is thus kept to readily reuse the proven Iu interface with no additional delay, testing efforts and painful interoperability issues.(2)

Besides, only the functions which effectively contribute to the reduction of the latency and the increase of bit rate have been moved from the RNC down to the nodeB in order to minimize the hardware and software impacts.(1). These are in particular:

· an RNC RLC mirror function is placed in nodeB to improve the latency induced by repetitions for both the user plane and the control plane,

· the scheduling of all common resources is moved to the nodeB (enhanced scheduler) where they benefit from the HARQ function. The centralized scheduling of common resources in the nodeB also leads to power management optimizations and corresponding gains in bit rate.

· Other enhancements already identified within the R7 study items (signalling enhancements, Continuous Packet Connectivity, delay optimisation for procedures,…)

Moreover, these changes also result in the possible move of the CRNC and DRNC functions into the nodeB which can lead to a simplified architecture as presented in the figure xx. 
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User Plane

Uplink Macro Diversity

The UL MDC stays in the RNC. This allows to benefit from the gains of cell edge throughput for both intra- and inter- Node B while not increasing the last mile traffic compared to solutions where this function would be placed in the NodeB.

Ciphering

Ciphering is still performed in the RNC. In particular the user plane traffic is ciphered in a node above the edge RAN node as strongly recommended by SA3 to avoid security vulnerabilities or extra cost to overcome them. At the same time, it avoids the impact and associated cost of moving this function to another node (e.g. a CN node). 

Header Compression

Header compression is still located in the RNC which avoids the impact and associated cost of moving this function into another node. 

Control Plane (Radio part)

RRC:

The RRC stays in the RNC with the associated functions of connection and mobility control and measurement report co-localized for maximum efficiency.

MAC:

Only dedicated channels remain scheduled in the RNC. Common channels scheduling is done in the NodeB in order to get the same latency benefit as obtained for HSDPA due to HARQ repetitions. Moreover, their centralized management will result in gains in terms of power and bit rate due to possible scheduler optimisations/anticipations.

RLC

The RLC remains in the RNC as an anchor point for the mobility. This avoids the frequent context transfers during inter-nodeB relocations and their associated delay.

A second mirror RLC is used in the nodeB which can also further improve the latency of signalling messages.

Control Plane (Interface part)

By keeping the RNC this architecture minimizes the impact on UTRAN interfaces compared to others: it is foreseen no RANAP change on Iu, limited changes on NBAP, RNSAP (due to move of some functions). Some simplifications can also be expected due to the collapsed CRNC/DRNC/NodeB.

9.1.1.2 PS User Plane /Control Plane split, CP functions in RNC, direct UP tunnel PS CN – Node B
<<Note: 
text from R3-061096>>
x.x.x.x.x
General description

The current UTRAN architecture, inherited from GPRS, is not optimised for very pervasive broadband packet services. In fact in this architecture the presence of an RNC in the User Plane path plays as a bottleneck for the traffic throughput. This is due to two different but linked factors:

· limitations given by switching and routing capacity of an RNC
· limitations given by RLC/MAC and Iub Framing Protocol termination in the RNC
A possible solution to those limitations is allowing User Plane and Control Plane to scale separately and terminating the User Plane protocols in the Node Bs. That is introducing a ‘flat’ architecture for the UP part.

As a consequence, the Node B will have a direct IP broadband connection to the Packet Core.

Moreover latency and delay on the user plane will improve since radio protocols and retransmission will be terminated in the Node B, similar to what has been decided for LTE. 

At the same time, other important aspects such as mobility, efficient coordination between different layer (pico/micro/macro coverage), reuse of legacy investments should not be overlooked. This can be achieved by reusing the RNC functions for the Control Plane.
The following picture shows the resulting architecture, in which interconnection with CN is achieved by the open Iu interface:
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Figure 1: HSPA Evolved Architecture

The red dotted lines represent CP, the green solid lines represent UP. It should be noted that dark and light green lines are mutually exclusive: the architecture is meant to be used either with One Tunnel solution in the CN or not.

The further evolution towards SAE is kept in mind from the very beginning and can be pursued in a later phase collapsing CP in the Node B and introducing the S1 interface and functional split.

In summary, the described solution is characterised by the following peculiarities:

· Node Bs are allowed to have a direct IP broadband connection towards the Packet Core.
· UP is on a flat architecture, allowing delay optimisation, scalability and bottleneck avoidance.
· User Plane – Control Plane separation and a central CP entity (RNC-CP) allowing: 
· better inter-cell coordination in different deployment scenarios (femto/pico, micro/macro and mixed).
· simpler Node Bs than collapsing in them the whole RNC functionalities.
· Reuse of legacy RNC: CP can be easily upgraded.
· It’s in line with the evolutionary step towards SAE.
x.x.x.x.x
Protocol architecture

User plane

The following picture shows the User Plane protocol stack
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Figure 2: Protocol Stack for User Plane

Uplink Macro Diversity

This architecture only allows for intra Node B uplink MDC. However, it still unclear whether or not UL MDC should be supported by HSPA evolved Architecture. If needed, one possible solution could be defining a ‘Serving Node B’. This option is <FFS>.

Ciphering

Ciphering is performed in the Node B.

It has to be investigated whether ciphering in Node B is compatible with the Security Architecture. A possible alternative is to locate the ciphering function in the Core Network as for LTE/SAE functional split. This option is FFS.
Header Compression

Header compression is located in the Node B. 

A possible alternative is to locate the Header Compression in the Core Network as for LTE/SAE. This option is FFS.
y.y.y.y.y
Control plane

In principle the Control Plane stack is supposed to be the same as in Release 6, with RRC in RNC and NBAP as Application Part to Node Bs.

Due to the separation between UP and CP entities, at least two alternatives can be foreseen for the control plane Uu interface stack realisation:
1. SRB (bearing RRC and NAS) are terminated in the RNC and sent over the Iub with the legacy Frame Protocols, as for Release 6. Multiplexing of SRB and user plane RB is performed in the Node B.

2. SRBs are terminated in the Node B. RRC (and NAS messages) are encapsulated and sent over the Iub using a generic (i.e. not radio specific) IP protocol.

Solution 2 allows for a unique termination of RLC/MAC in the NodeB (both for UP and CP RB). 

Solution 1 reuse the current functional allocation for the control plane and imply a duplication of RLC/MAC functionalities in RNC and NodeB. However RLC/MAC functions are already implemented in the RNC and may be reused for CP only. Moreover depending on the solution needed for the support of CS domain, these functionalities may be used also for CS UP (see below).
x.x.x.x.x
Support of legacy UEs

No or minimum impacts are foreseen on terminals. The same protocol stack can be used.
x.x.x.x.x
Interworking with legacy architecture

Interworking with legacy architecture is provided at RNC level.

x.x.x.x.x
Open Issues

· Paging in xxx_PCH states
· SA3 need to provide feedback on whether ciphering can be generated in the Node B.
9.1.1.3 
Iu with RNC U-Plane & C-Plane functions in Node-B
Note: One tunnel approach as in TR23.809 is applicable on Iu.

Protocol architecture
The following figure describes the two deployment scenarious for Solution #3, one with a stand-alone Evolved HSPA UTRAN and the other with the carrier sharing with “legacy” UTRAN.

[image: image1]
x.x.x.x.x
Open Issues

· Security

SA3 need to provide feedback on whether ciphering can be generated in the Node B.
9.1.1.4 
S1 interface architecture, i.e. SAE architecture with RLC (no-ciphering) & RRC in Node B
Note: 
text from R3-061207
x.x.x.x.x
Non-soft handover approach

The major difference between the S1 and Iu functional split stems from the different termination points for the encryption streams. This in turn leads to the positioning of the SAE/LTE header compression – the equivalent of the UTRAN PDCP - in the MME/UPE. The rationale behind the placement of these functions was because it was agreed to collapse some of the more delay-dependent RNC functionality into the Node B for the LTE system in order to improve system performance, and there were concerns from SA3 in putting security in the eNode B.

If the collapsing of the architecture is introduced into Release 8, then in a migratory approach for HSPA, it could be feasible to re-use some of the benefits of the UPE functions in the same way as used for LTE/SAE. 

An architecture that enables the migration of UMTS to the SAE architecture is shown in figure 2. 
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Figure x: Possible composite UTRA architecture to support release 8 and pre-release 8 UMTS mobiles.

x.x.x.x.x.x
Description of the architecture (from figure 2)

The following concepts are introduced in this architecture:

· The RNC functionality for “release 8 UMTS mobiles” is placed within the BTS site. 

· S1 should be able to operate in a “flex” manner and hence provide ‘reliability and redundancy’ above the BTS site.

· Movement of the SRNC into the BTS site and the adoption of S1 signalling mechanisms should permit the “SAE/LTE style” fast idle to active transition. As a consequence, the URAs used by Rel’8 UEs may be constrained to one BTS site.

· Legacy UE connections linked back to legacy CN/UTRAN even when connected to eHSPA Node B.

· Handover of a release 8 UE from a release 8 “eHSPA Node B” to a legacy node B is the same as an LTE to legacy node B handover.

· MBMS can be probably handled in the same way as LTE for the Release 8 UEs.

To permit this architecture, the following user plane protocol stack (Figure 3) could be used. 
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Figure y: User plane

With this stack, the SAE encryption/PDCP/header compression is used between the UE and the MME/UPE. The existing UMTS encryption and header compression are never switched on (the existing UMTS signalling seems to contain this capability) (alternatively, e.g. if it is simpler, they can be switched on in a “double encryption manner”).

There would be a need for some sequence number mapping here so that the UE could maintain synchronisation of the ciphering. However, this anyway needs to be solved for LTE in the same way.

This stack has some impact on the UE – however it has some similarities to GSM/GPRS mobiles where the GRPS stack is implemented on top of disabled GSM layer 1 encryption. UE manufacturers have already been requested to provide guidance on this in [x].
The corresponding control plane protocol stack is shown in figure 4 below;
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Figure z: Control plane

In this control plane protocol stack, the RRC messages are integrity protected but not encrypted (unless “double encryption” for the user plane is used (meaning that the RLC layer in the eHSPA Node B also has encryption activated)).

x.x.x.x.x
Soft handover approach
<<<TBD>>
x.x.x.x.x.x
Support of legacy UEs

See section 9.1.4.1/9.1.4.2/9.1.4.3
9.1.2 Soft handover support

9.1.2.1 Macro-diversity combining in serving Node B

<TBC>
9.1.2.2
Macro-diversity combining in existing Serving RNC

<TBC>
9.1.2.2 Macro-diversity combining in UPE
<TBC>
9.1.2.2 Macro-diversity combining in other node

<TBC>
9.1.3 Protocol Architecture
Note: this section should describe the alternative solutions for connecting evolved UTRAN to the Core Network.
9.1.3.1
S1-like

<TBC>
9.1.3.2
Iu-PS

<TBC>
9.1.4 Interworking with legacy UTRAN nodes
Note: 
text from R3-061208
2.1 9.1.4.1
Collapsing legacy SRNC and CRNC into Node B
In this option, the SRNC and the CRNC are both collapsed into the eHSPA Node B. This means that for the legacy UTRAN, the Iu-CS is connected directly to the eHSPA Node B.
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Figure 1: Legacy SRNC and CRNC collapsed into eHSPA Node B

· Mobility between eHSPA Node Bs and between eHSPA Node B and legacy Node B would mean either:
· The Iur is needed to handle mobility of at least the CS connected (and optionally legacy PS) UEs. Due to the SRNC being in the eHSPA Node B, this would mean that Iur is routed via the last mile links back to the target node (legacy RNC in this case, but also target eHSPA Node B). This could mean additional transport costs on the serving Node B “last mile” link. 
· An SRNS Relocation is needed for every inter-Node B handover for the CS (and optionally legacy PS) connected UEs. It has been claimed in the past that there could be interruptions to CS voice with this mechanism. If this is true then it does not seem desirable to require this to be performed very often, as it may degrade the quality of the voice service.

· It is questionable as to whether we want to modify the legacy MSCs (and optionally SGSNs) to allow more Iu-CS links to be connected 

· It may not be desirable to have ATM connectivity to the “eHSPA” Node B.

· This would mean that the security for the CS connected UEs is in the eHSPA Node B, which again needs to be discussed with SA3.

9.1.4.2
Collapsing only legacy CRNC into Node B

In this option, the Iu-CS would still be connected to the legacy SRNC, but the legacy SRNC has Iur connectivity to the eHSPA Node B. 
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Figure 2: Only legacy CRNC collapsed into eHSPA Node B

This would rely on Iur connectivity to each eHSPA Node B. Hence at least all CS-connected (and optionally legacy PS connected) UEs beneath an eHSPA Node B would require an Iur connection directly from call setup. 

· There would be some changes needed here to the 3GPP specifications to allow call setup to be performed immediately via Iur, but it is anticipated that this change is only needed to the DRNC functionality (hence only changing the eHSPA Node B in the collapsed architecture). 

· Whilst the problem of dimensioning the MSC is taken away, there may be some issues with the number of drift RNC connections that the SRNC is dimensioned for. However IP connectivity to eHSPA Node B may make this less of an issue.

· Network Management would probably be more of an issue in a multi-vendor environment, as there are problems today in that valuable cell information related to the UE context that is located in the SRNC (call handling parameters) cannot be acquired via multi-vendor Iur. Hence this may cause some issues for operators, and may need to be solved if this architecture was considered desirable.

· For inter-eHSPA Node B mobility, Iur could be extended to the target Node B, as in mobility to a between two drift RNCs today. This procedure may allow a more seamless mobility. Alternatively, the SRNS Relocation procedure would need to be updated to allow it to be performed to a target node that is not the current drift RNC.

· Security for the CS (and optionally legacy PS) users does not need to be performed in the eHSPA Node B, and because the SRNC only has UE contexts, it may be more scalable.

9.1.4.3
Not collapsing any of the legacy CS network into the Node B

In this option, neither the SRNC nor CRNC for the legacy CS (and optionally legacy PS) UEs are collapsed into the eHSPA Node B. 
This has the benefit of no changes to Iur or Iu-CS dimensioning or specifications, and it is likely that NW management handling would be simpler to envisage with the existing SA5 models.
In case Node B contains both evolved SRNC/CRNC functions of the evolved architecture (figure XXX), resource contexts would be split between legacy CRNC and eHSPA Node B. Hence admission control would happen in two locations for the “same” cell. There would probably need to be some modifications to the Iub to enable this to be handled, and it should be studied as to whether the alignment of cell resource handling can be performed effectively without requiring large amounts of signalling to be passed across the Iub.
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Figure XXX: Non-collapsed legacy RNC - eHSPA control plane in the Node B
In case eHSPA Control Plane functions are kept in the legacy RNC (figure YYY), Iub should not require any specific modification since admission control would entirely stay in RNC as in current Release6.
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Figure YYY: Non-collapsed legacy RNC - eHSPA control plane in the legacy RNC
9.1.x Technical Comparison
Note: 
This table should provide a synthetic comparison of the architectural solutions. <<ndrThe text included is only for example>>
	
	1
	2
	x
	

	description
	
	PS User Plane /Control Plane split, CP functions in RNC, direct UP tunnel PS CN – Node B
	
	

	Soft handover support
	
	
	
	

	MDC placement
	
	
	
	

	Packet Core interconnection
	
	 Iu
	S1
	

	Ciphering/Header Compression placement
	
	
	
	

	Impact on RLC / RRC Protocol
	
	
	
	

	Support of legacy UEs


	
	
	
	

	Support/interwoking with CS domain


	
	
	
	

	RNC functions to Node B (SRNC/DRNC/CRNC)
	
	none
	
	

	Layer 1 enhancements 
	
	possible
	
	

	O&M
	
	
	
	

	Mobility Procedures

[UP/CP context transfer]
	
	UP context transfer between node B,

No impact on CP
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