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1 Purpose
The purpose of this paper is to provide a final conclusion to the QoS concepts and selection of the QoS parameters after the exchange of views with SA2. 

2 Introduction
At last RAN3#52 and after the following intensive email discussion, RAN3 has proposed a way forward in a liaison to SA2 including four possible approaches [1]. SA2 has also come to some conclusion reflected in the TR23882. This paper proposes to summarize where we are, how we came there and a possible way forward. 

3 Summary of candidate proposals for QoS parameters 
The various remaining candidate proposals (see [1]) can actually be partitioned into two categories: 
· The ones based on QoS profile,

· The ones based on QoS traffic handling behaviours.

A QoS profile is a standardized set of assigned values to LTE QoS attributes. A QoS attribute is defined as describing a certain aspect of the SAE Access Bearer Service or Radio Access Bearer service. 
A QoS (traffic handling) behaviour is defined as a set of rules of how a node should treat incoming packets.

3.1 QoS Profile

The following reduced set of attributes is proposed by Nortel to make up the standardized QoS profile, in line with the argumentation developed in [2]:
Priority (ARP)
It is proposed for simplification that all flows multiplexed onto an aggregate have the same LPI (LTE Priority Indicator) in order to receive the same treatment. Therefore, whenever a new IP flow is added, either it is multiplexed onto an existing aggregate of same priority or a new aggregate is created. 

This LPI is supposed to be allocated by the ASGW to reflect subscription information and is mainly used at CAC but can also be used for scheduling priority.
GBR, MBR
The GBR will help the eNodeB in the requested amount of resources to be reserved to guarantee the service. The GBR value can also be used with the priority of a flow to determine the scheduling associated to this flow. The MBR will provide an upper limit for traffic policing of the aggregated flow.

It is reminded also that Nortel proposes to signal the DE (Discard Eligibility) but in-band.
3.2 Traffic Handling Behavior (THB)
SA2 has proposed to make up the QoS SAE Bearer description by combining a THB parameter with the QoS profile of section 3.1. The THB should be similar to the well known per hop behaviours (PHB) as defined in RFC2474. How should these behaviours be standardized?

].
How many different behaviours and labels are expected?
Basically, all applications/services that present similar characteristics and consequently require similar performance from the network (mainly in terms of delay, loss and jitter requirements) should be treated with the same behaviour by the network and the eNodeBs.

This expected behaviour as currently described in TR23882 is two-folds: 

· PHB like behaviour a la RFC2474, 3086,

· Information for realisation of an SAE radio bearer (e.g. a la 34.108). 

The PHB-like behaviours are built up with the following atomic mechanisms (see RFC2474, 3086):

· Diffserv codepoints (about 16 values available),

· traffic conditionners (mainly  3types: policing, shaping one rate three colours or shaping two rates three colours)

· scheduling (mainly 2 types: priority queuing or rate queuing)

· active queue management (yes, no, or per Dscp)

The realisation of radio bearers requires also the following information:

· RLC mode (2 types: acknowledged, unacknowledged)

· Discard timer (at least two or three types: short, long medium)

In the end, if standardized behaviours were to be defined for all possible combinations of such atomic mechanisms, we would end up with too many behaviours (about three hundreds) and would need three hundreds label values to identify them. 
Classification

In order to limit the number of to be standardized behaviours, Nortel proposes to reuse the classification of applications/user services done in [3]. This classification partitions all the services based on their requirements of delay, loss and jitter into ten main categories named service classes. These ten services classes are presented below in annex A for convenience of the reader.
By such a classification, only a limited set of ten behaviours corresponding to these ten identified service classes need to be specified and only ten labels will thus be necessary to call these behaviours.
Inter-operability

A service class should possibly span over multiple DS domains. Level of service differentiation may also differ from one domain to the other. However, consistent implementations of service classes are necessary across multiple domains to preserve the end-to-end performance.
Therefore the risk arises that a given service class is not applied the same behaviour in the different domains if this behaviour is not standardized. Nortel therefore proposes that the THB is specified at least according to [3] as a minimum. This specification is illustrated in annex B for the convenience of the reader.
Following the table of annex B still leaves the vendors with the full freedom of implementations of how to realize the required/expected behaviours of this table in their UTRAN nodes e.g. how to implement the traffic conditioner or the rate queuing algorithm. 
Following the Annex B is also considered only as a starting point for the specification in standards. Other aspects to reflect RLC mode, discard timer, or the interaction between the PHB and the GBR should be further specified. They are currently FFS.
The examples below illustrate what standardization of the Diffserv Service Class should look like, based on annex B:

Examples
a “Telephony” service class (and associated label) would instruct the eNodeB to apply EF-like behaviour: the eNodeB can safely apply a strict priority (FIFO) queuing, without inflicting any damage to the other traffic, because all “Telephony” traffic would be rigidly policed by the UPE to fit within the GBR envelop. It would also instruct the eNodeB to use Unacknowledged RLC mode and a fairly small Discard Timer value.

Conversely, a “High-throughput data” service class (and associated label) would tell the eNodeB to apply AF1-like behaviour with WFQ (or similar) scheduling policy and AQM scheme with different per-packet Drop Precedence values (colours). It would also instruct the eNodeB to use Acknowledged RLC mode and larger Discard Timer value.

This minimum standardization level ensures consistent treatment throughout the network and a guaranteed level of quality of communications.

It still leaves room for vendor differentiation on how the corresponding algorithms are implemented and configured (e.g. discard timer exact value). 

4 Conclusion
In this paper, Nortel has presented a summary of the QoS parameters proposals and proposed the following:

· Agree on a  combined approach where the QoS is described by a mix of a standardized QoS profile and a standardized Label,

· Agree on the following QoS attributes for the standardized QoS profile: GBR, MBR, ARP,
· Agree to standardize the Label as a Diffserv Service Class according to [3],

· specify the THB associated to a Diffserv Service Class based on [3] as starting point and minimum level of specification.
If this is agreeable; Nortel volunteers to bring corresponding text to the TR.

The signalling of these QoS attributes and traffic handling behaviour is addressed in tdoc R3-061162.
[1] R3-060958 “QoS, agreements and open issues for R3-018” RAN3#52 

[2] R3-060740 “Aggregate QoS Description and QoS signalling over S1” RAN3#52 
[3] RFC 4594, “Configuration Guidelines for DiffServ Service Classes”, Jul 2006

5 Annex A:
Classification of all applications into service classes 
    -------------------------------------------------------------------

   |Service Class  |                              |    Tolerance to    |

   |    Name       |  Traffic Characteristics     | Loss |Delay |Jitter|

   |===============+==============================+======+======+======|

   |   Network     |Variable size packets, mostly |      |      |      |

   |   Control     |inelastic short messages, but |  Low |  Low | Yes  |

   |               | traffic can also burst (BGP) |      |      |      |

   |---------------+------------------------------+------+------+------|

   |               | Fixed size small packets,    | Very | Very | Very |

   |  Telephony    | constant emission rate,      |  Low |  Low |  Low |

   |               | inelastic and low rate flows |      |      |      |

   |---------------+------------------------------+------+------+------|

   |   Signaling   | Variable size packets, some  | Low  | Low  |  Yes |

   |               | what bursty short lived flows|      |      |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   | Variable size packets,       | Low  | Very |      |

   | Conferencing  | constant transmit interval,  |  -   | Low  | Low  |

   |               |rate adaptive, reacts to loss |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Real-time   | RTP/UDP streams, inelastic,  | Low  | Very | Low  |

   |  Interactive  | mostly variable rate         |      | Low  |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   |  Variable size packets,      |Low - |Medium|  Yes |

   |   Streaming   | elastic with variable rate   |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Broadcast   | Constant and variable rate,  | Very |Medium|  Low |

   |     Video     | inelastic, non bursty flows  |  Low |      |      |

   |---------------+------------------------------+------+------+------|

   |  Low Latency  | Variable rate, bursty short  | Low  |Low - |  Yes |

   |      Data     |  lived elastic flows         |      |Medium|      |

   |---------------+------------------------------+------+------+------|

   |      OAM      |  Variable size packets,      | Low  |Medium|  Yes |

   |               |  elastic & inelastic flows   |      |      |      |

   |---------------+------------------------------+------+------+------|

   |High Throughput| Variable rate, bursty long   | Low  |Medium|  Yes |

   |      Data     |   lived elastic flows        |      |- High|      |

   |---------------+------------------------------+------+------+------|

   |   Standard    | A bit of everything          |  Not Specified     |

   |---------------+------------------------------+------+------+------|

   | Low Priority  | Non real-time and elastic    | High | High | Yes  |

   |      Data     |                              |      |      |      |

    -------------------------------------------------------------------

   Figure 2: Service Class Characteristics

6 Annex B:
QoS Mechanisms for each Service Class
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   |  Service      | DSCP | Conditioning at   |   PHB   | Queuing| AQM|

 

   |   Class       |      |    DS Edge        |  Used   |        |    |

 

   |===============+======+=====

==============+=========+========+====|

 

   |Network Control| CS6  | See Section 3.1   | RFC2474 |  Rate  |Yes |
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+
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|

 

   |   Telephony   |  EF  |Police using sr+bs | RFC3246 |Priority| No |
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   |   Multimedia  | AF41 |  Using two r

ate   |         |        | Yes|

 

   | Conferencing  | AF42 |three color marker | RFC2597 |  Rate  | per|

 

   |               | AF43 | (such as RFC2698) |         |        |DSCP|

 

   |

---------------

+

------

+

-------------------

+

---------

+

--------

+

----

|

 

   |   R

eal

-
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   |   Interactive |      |                   |         |        |    |
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   |  Multimedia   | AF31 |  Using two rate   | 

        |        | Yes|

 

   |  Streaming    | AF32 |three color marker | RFC2597 |  Rate  | per|

 

   |               | AF33 | (such as RFC2698) |         |        |DSCP|
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deo| CS3  |Police using sr+bs | RFC2474 |  Rate  | No |
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   |    Low        | AF21 | Using single rate |         |        | Yes|

 

   |    Latency    | AF22 |three color marker | RFC2597 

|  Rate  | per|

 

   |    Data       | AF23 | (such as RFC2697) |         |        |DSCP|
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   |     OAM       | CS2  |Police using sr+bs | RFC2474 |  Rate  | Yes|
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   |    High       | AF11 |  Using two rate   |         |        | Yes|

 

   |  Throughput   | AF12 |three color marker | RFC2597 |  Rate  | per|

 

   |    Data       | AF13 | (such as RFC2698) |         |       

 |DSCP|

 

   |

---------------

+

------

+

-------------------

+

---------

+

--------

+

----

|

 

   |   Standard    | DF   | Not applicable    | RFC2474 |  Rate  | Yes|
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   | Low Priority  | CS1  | Not 

applicable    | RFC3662 |  Rate  | Yes|

 

   |     Data      |      |                   |         |        |    |
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