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1
Introduction

The TR23882 currently shows two architecture alternatives only for inter-LTE access mobility (section 7.5):
· Architecture A in which UPE is co-localized with MME, but separated from Intersystem mobility Anchor
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· Architecture B in which UPE is separated from MME, UPE is then co-localized with the intersystem mobility anchor in a single node
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This contribution discusses why it should be allowed in the intra-LTE case also to separate MME and UPE with a standardized interface between MME and UPE and that there is interest to co-localize UPE with Inter-access Mobility Anchor. 
There is also interest into describing the procedures for this alternative (MME and UPE separated for intra-AS mobility) in the section 7.7 of the TR to allow a consistent comparison.

2 . Discussion
2.1
General Comparison Table

The following comparison table can be drawn to compare the relative merits of co-localizing or not the UPE with the MME in the intra-LTE access scenario:
	Main architectural characteristics
	Architecture A

SAE MME/UPE combined with no interface in-between
	Architecture B

SAE UPE can be separated from SAE MME

	Flattening the network and reducing user plane latency


	3 nodes in UP: eNodeB – UPE - Anchor
	More flat network
2 nodes in UP: eNodeB and UPE (which can be combined with Anchor)

	Roaming scenario
	-
	Simplified as combined UPE/Anchor remains anchor point for UE in VPLMN

	Load sharing and scalability
	Load sharing criteria has to be common for CP and UP
	Independent load balancing criteria for CP (signalling load) and UP (data processing capabilities)
Number of MME nodes can be independent of number of UPE nodes (scalability)

	Load re-balancing
	Slower and more complex
· for idle mode UEs, all UP between MME/UPE and Anchor have to be re-established with new SAE MME 

· for connected mode UEs, UP between eNodeB and new MME/UPE has to be re-established


	Faster 
· for idle mode UEs, there is no UP to maintain between SAE MME and ASGW (Anchor + SAE UPE)
· UP between eNodeB and ASGW can remain identical


· Procedures:

	Idle mode procedure differences
	Architecture A
	Architecture B

	User plane maintenance during mobility of Idle mode UE if MME changes
	Re-establish UP between SAE UPE and Anchor during UE Idle mode mobility (route update).
	New MME registers to the ASGW for  further notification/pagings.

	Paging/Notification
	-

	2 more messages needed:
Paging request message between SAE UPE and SAE MME at DL PDU reception in UPE/Anchor

TLI forwarding from MME to UPE for UP establishment at UE response to paging


The table shows that the MME / UPE separated option is a valid option that even presents some advantages.
2.2
Network-initiated Sessions

Reuse of existing mechanisms

Separating UPE and MME as in architecture B presents some advantages to reuse existing procedural mechanism. The current release 6 network-initiated pdp context mechanism includes already a notification request/response mechanism from the GGSN that could be easily translated from ASGW to MME (cf23060):

9.2.2.2.1
Successful Network-Requested PDP Context Activation Procedure

The Successful Network-Requested PDP Context Activation procedure is illustrated in Figure 67.
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Figure 67: Successful Network-Requested PDP Context Activation Procedure

1)
When receiving a PDP PDU the GGSN determines if the Network-Requested PDP Context Activation procedure has to be initiated. The GGSN may store subsequent PDP PDUs received for the same PDP address.

Scenario with higher QoS 

In release 6, when a downlink PDU arrives in the GGSN:
- either an associated PDP context is already established so that the GGSN forwards data to the SGSN, the SGSN can then page the UE if needed before forwarding data to the UE.

- or no PDP context with appropriate QoS exist so that GGSN sends a message to the SGSN handling the UE (GGSN requests HLR to get SGSN's address), the SGSN then asks the UE to activate a PDP Context. The PDP context is created with the appropriate QoS. The DL PDU which have been buffered in the GGSN are then sent from the GGSN down to the SGSN over the new appropriate PDP context/RAB.

In LTE, it is assumed that a default bearer (best effort in green color below) should always exist (at UE attachment). If UPE is co-localized with MME as in architecture A instead of UPE co-localized with ASGW as in architecture B, when a DL PDU arrives, the anchor will forward the DL PDU down to the MME/UPE, it is up to the UPE (according to its definition) to page the UE if needed.

If the default bearer has the correct QoS, the paging is done and data further forwarded to eNodeB. But if the default QoS is not the one that would be needed by the DL PDU, another bearer with the correct QoS needs to be established with the anchor whereas the DL PDUs have been buffered in the meantime in the MME/UPE and not in the ASGW as illustrated below:







An issue exists for architecture A only that needs to be solved and in fact it either pushes at the end of the day in favour of architecture B or will add extra complexity to architecture A.
Scenario with un-served APN
Another scenario might come under consideration depending on the outcome of SA2 discussions on the multiple APN issue. 
If the APN of the service that triggers the network-initiated session cannot be served by the ASGW with which the UE has established the default bearer, then another ASGW may contact the MME/UPE entity.
In that case, no tunnel exists between this second ASGW and the MME/UPE for the DL PDU that arrives. If this scenario is confirmed, then signalling must be anyway introduced in the standards between an ASGW and a MME/UPE entity for architecture A like the one used in architecture B.
Thus the choice of architecture A would result in implementing both A abd B i.e. redundant procedures to cover all cases: the tunnel maintenance and update as in architecture A and in addition the paging notification from ASGW to MME as in architecture B.
3 .Conclusion and Proposal

It has been shown in this paper that in the intra-LTE case, it is a viable option to allow alternatives whereby UPE and MME are separated and it even presents some advantages. Prior to any final decision taken with S2 outcome that caters for the inter-LTE case, It is proposed:
· to add a section 7.7.2.3 in TS23882 that includes the following annex A description showing the alternative where MME and UPE are separated. 

· to section 2 of this contribution in the TRR3.018
· To agree on the interest to define an interface between MME and UPE to allow their separation

7.7.2.3 
Intra LTE-Access-System change in idle state with user context transfer 

The information flow below depicts inter-MME mobility with context transfer between MME entities. MME entities on the old and the new side are shown. In this alternative, MME is separated from the UPE as shown below:
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Figure 7.7-2: Information flow for Intra LTE-Access-System change in idle state with user context transfer

1)
The UE in idle state re-selects an LTE cell.

2)
The cell re-selection triggers an area registration if the UE crossed a Tracking Area boundary. The UE sends its temporary identity and its old tracking area identifying the old MME to the new MME.

3)
The new MME derives an address of the UE’s old MME from the parameters sent by the UE. The new MME sends the UE parameters to the old MME.

4)
The old MME sends the UE context to the new MME. The UE context includes a permanent user identity and other information like security and IP connectivity parameters.

5)
The UE may be authenticated in the new MME.

6)
The new MME derives from the permanent user identity an HSS address and registers itself as the MME serving the user at the HSS.

7)
The HSS deletes the UE context in the old MME.

8)
The HSS confirms the registration of the new MME.

9)
The new MME confirms the UE’s network registration and allocates a new temporary identity to the UE.

10)
The new MME informs the ASGW that it is the new serving MME entity. 
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