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Start of First Change
8

RANAP Procedures

8.1

Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Iu Release
	IU RELEASE COMMAND
	IU RELEASE COMPLETE
	

	Relocation Preparation
	RELOCATION REQUIRED
	RELOCATION COMMAND
	RELOCATION PREPARATION FAILURE

	Relocation Resource Allocation
	RELOCATION REQUEST
	RELOCATION REQUEST ACKNOWLEDGE
	RELOCATION FAILURE

	Relocation Cancel
	RELOCATION CANCEL
	RELOCATION CANCEL ACKNOWLEDGE
	

	SRNS Context Transfer
	SRNS CONTEXT REQUEST
	SRNS CONTEXT RESPONSE
	

	Security Mode Control
	SECURITY MODE COMMAND
	SECURITY MODE COMPLETE
	SECURITY MODE REJECT

	Data Volume Report
	DATA VOLUME REPORT REQUEST
	DATA VOLUME REPORT
	

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	Reset Resource
	RESET RESOURCE
	RESET RESOURCE ACKNOWLEDGE
	

	Domain Status Check
	DOMAIN STATUS CHECK
	DOMAIN STATUS CHECK ACKNOWLEDGE
	

	Location related Data
	LOCATION RELATED DATA REQUEST
	LOCATION RELATED DATA  RESPONSE
	LOCATION RELATED DATA FAILURE

	Information Transfer
	INFORMATION TRANSFER INDICATION
	INFORMATION TRANSFER CONFIRMATION
	INFORMATION TRANSFER FAILURE

	Uplink Information Exchange
	UPLINK INFORMATION EXCHANGE REQUEST
	UPLINK INFORMATION EXCHANGE RESPONSE
	UPLINK INFORMATION EXCHANGE FAILURE

	MBMS Session Start
	MBMS SESSION START
	MBMS SESSION START RESPONSE
	MBMS SESSION START FAILURE

	MBMS Session Update
	MBMS SESSION UPDATE
	MBMS SESSION UPDATE RESPONSE
	MBMS SESSION UPDATE FAILURE

	MBMS Session Stop
	MBMS SESSION STOP REQUEST
	MBMS SESSION STOP RESPONSE
	

	MBMS UE Linking
	MBMS UE LINKING REQUEST
	MBMS UE LINKING RESPONSE
	

	MBMS Registration
	MBMS REGISTRATION REQUEST
	MBMS REGISTRATION RESPONSE
	MBMS REGISTRATION FAILURE

	MBMS CN De-Registration
	MBMS CN DE-REGISTRATION REQUEST
	MBMS CN DE-REGISTRATION RESPONSE
	

	MBMS RAB Release
	MBMS RAB RELEASE REQUEST
	MBMS RAB RELEASE
	MBMS RAB RELEASE FAILURE


Table 2: Class 2

	Elementary Procedure
	Message

	RAB Modification Request
	RAB MODIFY REQUEST

	RAB Release Request
	RAB RELEASE REQUEST

	Iu Release Request
	IU RELEASE REQUEST

	Relocation Detect
	RELOCATION DETECT

	Relocation Complete
	RELOCATION COMPLETE

	SRNS Data Forwarding Initiation
	SRNS DATA FORWARD COMMAND

	SRNS Context Forwarding from Source RNC to CN
	FORWARD SRNS CONTEXT

	SRNS Context Forwarding to Target RNC from CN
	FORWARD SRNS CONTEXT

	Paging
	PAGING

	Common ID
	COMMON ID

	CN Invoke Trace
	CN INVOKE TRACE

	CN Deactivate Trace
	CN DEACTIVATE TRACE

	Location Reporting Control
	LOCATION REPORTING CONTROL

	Location Report
	LOCATION REPORT

	Initial UE Message
	INITIAL UE MESSAGE

	Direct Transfer
	DIRECT TRANSFER

	Overload Control
	OVERLOAD

	Error Indication
	ERROR INDICATION

	UE Specific Information 
	UE SPECIFIC INFORMATION INDICATION

	Direct Information Transfer 
	DIRECT INFORMATION TRANSFER

	MBMS RAB Establishment Indication 
	MBMS RAB ESTABLISHMENT INDICATION


Table 3: Class 3

	Elementary Procedure
	Initiating Message
	Response Message

	RAB Assignment
	RAB ASSIGNMENT REQUEST
	RAB ASSIGNMENT RESPONSE x N (N>=1)


The following applies concerning interference between Elementary Procedures:

-
The Reset procedure takes precedence over all other EPs.

-
The Reset Resource procedure takes precedence over all other EPs except the Reset procedure.

-
The Iu Release procedure takes precedence over all other EPs except the Reset procedure and the Reset Resource procedure.

End of First Change

Start of Second Change
8.44

Domain Status Check

8.44.1
General

The Domain Check Status procedure allows the UTRAN to detect whether the root cause for its state of congestion is due to a specific CN domain and, in the case, to take the appropriate actions to resolve this critical situation.

A CN domain can induce congestion in the UTRAN when it is temporarily run out of service or it is not responding within the expected times.

The Domain Status Check procedure uses connectionless signalling and foresees only successful operation.

8.44.2
Successful Operation
8.44.2.1
Domain Status Check initiated from the RNC
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Figure 58: RNC initiated Domain Status Check procedure. Successful operation.

The RNC initiates the procedure by sending a DOMAIN STATUS CHECK message to the CN. When sending the DOMAIN STATUS CHECK message, the RNC shall start the TDomainCheck timer.

The DOMAIN STATUS CHECK message shall include the CN Domain Indicator IE, the Global RNC-ID IE and the Message Sequence Number IE.

On reception of the DOMAIN STATUS CHECK message, the CN shall always return the DOMAIN STATUS CHECK ACKNOWLEDGE message to the RNC. 

The DOMAIN STATUS CHECK ACKNOWLEDGE message shall include the CN Domain Indicator IE and the Message Sequence Number IE. When the sending CN node is not the default CN node, the Global CN-ID IE shall also be included.The Message Sequence Number IE value shall mirror the value assumed by the corresponding IE in the answered DOMAIN STATUS CHECK message.

If timer TDomainCheck expires before a DOMAIN STATUS CHECK ACKNOWLEDGE message is received and if the DOMAIN STATUS CHECK message has been sent for less than “NDomainCheck” number of times, the RNC can repeat the procedure sending a new DOMAIN STATUS CHECK message containing a Message Sequence Number IE value incremented by one unit with respect to the previous one.

If timer TDomainCheck is running and the DOMAIN STATUS CHECK ACKNOWLEDGE message is received including a Message Sequence Number IE value different from that of the corresponding IE in the last sent DOMAIN STATUS CHECK message, the RNC can assume that the enquired CN domain may have problems in answering within the expected times. Therefore it may be beneficial to restrict the access of the camped UEs to that domain.

If timer TDomainCheck expires, the “NDomainCheckth” DOMAIN STATUS CHECK message has been sent and no DOMAIN STATUS CHECK ACKNOWLEDGE message has been received, the RNC can assume that the enquired CN domain is run out of service. Therefore it may be beneficial to bar the access of the camped UEs to that domain. In this case the procedure shall be stopped and e.g. the maintenance system can be informed. 

If timer TDomainCheck is running and the DOMAIN STATUS CHECK ACKNOWLEDGE message is received including a Message Sequence Number IE value equal to that of the corresponding IE in the last sent DOMAIN STATUS CHECK message, the RNC cannot conclude that the enquired CN domain is responsible for its critical condition.

The trigger to restore the normal operative condition, i.e. the full access to the enquired CN domain, is RNC internal. The RNC can periodically reactivate the Domain Status Check procedure in order to detect when the affected CN domain starts to work properly again. The periodical time interval is also RNC internal.

“NDomainCheck” is an operator matter.

End of Second Change
Start of Third Change
9.1.77
DOMAIN STATUS CHECK

This message is sent by the RNC to the CN to check the CN status. 
Direction: RNC ( CN.
Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Message Sequence Number
	M
	
	9.2.1.xx
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	ignore


9.1.78
DOMAIN STATUS CHECK ACKNOWLEDGE

This message is sent by the CN to the RNC as a response to the DOMAIN STATUS CHECK message.
Direction: CN ( RNC.
Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Message Sequence Number
	M
	
	9.2.1.xx
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore


End of Third Change
Start of Fourth Change
9.2.1.xx
Message Sequence Number
This IE is used to correlate a received DOMAIN STATUS CHECK ACKNOWLEDGE message to the sent DOMAIN STATUS CHECK message.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Sequence Number
	M
	
	INTEGER (1..8)
	


End of Fourth Change
Start of Fifth Change
9.5
Timers

TRELOCprep
-
Specifies the maximum time for Relocation Preparation procedure in the source RNC.

TRELOCoverall
-
Specifies the maximum time for the protection of overall Relocation procedure in the source RNC.

TRELOCalloc

-
Specifies the maximum time for Relocation Resource Allocation procedure in the CN.

TRELOCcomplete
-
Specifies the maximum time for waiting the relocation completion in the CN.
T RABAssgt
-
Specifies the maximum time in the CN for the whole RAB Assignment procedure.

TQUEUING

-
Specifies the maximum time in the RNC for queuing of the request of RAB establishment or modification.

TDATAfwd
-
Specifies the maximum time for GTP-PDU forwarding at the source RNC during relocation of SRNS.

TigOC
-
While this timer is running, all OVERLOAD messages or signalling point congested information received at the CN are ignored.

TigOR
-
While this timer is running, all OVERLOAD messages or signalling point congested information received at the RNC are ignored.

TinTC
-
While this timer is running, the CN is not allowed to increase traffic.

TinTR
-
While this timer is running, the RNC is not allowed to increase traffic.

TRafC
-
Specifies the maximum time for Reset procedure in the RNC.
TRatC
-
Specifies a guard period in the RNC before sending a RESET ACKNOWLEDGE message.

TRafR
-
Specifies the maximum time for Reset procedure in the CN.
TRatR
-
Specifies a guard period in the CN before sending a RESET ACKNOWLEDGE message.

TNNSF
-
Specifies the maximum time the RNC may store Permanent NAS UE Identity IE (and the related Global CN-ID IE) when NNSF is active.

TDomainCheck
-
Specifies the maximum time in the RNC for waiting the DOMAIN STATUS CHECK ACKNOWLEDGE message.

End of Fifth Change
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