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1.
Introduction

The “Access Class Barring and Overload Protection (ACBOP)” has entered the 3GPP Release 6.
This feature allows the UTRAN to selectively restrict the access of the camped UEs to a given Core Network (CN) domain via appropriate System Information type 3 coding.

Trigger for starting a domain specific access restriction can be the reception at the UTRAN of a RANAP OVERLOAD message from the congested CN domain, as detailed in TS25.413 [1].

The Overload Control procedure allows a Network Entity (NE; either CN or UTRAN) to stem the incoming traffic flow from a peer NE (respectively UTRAN or CN), while resolving its internal state of congestion.

Yet, there are cases where the state of congestion of a NE is not due to the amount of signalling received from a peer entity, but rather to a “bad functioning” of that peer entity as for example:

A given CN domain is temporarily run out of service such that it does not provide RANAP services at all, or not in due time. This would cause the repetition of service requests from UEs aiming to access that CN domain and, as a consequence, the congestion in the accessed UTRAN. For such a case, it would be beneficial for the congested UTRAN to know the “source” of its problems in order to take the appropriate action (as restricting the access to the “problem source” CN domain) over the air interface.  

This example reports a situation which was actually experienced in the field: as the physical line was not interrupted and the transport layer was properly working, no alarm was raised to notify the problem. 

This paper proposes a solution which can resolve situations like the one described in the example above and generally improve the performances of the DSAC feature.

2.
Concept Description

Basic idea is to define a new procedure and new messages which allow a congested UTRAN to check whether a specific CN domain is working as expected.

Triggers for starting the procedure can be either or both of the following ones:

· Processor load above a predefined threshold in the UTRAN;

· No message received for a given time interval from the enquired CN domain.

At the trigger condition, The RNC sends a “Domain Status check” message to the CN starting a dedicated timer “TDomainCheck“.
The “Domain Status Check” message should contain a “Message Sequence Number” field, which value to be incremented at each new message transmission, and the “CN domain Indicator (CS or PS)” field, specifying the addressed CN domain. 

At the detection of the “Domain Status Check” message, the enquired CN should return a “Domain Status Check Acknowledge” message containing the “Message Sequence Number” field, which value should mirror the one assumed by the corresponding field in the answered “Domain Status Check” message.

At the expiration of timer “TDomainCheck“ the RNC can transmit a new “Domain Status Check” message,restarting the timer, up to a maximum of “NDomainCheck“times. If no answer is received to the last transmission, the RNC can conclude that the enquired CN is temporarily run out of service and therefore it can take the appropriate actions, e.g. barring the access of the camped UEs to that specific CN domain.

If the “Domain Status Check Acknowledge” message is received too late (i.e. its “Message Sequence Number” field value is lower than the one contained in the last sent “Domain Status Check” message), the RNC can conclude that the enquired CN is not working at full capacity and again it can take the appropriate actions, e.g. restricting the access of the camped UEs to that specific CN domain. 

The RNC can then periodically send “Domain Status Check” messages to the CN domain in order to detect when it starts to work properly again.

3.
Standard changes
The proposed solution is intended for release 7 and it is backward compatible with the previous standard releases.

From RAN perspective, the changes are only to the RANAP spec (TS25.413). with the introduction of a new procedure, named “Domain Status Check”, relevant messages and a new timer.

A draft CR to TS 25.413 V 6.7.0 is available.
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