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1. Introduction

At RAN3#32 (September 2002!), the issue addressed in this discussion paper was presented for the first time by Lucent in R3-022187. An email discussion was held between RAN3#32 and RAN3#33. Based on the report of the email discussion in R3-022445, RAN3 agreed on the CR533rev1 against RANAP in R3-022593 that introduced a new cause value “Access Restricted Due to Shared Networks” for the Iu Release Request and the Relocation Preparation procedure.

However with the discussion paper presented at RAN3#34 in R3-030216, Nokia, Lucent, Motorola and Telecom Italia did not believe the initial issue raised in R3-022187 was thoroughly solved by RAN3 and then fully covered in RAN3 specifications. The existence of the remaining problem was agreed at RAN3#34, but no consensus was reached about the best suitable solution.

At RAN3#36, the discussion paper in R3-030692 was not treated due to lack of meeting time. 

At RAN3#37, the issue was again confirmed and the LS in R3-031252 was finally agreed to be sent to SA2 and CN1. The LS pointed out the two solutions that are still on the table. 

In SA2#35 and CN1#32, no real progress was made and SA2 reply LS in R3-031503 gives somehow the ball back into RAN3’s hands.

In Tdoc R3-031689, Alcatel raised some concerns with the solution 1 proposed for shared networks.

The first part of this contribution is intended to look at these concerns and to clarify that the concerns are not valid since they are not based on the right understanding of solution 1.

Next this contribution presents a detailed comparison of pro&cons of the 2 solutions and proposes to agree on solution 1 with the corresponding and very simple change to 25.401 in R3-031738 and liase back SA2/CN1.

2. Discussion

2.1 Clarification on solution 1 – comment on Alcatel R3-031689

In Tdoc R3-031689, Alcatel seems to have a wrong understanding of the solution 1.

With few lines the solution 1 can be described as follows:

· The solution 1 is only applicable for networks that use the Rel-5 Shared Network Access Control (SNAC) function, as currently defined in TS 25.401.

· With the solution 1, the COMMON ID procedure is not affected at all. No change is made to any of the existing procedures.

· With the solution 1, in case the SNAC function of the RNC rejects the access based on the SNA Access Information received, the RNC should wait for the IU RELEASE COMMAND message before releasing the Iu and RRC connection.

· In case of abnormal conditions (e.g. abnormal RLC error) or critical need to release the RRC connection, the solution 1 does not prevent the RNC to release the RRC connection before the reception of the IU RELEASE COMMAND message. The solution 1 rather introduces a recommendation to rely on CN before releasing the RRC, in order to avoid the repetition of the situation that the NAS:LAUreject does no reach the UE. Thus no change is made to any of the abnormal/critical case handling in the RNC.

· The solution 1 does not require any specific new handling on the CN side compared to existing R99 NAS/AS handling. This is clarified further below.

Here are some further specific comments on the claimed special handling required for solution 1 in R3-031689:

(Section 2 of R3-031689, first figure, first box with red letters)

When the RNC receives any cell update (UE in connected mode), it must check if the UE is allowed access in that cell.  This must be done irrespective of the solution.  If the UE is not allowed access:

1) In solution 1, the UTRAN shall request the CN to release existing resources either by requesting relocation or by initiating Iu release request procedure with cause value “Access Restricted due to Shared Network”. The UTRAN should also normally wait in that case for the Iu RELEASE COMMAND message before releasing RRC connection, in order to ensure completion of transaction between CN and UE e.g. Location Area Update reject. However nothing prevents the RNC, in case of abnormal conditions (e.g. abnormal RLC error) or critical need to release the RRC connection, to still release the RRC connection before the reception of the IU RELEASE COMMAND message.

2) In solution 2, the UTRAN shall prevent the UE to obtain new resources in the concerned LA (according to TS 25.401). This wording is up to interpretation i.e. someone could understand that:
- the UTRAN shall request the CN to release existing resources either by requesting relocation or by initiating Iu release request procedure with cause value “Access Restricted due to Shared Network”. 
- the UTRAN shall/should/may/might? initiate immediately the RRC release.

The complexity of handling either of these is the same.  So, no additional special handling is required for solution 1 on receipt of Cell update.  

(Section 2 of R3-031689, first figure, second box with red letters and second figure, first box with red letters)

On reception of COMMON ID message (including SNA AI), the RNC checks of UE access rights in its current cell. As said above, this is a procedure the RNC has to follow regardless of the solution.  So again, no additional “new” handling is required for the solution 1.

(Section 2 of R3-031689, first figure, third box with red letters and second figure, second box with red letters)

- About the CN coordination of NAS:LAU procedure and RANAP:Iu Release procedure:

Already in R99, the CN should be capable of handling coordination of ongoing NAS LAU update procedure and RANAP Iu release procedure (see TS24.008 chapter 4.4.4.7/8). Otherwise the issue we try to address here for Rel-5 SNAC function, may happen in all basic related scenarios i.e. if the CN does not ensure that the NAS:LAUreject reaches the UE (with forbidden LA list not up to date) before the IU RELEASE COMMAND message is sent, the repetition of this very bad CN behaviour will cause the same effect: the UE will remain out of service. Based on the UE requirements a network should not abandon the LU procedure without sending an explicit response to the UE in MM protocol layer. Doing this repeatedly is no less than denial of service attack against the user who is attempting to update. Thus all R99 onwards CN nodes must already do this handling and hence no special handling is required for solution 1.


- About the CN coordination of NAS:LAU procedure and RANAP:Iu Release Request procedure:

The CN can receive an IU RELEASE REQUEST message at any time, and this with many different cause values.  This can happen in any R99 network.  The CN implementation must be capable of handling this during an ongoing NAS procedure towards the UE.  Depending on the cause value in the IU RELEASE REQUEST message, it must decide whether to give precedence to the Iu release request or proceed with the ongoing NAS procedure before releasing the Iu connection. 

Again, all R99 onwards CN nodes must already do this handling and hence no special handling is required for solution 1.

(Section 3 “Discussion and Proposal” of R3-031689)

1) solution 1 requires to specify a special handling in both UTRAN and CN whereas solution 2 only requires special handling in CN only.

As explained above, this is not correct. The solution 1 does not require any new specific CN handling. Furthermore the solution 1 does not practically require a new specific UTRAN handling but rather introduces the relevant recommendation in RAN3 specification to avoid the specific issue related to an immediate full release by the SNAC function.

2) solution 1 only solves normal cases, and not abnormal cases where RRC connection must be released immediately.

None of the two solutions allows improving the current R99 handling of those abnormal conditions (as specified in 24.008 chapter 4.4.4.9). This is not even the intention of those solutions. The solution to this issue shall prevent the following situation to happen with relation to the Rel-5 SNAC function: the sequential repetition of unsuccessful transfer of the NAS:LAUreject message from CN to a given UE trying to access a forbidden LA.

In   solution 1, the UTRAN must be specified to be prevented from  releasing the RRC connection due to restrictions indicated by the SNA. And the CN has to release the Iu connection only after the LA reject is issued to the UE with a proper cause. This proposal introduces a new handling in the CN to co-ordinate between the NAS LA reject indication included in the RANAP DIRECT TRANSFER MESSAGE and the AS RANAP IU RELEASE COMMAND.

As explained above, this is not correct.

2) There are indeed several cases where the RRC connection is automatically released. For example when there is an "unrecoverable RLC error" on the radio. If we specify that the RNC cannot release the RRC connection, then the CN will assume the RRC connection is still alive and can continue to send e.g. DTAP messages as long as it does not send Iu Release. Then how the UTRAN could guarantee to the CN that all the DTAP signaling messages have reach the UE?

As explained above, the solution 1 is not intended to specify that the RNC cannot release the RRC connection.

Therefore the CN should not assume the RRC connection is still alive. If a bad and standards non-compliant CN (which does not take the Iu release request into account) continues to send DTAP messages without relevant reasons, this should not be considered as something that should be covered in our specifications nor by a compliant RNC.

3) Mandating (or recommending) that the RNC cannot release a RRC connection on its own, even for usual cases, would not be backwards compatible (because of section 12.7.3 of TS23.060).

Again, as explained above, the solution 1 does not mandate any new behaviour in RNC. The recommendation is rather that, in case the SNAC function of the RNC rejects the access based on the SNA Access Information received, the RNC should not release the RRC before receiving the IU RELEASE COMMAND message, as long as it does not notice that the RRC connection has been released or does not detect a need to release the radio resources. Therefore there is no backward compatibility issue with TS23.060.

Alcatel is also concerned about the abnormal cases where RRC connection is released immediately when e.g. RLC connection is broken: solution 1 requires the UTRAN to forbid the release of RRC connection before Iu Release Command in normal cases, but when there is a need to release the radio resources urgently, or when the CN does not respond, the UTRAN behaviour is not clear: it will introduce specific behaviour (e.g. triggered by a timer) and may lead to radio resources wasting.  

As explained above, this is not correct.

2.2 Comparison of the two solutions

	
	Solution 1
	Solution 2

	Impact on existing procedures
	No changes to any of the existing procedures; 
	Changes to existing procedures – Common ID.

	Impact on networks not supporting SNAC function
	No impact
	No impact

	Specifications 
	Specify (recommendation/hint) only RNC (receiver) behaviour
	Need to specify CN behaviour in RANAP, although this is contradictory to RANAP principles

	Risk of aborting ongoing NAS procedures
	No risk to any of the ongoing NAS procedure – CN is in charge of such coordination, as defined already in R99
	Risk that any procedure could be aborted abruptly by RNC.  Recovery could take some time until UE does cell selection and registers with new network

	Handover
	Graceful handling of Handovers – opportunity to handover call to the correct operator. 
	Calls may be dropped abruptly by RNC

	Operator choice
	Operators have choice on whether the call is to be dropped or allowed to continue in the current network if HO to the other network fails
	Operators have no choice – calls always dropped.

	Special handling
	No additional special handling required 
	Special handling required in CN


3. Conclusions and Proposal

In light of the above clarifications related to Tdoc R3-031689 and based on the comparison above, it is proposed to agree on solution 1 with the corresponding and very simple change to 25.401 in R3-031738 and liase back SA2/CN1.



















































































































