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1 Purpose

This contribution shows Siemens’ concerns with a RNL based solution in order to achieve a symmetrical TNL QoS for the IP Transport Option.

2 Introduction

In RAN3#37 meeting, Siemens made the proposal to use a RNL independent method to solve the problem of asymmetric TNL QoS for Iur and Iub interfaces [ 1. ]. This method consists in extracting the DSCP value from the DL packets received at the NodeB/RNC and either to directly reuse this value for the UL packets or to use a translation table to get the corresponding DSCP value for the UL direction. However, it was agreed in the meeting to have a working assumption for a RNL based solution unless Siemens specifies its concerns with the RNL based solution more precisely. This is done in the discussion section below. Furthermore some concerns against the TNL based solution that have been issued in the last meeting are invalidated.  

3 Discussion

In RAN3#37 the following drawbacks were listed against a TNL based solution [ 2. ]:

1 –
It cannot be guaranteed that the first packet always comes from the RNC.

Answer: Not an issue. The DSCP value representing the most stringent QoS class is the default value.

2 –
The mechanism is nasty to implement.

Answer: This is an implementation issue. The vendor has to choose a smart implementation.

3 –
In order to restart the fetch-mechanism if the same address/port is reused later for a new flow, it needs to signal internally some end-criteria for using this port and start hunting again for the first.

Answer: Not an issue. The UL value is updated packed by packet from the receive side.

4 –
If the DSCP changes on the fly because one or several packets were downgraded by an intermediate router, the Node B will decide an incorrect UL DSCP.

Answer: Not an issue because this should not happen during regular operation of the network. If it yet happens, because of wrong configuration of network resources, then the UL direction immediately follows the downgrade. The TNL always behaves symmetrical because the UL DSCP value is updated packed by packet from the receive side and thus just emulates a wrong configured ATM network.

The following comparison table provides Siemens’ concerns with the RNL based solution:

	Problem
	RNL based approach
	TNL based approach *

	Configuration issues
	The RNL entity of the RNC must have knowledge about the transport network in order to assign the proper DSCP value for the UL (the value depends on the DiffServ Domain to which the destination NodeB is pertaining to). 
	No additional configuration needed

	Change of DiffServ Domain because of rerouting in the TNL
	The UL direction may use a wrong QoS class unless the operator recognizes (how?) the re-routing within the transport network and re-configures the table accordingly (see point above).
	The UL side automatically adapts to the DL side.

	TNL /RNL independence
	Complex implementation issues expected, because the RNL entity normally isn’t (and shouldn’t be) aware whether IP or ATM transport layer is used.
	no dependency

	Interference with other protocols
	As other solutions shall not precluded, RSVP is an alternative for assigning DSCP values. It’s open how to resolve the clash between simultaneous use of RNL RSVP protocols.
	no dependency

	Implications with the new TNL-QoS IE
	Unclear which messages shall use the new IE (e.g. RL Reconfiguration, … ?).
	not applicable


* For the TNL approach it is assumed that the operator has configured the DiffServ Domain(s) symmetrically (i.e. a QoS class has the same DSCP value in DL and UP direction. Otherwise a DSCP translation table must administered additionally.

4 Conclusion and Proposal

It can be seen from the table above that the TNL based approach implicitly prevents from these problems. Considering all the concerns with a RNL based solution and recognising that these by are implicitly prevented (or not applicable) it is proposed to choose a TNL based solution as presented in RAN3#37 [ 1. ].
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