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1. Introduction

At RAN3#32, the issue addressed in this discussion paper was presented for the first time by Lucent in R3-022187. An email discussion was held between RAN3#32 and RAN3#33. Based on the report of the email discussion in R3-022445, RAN3 agreed on the CR533rev1 against RANAP in R3-022593 that introduced a new cause value “Access Restricted Due to Shared Networks” for the Iu release procedure.

However with the discussion paper presented at RAN3#34 in R3-030216, Nokia, Lucent, Motorola and Telecom Italia did not believe the initial issue raised in R3-022187 was thoroughly solved by RAN3 and then fully covered in RAN3 specifications.

The existence of the problem was agreed at RAN3#34, but no consensus was reached about the best suitable solution.

This present discussion paper intends to summarize again but shortly the issue and discuss the different possible solutions mentioned so far. 

2. SUMMARY OF the issue

Let's consider the practical case of different Rel-5 UMTS networks using the Shared Network in connected mode function and the following situation:

- A given UE is in CELL-PCH with Iu connection.

- The UE is at the border of LA1 and LA2 and the UE does not have any right to access LA2.

- The forbidden LA list in the UE is not up to date; the UE doesn’t know it doesn’t have any right to access LA2.

- LA1 and LA2 are controlled by the same RNC.

Here is then explained the expected behaviour from the UE and the network:

a) 
As the forbidden LA list in the UE is not up to date, the UE still makes a RRC CELL UPDATE in a cell belonging to LA2.

b) 
The RNC based on its Shared Network Acess Control function rejects the access and sends both RRC RELEASE to UE and RANAP IU RELEASE REQUEST to CN. The RNC, that handles both LA1 and LA2, already got the SNA info when it receives the RANAP COMMON ID message over the existing Iu connection. After IU RELEASE COMMAND and IU RELEASE COMPLETE, the UE goes to Idle mode, it does not have any RRC/Iu connection any longer i.e. the CN does not know the UE anymore (IMSI).

c) 
As expected the UE will then send a LA update in the LA2 to the RNC. This will be carried in a RANAP INITIAL UE MESSAGE (including the IMSI). RANAP specifications say that as soon as IMSI is known, RANAP COMMON ID can be sent.

d) 
Upon receiving COMMON ID message (including SNA Access Information), an RNC implementation could decide based on on its Shared Network Acess Control function to reject again the access to that UE and sends both RRC RELEASE to UE and RANAP IU RELEASE REQUEST to CN.

The core of the problem is that this new full release could be done even before the UE receives the LAU reject from CN (via DIRECT TRANSFER message). Therefore the UE will not understand that the release is due to a forbidden LA (it would have understood by receiving a LAU reject with adequate cause value) and will try 5 times again to access the same cell in LA2. If this scenario remains the same for the 5 next attempts, the UE will finally go to idle mode for the next hour (until the next background scan) without getting service from another operator/PLMN (that could be his home operator/PLMN!!!!).

3. DISCUSSION

3.1 Proposal A

The proposal A corresponds to the solution proposed from the first place by Lucent and then fine-tuned by Nokia, Motorola and Telecom Italia.

This proposal is partly based on the agreed cause value at RAN3#33, “Access Restricted Due to Shared Networks”, for the RNC initiated IU RELEASE REQUEST message. Indeed it allows the CN to delay the Iu release after having sent the direct transfer with the LAU Reject.

The remaining problem is that the RRC connection can be already gone. Indeed nothing prevents the RNC in this particular case to autonomously release the RRC connection instead of waiting for the CN initiated Iu release command procedure. Current specifcations prevent UTRAN to page the UE in that case as 25.401 says "If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerned LA".

The proposal A consists in a wording modification to the following section of 25.401:

7.2.3.6
Shared Networks Access Control

The Shared Networks Access Control function allows the CN to request the UTRAN to apply UE specific access control to LAs of the UTRAN and LAs of neighbouring networks.

The Shared Networks Access Control function is based on either whole PLMNs or Shared Network Areas (SNAs). An SNA is an area corresponding to one ore more LAs within a single PLMN to which UE access can be controlled.

In order to apply Shared Networks Access Control for the UTRAN or for a neighbouring system, the UTRAN shall be aware of whether the concerned LA belongs to one (or several) SNA(s) or not.

If access for a specific UE needs to be restricted, the CN shall provide SNA Access Information for that UE. The SNA Access Information indicates which PLMNs and/or which SNAs the UE is allowed to access.

Based on whether the LA belongs to the PLMNs or SNAs the UE is allowed to access, the UTRAN determines if access to a certain LA for a certain UE shall be allowed. 

If access is not allowed, the UTRAN shall request the CN to release existing resources either by requesting a relocation or Iu release and release resources only when requested by the CN.

Thank to this change, the RNC will send the IU RELEASE REQUEST message to CN with the cause value “Access Restricted Due to Shared Networks” and wait for the IU RELEASE COMMAND message before releasing the RRC connection, so that thank to the cause value the CN will know and be able to send the NAS LA reject indication to UE before requesting the release of the Iu.

It has been clarified that this proposal implies that the CN shall take care of the Iu release in order to avoid a hanging Iu and RRC connection that may happen if the CN ignores the Iu Release Request in that case. This assumption was confirmed based on the outcome of the more general R99 issue related to the Iu release that was discussed during RAN3#36.

3.2 Proposal B

With the proposal B, the CN should store the IMSI when Iu release request message is received with cause value "Access Restricted Due to Shared Networks", so that at next LA update attempt from UE to forbidden LA the CN will be able to recognize that UE and then send the COMMON ID message only after the DIRECT TRANSFER message containing the "LA update reject NAS-PDU with adequate cause value".

However this proposal mandates the MSC/SGSN to store IMSI for every UE that tries to access forbidden LAs (note it remains to be seen how can the SGSN store the IMSI). Someone could think this means a really few number of UEs (with forbidden LA list not up to date) but here are further explanations below:

UE has two lists:

- "forbidden location areas for roaming"

- "forbidden location areas for regional provision of service"

First of all, from a particular location areas perspective, UE is not updated until it performs first registration attempt to forbidden LA. Indeed in connected mode (RRC connection and Iu connection exists), UE doesn't know that LA changes, if RNC doesn't tell it to the UE. This means that "forbidden LA list not up to date" will be a normal situation when "LA changes", and this until the list becomes updated.

After that the forbidden LA list remains updated until one of the following occurs:

1) MS is switched off (lists erased)

2) SIM card is removed (lists erased)

3) periodically (with period in the range 12 to 24 hours)

4) list is full and new entry is inserted (oldest entry is deleted)

5) access rights of the LA are changed (I would assume that this does not happen often)

Based on that it is quite clear that with proposal B the CN will have to store the IMSI and remember previous LA update for more than few UEs.

Therefore this discussion paper considers that the proposal B can be already rolled out as possible solution.

3.3 Proposal C

With the proposal C, the CN should send the NAS LA update reject via RANAP:DIRECT TRANSFER message before sending the COMMON ID message, in order to ensure that RNC does not release anything before the UE receives the LA update reject.

It has been clarified that in order to proceed so the CN needs to check the SNA of this given UE and determines that access to this LA for the UE is not allowed.

If the access to this LA for the UE is not allowed, the CN should behave like in idle mode case and do not even send the COMMON ID message to RNC but request directly the release of the Iu connection via IU RELEASE COMMAND message with for example the cause value "Normal Release" or “Access Restricted Due to Shared Networks”.

One concern has been expressed during the previous discussion that this proposal moves the SNA Control function from RAN to CN, as the CN will have to check the SNA info for any LA update coming for any UE instead of simply including the SNA in the COMMON ID message and leave the Access check to UTRAN as defined within the Rel-5 Shared Network Access Control fonction, described in 25.401 (see above).

As currently nowhere in the specs it is stated that the LAU reject shall always precede the Common-id, the proposal C requires some clarification in relevant specifications.

The proposal C will have then an impact in an overall shared network scenario to the interaction in CN between the two procedures: the AS common-id procedure and the NAS Location Update.

As the proposal C raises the issue of NAS-AS signalling interaction and can be considered to be somehow at the border between idle and connected mode LA access rights, it has been proposed during the previous discussion that SA2 and CN1 should be involved in this discussion.

4. Conclusions and Proposal

It is proposed that RAN3, in order to solve the issue explained above, discuss the proposal A and C as well as the need to approve corresponding CRs or send a LS to SA2 (and maybe CN1 as well).


















































































































