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1 Introduction

The release 5 has seen the introduction of IP transport option. One of the key advantage of this option is the so-called “layer 2 independence” which has resulted in the flexible choice of the underlying layer 2.

However, at the same time, the IP Transport option has mandated the support of IPv6, for which the UdP checksum is mandatory. This results in the following drawbacks:

· if the data link layer has a checksum enabled, then a frame checked out as good will pass through the upper layers and a redundant check of the payload part will be done when processing the UdP checksum. This results in spurious processing delay and processing load.

· if the data link layer has a checksum disabled and simultaneously the frame protocol CRC is disabled to allow the delivery of errored data up recovery-capable applications, the UdP checksum will anyway processed whereas no desired.   

Therefore, the IP Transport option as defined currently in release 5 is not optimised neither for “error-prone” datalinks nor for “error-free” datalink.

This paper proposes to discuss the introduction of the option UDP Lite likely for the release  6 as an option in order to have equivalent flexibility as ATM/AAL2.

2 Description

2.1 Background

In R99, the ATM layer performs error checking on headers but allows bit errors in the payload to be passed to error-tolerant applications.

There are a number of link technologies where data can be partially damaged. Microwave transport is one common example. For some applications, such as voice, better performance can be achieved if errored data is not discarded but is instead delivered to the application.

The current ATM UTRAN allows bit errors in the payload to be passed to the application. This is because:

1. ATM only protects the ATM header with a Header Error Control (HEC) field.

2. AAL2 only protects the AAL2 header with an HEC field.

3. AAL2 also provides support for error detection for the payload in I.366.1. This is not used in the UTRAN, however.

4. The UTRAN framing protocols include a checksum for the headers and an optional checksum for the payload.

However, Release 5 mandates now the support of IPv6, for which the header does not have a header checksum so the UDP checksum was made mandatory in order to protect the IP addressing information. This means with classic UDP the entire packet must be covered for IPv6.

In order to match the capabilities of the ATM UTRAN, a more flexible handling is necessary where the error-detection mechanism of the transport layer must be able to protect vital information such as headers and to optionally ignore errors best handled by the application. 

Therefore UdP Lite would provide the equivalent flexibility to disable the payload SDU checksum when desired. This is applicable for both error-prone and error-free datalinks: if the datalink is error-free, no checksum is need; if the datalink is error-prone, no checksum is needed as well because these applications can deal with these errors.

2.2 UDP Lite

UDP Lite provides a partial checksum that improves the flexibility over classic UDP by making it possible to define the part of a packet to be protected by the checksum. 

The UDP Lite header is shown in the figure below. 
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Its format differs from classic UDP in that the UDP “Length” field has been replaced with a “Checksum Coverage” field. Information about the UDP Lite packet length can be found in the length field of the IP header so the packet length information in UDP is not required. 

The fields ``Source Port'' and ``Destination port'' are the same as classic UDP (RFC-768).

“Checksum Coverage” is the number of bytes that are covered by the checksum beginning with the first byte of the UDP Lite header. 

“Checksum” is a checksum over a pseudo-header of information from the IP header and the number of bytes specified by the “Checksum Coverage”. The same pseudo-header from the IP layer used in classic UDP for inclusion in the checksum calculation is also used for UDP Lite.

UDP Lite has its own protocol number that is different than the classic UDP protocol. 

2.3 Operation

Practically, the operation of IP UTRAN has to remain as simple as possible.

It is therefore proposed here to handle the use of the UdP protocol by configuration in the nodes.

When IPv4 is used in the network/interfaces, UdP Lite is not really needed because ipv4 has its own header protection and it is allowed to disable UdP so that it behaves like UdP Lite. Therefore, only UdP would be foreseen to be used with IpV4. 

When IPv6 is used in the network/interfaces, UdP Lite makes sense because a checksum is still needed to control the ipV6 header and the UdP Lite header itself. However, as explained above, this is the only part which is due to be checked at this layer, the rest being done at FP layer based upon application decision by FP mechanisms. Therefore, the use of UdP Lite would be at a constant “checksum coverage” set to to the fixed value “8 octets”. No dynamic negotiation would be needed between the nodes: there is a pre-defined configuration. 

For IpV6, it would be therefore provisioned at every node whether UdP or UdP Lite with coverage “8 octets” is to be used.

2.4 Drawbacks

There is one drawback in the introduction of UdP Lite in the standards: UdP Lite is still an internet-draft, even if last call has already taken place.

However, there is still the possibility to have it in the standards as such, keeping in mind that the specification will be updated when the RFC will be issued. 

There is another similar case today as the specification has currently included the M3UA protocol with reference to an internet draft.

3 Conclusion

Nortel Networks would like to ask the feeling of other companies on the potential optimisation that  could result from the use of Udplite when Ipv6 is used. If their concern of performing a not really needed checksum is shared, it is eager to look at a possible introduction in release 6. Nortel will then volunteer to make the associated CR. 

4 Proposals

Based upon discussion and consensus, the resulting outcome of this paper could be:

5. Update the technical report TR25.933 to introduce UdP Lite in the agreement section as an additional option to UdP.

6. Agree on a way forward and to bring a CR at next meeting. 
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