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1
Introduction

In contribution R3-02159, a possible alternative to using a "full-blown Information Exchange" approach has been proposed. This contribution details the modifications to be done in the TR to introduce this solution as the final solution for Shared Networks in Connected Mode.

2
Modifications to the TR

6.8
SNA-InfoExch solution

6.8.1
Principles and Mechanisms

This solution is based on the SNA concept as described in Section Fehler! Verweisquelle konnte nicht gefunden werden..

The main advantage of an approach based on Information Exchange over the Iu interface is that the classification of access rights for LAs within an MSC service area will be performed in the CN thus allowing to ensure consistency between Shared Networks solutions for Connected Mode and Idle Mode. In principle, this could even allow the same OAM implementation for Connected and Idle modes, thus removing altogether the risk of inconsistency.

There are 3 different possible solutions using over the Iu interface an "Information Exchange":

1 – Use of the Information Exchange on the Iu only. 

In this case, the MSC needs to be configured with some global information:
-
in which SNAs are the LAs within the MSC Service Area and all the LAs that can be reached via Iur from these LAs.
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs within the MSC Service Area or in LAs that can be reached via Iur from these LAs. This additional information will bring some need for coordination between shared network partners.

2 – Use of the Information Exchange on the Iu coupled with the use of the Neighbouring Cells Information over the Iur as in the SNA solution. 

In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs within the MSC Service Area
The remaining issue is in how to get SNA Information for Neighbouring Cells configured in the RNC that are in:
-
an LA of the same PLMN not within the MSC Service Area: Open Issue.
-
another PLMN: This issue also needs to be investigated.

3 – Use of the Information Exchange on the Iu coupled with the use of the Information Exchange procedures on the Iur as in the "RAN-based IMSI analysis" solution (§ 6.7). 

In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs within the MSC Service Area
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs within the MSC Service Area. This additional information will bring some need for coordination between shared network partners.
For information that cannot be obtained via an Iur (either within a PLMN or with another PLMN), the same issues as described in alternative 2 need to be addressed.

Considerations on the different possibilities:
Assuming that the CN node controlling the LA is responsible to set the Access Rights it is obvious that this entity is the adequate one to execute the primary LA access right distribution function.

In this context, the approach 1 would introduce an additional burden in terms of OAM in the CN Nodes and this whatever the solution to the issues identified for approaches 2 and 3. It would also be more consistent to solve via the Iur problems introduced by the Iur: in case of Iur mobility, a kind of “secondary” LA Access Right Distribution would then be performed for cells not directly neighbouring the serving RNC via existing Iur procedures, but deriving this information from the CN node supplying the serving RNC “primarily” with access right information. In this sense, solution 2 (usage of RL Setup/Addition in case of Handover and UL Signalling Transfer in case of URA/Cell Update) or 3 (usage of Information Exchange) can be used.

The approach 3 would induce handling an important additional number of transactions to obtain LA Access Right Classification information from all the concerned RNCs and this would allow basically to obtain the same information as the one obtained in the Neighbouring Cells Information in approach 2. Actually, the debate between approach 2 and approach 3 is very similar to the debate on the "Iur Neighbouring cell reporting efficiency optimisation" WI. One of the proposed solution for this WI was based on the existing Information Exchange over the Iur, however, it was concluded that such an optimisation was not needed: so a consistent choice is to follow the approach 2.

In order to solve the outlined issues, it is proposed to configure in the CN Nodes the Access Rights of “Neighbouring LAs”.

The term "Neighbouring LAs" covers all the LAs not within the CN Node Service Area but containing Cells neighbouring the Cells controlled by the RNCs served by the concerned CN Node.
This approach is summed up in the following figure:
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Following this approach leads to the additional requirement that a CN node needs to get access right information on LAs containing cell neighbouring the ones controlled by the RNCs in the CN node’s service area (which are either obtained from neighbour CN nodes or via O&M coordination in the CN).

Regarding this additional requirement it should be noted that dealing with neighbouring LAs is not completely new for CN nodes. On the CS side, for GSM access, the serving 2G MSC is tasked to maintain an LA database for E-interface mobility. In case it receives a CGI it has to decide based on the LA whether this CGI is part of the LAs it controls or part of a “foreign” LA. A 3G-MSC has to maintain a knowledge of LAs controlled by other MSCs for the purpose of Relocation or Handover: in this case, the MSC is provided with the Target RNC Global Id containing a LAC and has to deduce from this LAC the MSC to which it shall address the request (it shall thus maintain a routing table containing foreign LAs). On the PS side, for mobility via Routing Area Update, the SGSN receiving the RAU has to check whether the RA within the NAS message (representing the old RA) is controlled by itself or if it has to start to transfer the UEs contexts from the old SGSN. Similar mechanism also exists in the CS domain during LA Update when the new VLR retrieves information from the old VLR.

Further it should be noted, that co-ordination among the CN domains is required - but this is not a new requirement as it was already required for the idle mode sharing case.

It has already been pointed out that an interaction with Iu-flex is given in case of an specified Iu procedure and CN4 co-ordination, however, if the corresponding message definition foresees an CN identifier (as this will most probably be a common, connection independent procedure, foreseeing node identifiers in the messages is recommended) the RAN node would be able to decide whether an information sent by a CN node which is not the default CN node shall be taken into account.

6.8.2
Impacts to Iu

The impact over the Iu in the COMMON ID and the RELOCATION REQUEST messages is the same as the one described in subclause 6.6.2.

This solution brings an additional impact on the Iu due to the introduction of the "Information Exchange". This Information Exchange can be realised in two different manners: by introducing a set of Information Exchange procedures similar to the one introduced on the Iur in Release 4 that are exchanged over a specific Iu signalling connection or by introducing a single Class 1 procedure in SCCP Connectionless Mode.

The first alternative results in:

· Introduction of the Information Exchange Initiation procedure with:

· The "On Demand" and "On Modification" reporting type.

· The "SNA" Information Type.


· Introduction of the Information Exchange Report/Termination/Failure procedures.

The Information Exchange Initiation procedure is initiated by the RNC requesting from the CN to know how the SNAs are built.
The second alternative results in:

· Introduction of a Class 1 procedure initiated by the CN by sending the LA to SNA mapping to the RNC. The RNC will then send back a Response or a Failure message depending on whether the procedure was successfully completed.
The first alternative has the following drawbacks compared to the first one:

· It is an SCCP Connection-oriented approach: A specific SCCP connection (Iu signalling connection) is set up between the CN and the RNC in order to support the Information Exchanges.

· This breaks the R99/Rel-4 principle that an Iu signalling connection is linked to one UE: This has an impact on the architectural principles agreed upon up to now between CN and UTRAN.

· This needs to be documented in TS 25.410 and probably in other specifications, thus the impact on specifications is important.
· There are 3 more Class 2 procedures in this alternative than in the second alternative without much added value.
· This alternative imposes to configure the RNC to initiate the Information Exchange. Mechanisms to decide upon the termination of the Information Exchange, if used, need also to be implemented.

· Lesser impact is that this approach generally "imposes" to specify the CN behaviour which is against RANAP specification principles.

Whatever, the selected alternative, the CN Node will provide the SNA Information for each LAs for which it has been configured with such an information (see sub-clause 0 for details on the concerned LAs). From a signalling point of view, the SNA Information IE will be defined as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SNA Information
	
	1..<maxNrOfSNAPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>LAs
	
	1..<maxNrOfLAs>
	
	

	>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>List of SNAs containing LA
	
	1..<maxNrOfSNAinPLMN>
	
	

	>>>SNA Identity
	M
	
	INTEGER (0..65535)
	


	Range bound
	Explanation

	maxNrOfSNAPLMNs
	Maximum number of PLMNs involved in a Shared Network Agreement

	maxNrOfSNAinPLMN
	Maximum number of Shared Network Areas within one PLMN


Proposed maxNrOfSNAPLMN: 16

Proposed maxNrOfSNAinPLMN: 65536

The data format on the Iu has been chosen so as to be consistent with the data format on the Iur (on the Iur, for each Neighbouring Cell, the SNAs in which the Neighbouring Cell is will be provided). This allows the RNC not to make any translation of the information received on the Iu before being able to transmit it over the Iur.

In this respect, the ASN.1 encoding for the "List of SNAs" shall be consistent in RANAP (list of SNAs containing a particular LA) and RNSAP (list of SNAs containing the concerned Cell), especially in the way it handles the possibility of future extensions (e.g. possibly for the introduction of Universal SNAs in a future release).

6.8.3
Impacts to Iur

The impact of this solution on the Iur interface is similar to the impact described in sub-clause 6.6.3.

6.8.4
O&M configuration and co-ordination

In this solution, there is no need to configure the SNA information in the UTRAN: all the configuration is performed in the CN. The UE(SNA-restriction mapping tables in every MSC/SGSN and the SNA(List of LAs also.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. It only reflects the usage of PLMN specific SNAs.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None.
	-
	-
	-
	-

	Change Access rights of an existing LA1
	Modify the SNA Information in the CN
	-
	X2
	-
	X

	Creating a new LA in CN and RAN
	Create the SNA Information for this LA in the CN
	-
	X2
	-
	X

	New/Modified International Roaming Agreement1
	Coordinating roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network
	Creation of New SNA(s) resulting in:

- Update of the mapping tables between IMSI and SNAs.

- Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for LAs.
	-

-
	X

X
	-

-
	X

X


1 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

2 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X1
	-
	X

	Creating a new LA in CN and RAN
	-
	X1
	-
	X

	New/Modified International Roaming Agreement
	-
	X
	-
	X

	3rd operator joins shared network
	-
	X
	-
	X


1 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

7
Agreements

The following conclusions were agreed:

1. It is agreed that the solution for Shared Network in Connected Mode shall be based on the SNA concept (see Section Fehler! Verweisquelle konnte nicht gefunden werden.)

2. It is agreed that this SNA-solution shall allow an LA to be in several SNAs 

3. It is agreed that the SNA-solution in Release 5 will be based only on PLMN-specific SNAs. The use of Universal SNAs should be investigated as a possible enhancement in future releases 

4. It is agreed that the solution for Shared Networks in Connected Mode shall be based on an "Information Exchange" over the Iu and the Neighbouring Cells Information over the Iur as described in Section 0
5. It is agreed that the second alternative described in Section 6.8.2 is the one that will be used to realise the "Information Exchange" over the Iu interface.
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